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The second Work Programme (WP) of the Digital Europe Programme2R@23esponds to a two

fold challenge. On the one hand, it aims to ensure the continuation, evolution and sustainability of
actions that started within the first WP 202022, taking intcconsideration the overall aim of the
Digital Europe Programme of capacity building. On the other hand, it has to be adjusted to new
developments. It no longer covel$he European Quantum Communication Infrastructure (EuroQCI)
Initiative' actions that are,with the corresponding budget, moving to the Secure Connectivity
initiative?, while simultaneously introducing actions that follow the priorities and legal obligations of
the EU. It also anticipates the impact of the proposed European Chips Act.

T h e ©Bak irsthe grea of digital transformation are defined in the communicatia@30 Digital

Compass: The European way for the Digital Dedadet Pat h t o t he “flcgi t al L
programme that sets up a governance framework and lists digital target2d30 based on four

cardinal points: digital skills, digital infrastructures, digitalisation of businesses and of public services.

The EU is engaged on the pathway towardtsitedl economies and societies withe twin (geen and

digital) transitionacceeérating the shift towards digitalisation and the use of digital tools for work

and life purposes.

While the COVIR9 crisis highlighted the critical role of digital technologies and infrastructures in

our lives and demonstrated how our societies and ecoiesnely on digital solutonRus si a’ s war
of aggression against Ukraihas further exposed the vulnerabilities in our digital supply chaird

the importance of investing in cybersectheity an
programmeaims to encourage a wide participation eshall and mediunsized enterprise$SME$}

from all geographical areasincluding the EU outermost regions and other economically
disadvantaged regioAsind various work strands serve this purpose. Such is the case of the network

of EuropeanDigital Innovation Hubs covered in the European Digital Innovation Hubs Work
Programme 2022023, that will continue to support in the following years the SMEs irr tiaén

transitions. Each hub is close to the local ecosystem of SMEs and smalhpsjdspeaks their

language and provides a wide range of specialised and targeted digital transformation services
adjusted to he needs and strengths of the region where yheperate be it in urban or rural areas

Moreover, the sectorial Testing an Experimentations Facilities (TEFs) deployed through the first WP

will support companies developing Al and robotics to bringirthnnovation to the market, with

specific attentionto SMEs.The infrastructures and support services provided through the TEFs to all
European innovators, will fill an important gap, especially for SMEs, in bringing their technology to

the market, namely the capacity to test at scale and in real conditibe technology.

1The Furopean Quantum Communication Infrastructur.e (EuroQCI

2Space: EU initiative for a satellitdbased connectivity system and an EU approach on management of space traffic

https://ec.europa.eu/info/strategy/priorit28192024/europdit-digital-age/spacew-initiatives-satellitebased

connectivitysystemandeuapproachmanagemet-spacetraffic_en

SEurope’s Digital Decade: digital tar ge20392024europditodiyita ht t ps : /
age/europesligital-decadedigital-targets2030_en

“Proposal for a Decision establishing the 2030 Policy Prognme “Path t o t htips://diyitag i t a 1 De
strategy.ec.europa.eu/en/library/propesatisionrestablishing2030 policy-programmepathdigital-decade

51n line with Recital 14 and 17 dofie Regulation(EU) 2021/694



https://digital-strategy.ec.europa.eu/en/policies/european-quantum-communication-infrastructure-euroqci

Under theEuropean High Performance Computing Joint UndertakiugoHPCIU) national High
Performance Computing (HPC) Competence Centres support SMEs, by providing access to the latest
HPC technologies, tools, applications and sesyicend by offering expertise, skills, training,
networking and outreach.

The Digital Europe Programme supports businesses and SMEs also through investments in the area
of digital skills. 70% of businesses say that the lack of staff with adequate digitaissan obstacle

to investment. Under this WRhe Digital Europe Programmill continue to invest in upskilling to
provide a workforce for advanced digital technologies such as artificial intelligence (Al), advanced
computing, as well as in cyberseiturand data infrastructure. In particular, new action is addressing

the shortage of potential employees with specific knowledges@miconductorswith a holistic
approach to increase the attractiveness of the field while at the same timestacknew intiatives

to attract both technicians and graduates and bridge the gap between education and market
demand.

This document sets out the WP for part of the areas foreseen underdégilation (EU) 2021/694 of

the European Parliament and of the Coun(ligial Europe Programme Regulatién)to be
implemented in 2023 and 2024. Separate work programmes cover the remaining areas, namely
European Digital Innovation Hubs, Cybersecurity and High Performance Computing managed by
EuroHPC JUIt follows consultatios with the Member States. It uses as a reference point Aldnex

of Regulation (EU) 2021/694

For the year 2023, the WP contains descriptions of scope, goals and deliverables for each action. For
the year 2024, the objectives and expected results are articulated at the level of the specific
objectives, indicating actions with a more general desitnipand an indication of the type of actions
(grants, procurements, indirect management). The actions foreseen as of 2024 will require
considering lessons learnt from the actions included in the WP 2022. As those actions have not been
launchedor broughtabout interim resultsat the time of the preparation of this WP, the actions of

the WP 2024 are not drafted at the same level of detail compared to the actions for 2023. In
addition, the aim is to ensure synergies and consistency with other Digital EBrogeamme work
programmes.

The funding will be available for the EU Member States as well as countries associated with the
Digital Europe Programme (unless otherwise specified in the topic description, tender specifications
and call for proposal$).The aplication of Article 125) or Article 126) is mentioned where
appropriate and in consistency with the WP 262022,

6 Regulation (EU) 2021/694 of é¢hEuropean Parliament and of the Council of 29 April 2021 establishing the Digital Europe
Programme and repealing Decision (EU) 2015/224@s://eurlex.europa.eu/legal
content/EN/TXT/?uri=CELEX%3A32021R0694&qid=1623079930214

"The DIGITAL Europe Progmame— Work Programmeshttps://digitaistrategy.ec.europa.eu/en/activities/work

programmesligital

8 EEA EFTA countries are fully associated to the Digital Eulepmgramme and benefit from a status equivalent to that of
the Member States.



https://digital-strategy.ec.europa.eu/en/activities/work-programmes-digital
https://digital-strategy.ec.europa.eu/en/activities/work-programmes-digital

The Digital Europe Programme wil/l reinfoeyce
areas of artificial intelligence (Al), cybersecurity, advanced computing, data infrastructure,
governance and processing, the deployment of these technologies and their best use for critical
sectors like energy, climate change and environment, manufaxgguagriculture and health.

The Digital Europe Programme also targets upskidimgy reskillingo provide a workforce for these
advanced digital technologies. It supports industry, SMEs, and public administration in their digital
transformation with areinforced network of European Digital Innovation Hubs (EDIH).

Actions in this WP wil.l support technoleagi es
in particular will achieve the following objectives.

1 Addresslimate and environment protetton challengeghrough supporting, among others,
next phase in the evolution of the Destination Earth components, providing additional
services to more users anensuring technical interoperabilityith new Digital Twins,
establishing a green deal dataage and a Digital Product Passport that enables the
transition tocircular economy.

1 Ensure the deployment of sectoriedbmmon data spaceshased on the secure and energy
efficient federatedcloudto-edge infrastructurethat are accessible to businesses ahé
public sector across the EU. Furthermore, the Digital Europe Programme will support hew
highimpact activities such as the establishment of an Exploitation Office to maximize the
broad dissemination of results stemming from the pretified Cloud IPGKforthcoming
Important Project of Common European Interest on Next Generation Cloud and Edge
Infrastructure and Services) and the development of a cloaskd collaborative platform
for the management of industrial programmes in the aeronautics and ggagctor.

1 Continue the work on the sectorial Testing and Experimentation Facilities funded under the
WP 20232022 in order to develop a strong ecosystem that will enable faster adoptiéi of
technologiesn Europe, in particular its wide usage by companies and SMEbu#dohg on
the smartc 0 mmu n data infastructure, expand the capabilities of local digital twins by
developing the different layers of VR/AR worlds usefulclammunitiesas well as Rtform
for advanced virtual human twin (VHT) models.

1 Strengthen preparedness of the key sectors and response actions across thecigheito
threats.

91 Further support the excellence &U education and training institutions in digital areas to
improve the @pacity to nurture and attract digital talent through specialiseducation
programmes in advanced digital technologieand, for example, in areas of cybersecurity
and semiconductos. The WP will also intervene in earlier cycleseducation with the
longer-term objective to encourage young student and in particular girls to pursue digital
studies and careers.

1 Further invest in the uptake of blockchain in Europe and in building of efficient and
interoperable digital public services as well as inbuilding confidence in digital
transformation and developing reference framework addressing urgent needsnigrgy
consumption

t

EU’



The green and digitalvin transition is a core political priority of the European Commissidre

digital transformation contributes tothe ecological transitiorand the objectives of the European
Green Deal to reach climate neutrality by 2050 and reduce emission by at least 55% by 2030. Digital
solutions will lower carbon footprint, for instance, by providing eitiz digital access to essential
services removingthe need for physical presence, and promoting paperless communication or by
integrating Althat can, for instance, enablda smart appliancesore efficientenergy consumption

At the same time, thenergy consumption of digital technologies should nateed the energy they

save. For this reason, activities that do not contribute to climate objectives have to have a neutral
impact on climate

Several actions in this Work Programme expectedo make a concrete contribution to climate
mainstreaming based on the methodology for climate mainstreaming,Glimate Mainstreamig
Architecture in the 2022017 Multiannual Financial Framewérk

Someactions are expected to contribute directly to climate mitigation (e.g. measures that focus on
the causes of climate change and limit the scope of its-teny effects) orclimate adgptation (e.g.
measures to help ensure preparedness for and find solstitin the adverse effects of climate
change, and to prevent or minimise the damage climate change can cause or to take advantage of
opportunities that may arise).

Such is the case fohé Destination Earth initiative which will develop a very high precision digital

model of the Earth to enable visualising, monitoring and forecasting natural and human activity on

the planet. This will ensure that we are better prepared to respond to nmagdural disasters, adapt

to climate change and can predict its socioeconomic impact. Destination Earth is a main contributor

to the Green Deal Data Spacéhe data ecosystems of the strategies and actions plans for the
European Green Deal, which vaffer access to a variety of data related to the environment and the
EU s climate objectives. This wil/ for exampl e
water, soil and air pollution, but also detailed glgalised systems, energy suppbnd
consumption

Other actions are also expected to contribute tasthorizontal priority, namely the Digital Product
Passport, theLarge scale pilots for clottd-edge based service solutions, the EU Energy Saving
Reference Framework, the Agriculturat® Space and the Energy Data Space.

Several actions will pave the way for tools and actions that may support the ecological
transformation. The Data Space for Skills, for instameay provide access to highuality data
related to skills for emergingreen digital solutionsData on cities and communities from different
sectors may indicate lines of action to alleviate climate change. Data analytics in manufacturing can
contribute to a reduction in energy consumption and a better direct optimisation ef ghpply

chain. The Tourism Data Space may contribute to reduce-toueism by enhancing crowd
management capabilities. Al can enable smart and-davbon solutions encompassing a range of
interconnected technologies, such as smart appliances that cablerdemand response in the
electricity sector or tools to optimise mobility in cities.

9 Climate Mainstreaming Architecture in the 262017 Multiannual Financial Framework.(2022):
https://commission.europa.eu/system/files/20B8Z&wd_2022_225_climate_mainstreaming_architecture -2027.pdf


https://commission.europa.eu/system/files/2022-06/swd_2022_225_climate_mainstreaming_architecture_2021-2027.pdf
https://commission.europa.eu/system/files/2022-06/swd_2022_225_climate_mainstreaming_architecture_2021-2027.pdf

Many other actions in this Work Programme contribute with positive externalities despite climate
not being the main objective. Such is the case for the Data SpacaultoraC Heritage, which by
digitising cultural heritage assists in 3D allows -destructive analysis of assets, visualisation of
damages and information for restoration and conservation. Actions supporting the digitalisation of
justice are expected to cambute to lowering the carbon footprint by fostering paperless
communication in civil and cross border proceedings.

The climate dimension is also taken into consideration in the selection of projects for funding. Under
t he eval uati on therextanteto iwbiahm thé braojgrta celate ,t@nvironmental
sustainability and the European Green Deal goals will be assessed.

The conditions for international cooperation with third countries, international organisations and
bodies established in third countries, are specified in Article 11 ofRbgulation (EU) 2021/694
Cooperation and association agreements may be subjeat&mjuate security, intellectual property
(IP) protection and reciprocity guarantees.

Participation in the actions is intended to be open to all eligible third countries according to the
association agreement they have signed at the time of sighaturthefgrant agreement, even
though the text of the actions only refers to the Member States.

The objectives of the programme can only be achieved by taking into account duly justified security
interests of the Union, notably in terms of cybersecurity or pmion of data against unauthorised

disclosure. In the case of the Digital Europe Programme, this would also cover, inter alia, the security

of supply <chains, critical infrastructures, p ul
technology.

It needs to be considered that European data can end up in the hands of third country authorities
(national intelligence and security agencies in particular) even without the knowledge of the
individuals, businesses or public administrations in the EU tehwthie data relates and without

their ability to intervene or to exercise their fundamental rights (e.g., righegpect forprivate life,

right to data protection, rightto an effective legal remedy). This is particularly because of the
application of mtional surveillance legislation of third countries and their jurisdiction over the
service providers, such as cloud computing providers and other digital operators, established in the
specific third country and providing their services in the Union, wingly also extend to their
subsidiaries established in the Union. While data access requests could also be directed to EU
controlled companiesstablished in the Union butlling under the relevant foreign jurisdiction,

e.g., when theyalso have an estabdhment in the foreign jurisdiction, it is assumed that those
companies having their headquarters in the relevant foreign jurisdiction may be subject to a conflict
of interest and conflict of jurisdictions (e.g. if the law of the country of establishmenhef
headquarters requires Ebased subsidiary to engage in transfer or processing data in a manner
inconsistent with the EU law)There is also a risk of uncontrolled access to data by foreign
intelligence and security agencies, thus exposing the Uni@edarity risks.

For these reasons and in consistenayh the WP for 202312022, a set of topics in this WP will be
subject to the provisions of Article (&) of the Regulation (EU) 2021/698ecause of their particular



criticality, all topics inSection 3on cybersecuritwill be subject to the provisions d@frticle 125) of

the Regulation (EU) 2021/694 At the same time, the Digital Europe Programme is open for
collaboration with third countries. Specific conditions for the association or partial agsocit
third countries to the Programme are laid down in Article 10 ofRiegulation (EU) 2021/694

The Digital Europe Programme is implemented by means of four multiannual work programmes.
There will be three new independent work programmes in 20034, while the fourth one
concerning the network of European Digital Innovation Hubs (under direct mareageby the
European Commission) is covering 2@2P3 period.

This WP covers activities related to Destination Earth, Data, Al, Qlmudiybersecurity incident
response and preparednessipport, Advanced Digital skills and Deployment activities far best

use of these technologies. The other two work programmes cover: 1) High Performance Computing
(implemented under indirect management by the EuroHPC JUjl Me remainingactivities in
Cybersecurity (implemented, under indirect management by tBgbersecurity Industrial,
Technology and Research Competence Cg@@&CC) and in direct management by the Commission
on behalf of ECQCSynergies and complementarities of the activities in the various work
programmes will be ensured.

Actions in this WPwill be implemented mostlyunder direct management by the European
Commission and a supportive Executive Agency. The exceptions to this are the Investment Platform
for Strategic Digital Technologies (see Section 7) which will be implemented by the Europea
Investment Fund in indirect management; the Destination Earth Initiative (see Section 1.1) which will
be implementedn indirect management bghe European Space Agency (ESA), the European Centre
for MediumRange Weather Forecasts (ECMWF) and the EunoPeganisation for the Exploitation

of Meteorological Satellites (EUMETSAf) the Cybersecurity incidenésponse and preparedness
support that will be entrusted for implementation to theuropean Union Agency for Cybersecurity
(ENISA)

The budget for te actions covered by thi&/Pis EUR09 5 million'%.
392EUR million for actions in 2023 are allocated as follows:

1 EUR 60 million for actions supporting the Destination Earth initiative including the core
platform, data lake and related digital twins

1 EUR113 million for actions supporting the deployment of Common Data Spaces including
sectorial data spaces and the supporting ClkaxdEdge infrastructure and services, as well
as further actions in regard to sectorial Testing and Experimentation Fadoitid$

10 EEA EFTA countries are fully associated to the Digital Europe Programme and benefit from a status equivalent to that of
the Member States.

H1Subject to the adoption of the budget.



1 EUR 20 million for incidence response support and Preparedness of Key sectors in the area
of cybersecurity

1 EUR 58 milliofor actions on advanced digital skills in key capacity areas through specialised
education programmes and other actions;

1 EURS6.8 million for actions related to deployment of digital technologies, such as the
European Blockchain Services Infrastane, activities in the area of sectorial IT solutions for
justice and consumers, building confidence in digital transformation @degloyment of
solutions for public servicess well asupport to TransEuropean Services for Telematics
between Administration§TESTA)

1 EUR 21.5 million for supporting Interoperable Europe actions that aim to ensure the
development of interoperable tras-European digital public serviges

I EUR 10 million for Investment Platform for Strategic Digital Technologies;

1 EUR22.7 million for other actions including programme support actions and support for
Digital Services Aend Digital Markets AdIT systers as well asupportingthe continuous
operation and/or evolutionof the IT system of the central gateway for EU Digital COVID
Certificatestandards and specifications

The ndicative budget for 2024 is EURL7,5 million and its allocation will be speafil with the
amendment to this WP.

Table 1: Breakdown of global expenditure per year, budget line and type of action

Amounts to be implemented in| Amounts to | Total available
Year Budget line direct managemeniin million . be budget per
EUR) implemented year (n
Calls for Calls for tender| " indirect million EUR)
management
proposals- - procurement oo
grants (in million
EUR)
2023 Specific Objective 1 (02 04 0D)1 - - - -
Specific Objective 20@ 04 03 86.1 646 60 2107
Specific Objective 302 04 01 002) i 278 278
Specific Objective 40@ 04 03 60.3 6.4 29 68.9
Specific Objective § Deployment 317 286 i 60.3
(0204 0501
Specific Objective § i 245 i o4 5
Interoperability (02 04 05 02
2024 Specific Objective 10@ 0402 10 - - 21.1 21.1
Specific Objective 20@ 04 03 1501 91 62.6 303,7




Specific Objective 302 04 01 0 02) - - 3,7 3,7
Specific Objective 40@ 04 03 53 138 - 66.8
Specific Objective § Deployment 41 55 - 96
(0204 0501
SpecificObjective 5¢ 5 21.2 - 26.2
Interoperability (02 04 05 02

*The breakdownfor 2024 is indicative and subject to amendment.

Investments under Digital Europe Programme are complementary to investments under a number of
EU funding instruments, either managed directly or under shanethagement withthe Member
States. These include for example investments into key digital techiesioincluding quantum
technologies, as part of the second pillar (Global Challenges and European Industrial
Competitiveness) of Horizon Europgeonnecting Europe FacilitZ¢ EFRdigital investments focus on
delivering safe, secure, and sustainable highformance infrastructure, in particular, Gigabit and

5G networks across the EU. Creative Europe programme investments contribute to the recovery of
culture and media, reinforcing their efforts to become more inclusive, more digital. Digital
investments uder the EU4Health programme will aim at reinforcing health data, digital tools and
services, enhance access to healthcare and support its digital transformaliom. Justice
Programme offers funding opportunities in thejestice field supporting transnathal projects and
projects with clear EU dimension that improve the effectiveness of justice systems and improve
access to justicelrurther, decided at the Member State level are the foreseen investments into
digital under Cohesion policy, where their géalto overcome the digital divide both socially and
geographically, e.g. by supporting digitalisation of firms, by improving accesgdeeenment, e
health, and digital skills, so that rane in anyEU region, be it ruraurban or outermost is left
behind. Complementarityis also expected betweenidital Europe Programmand the Common
Agricultural Policy (CAP): Investments into digitalisation in agriculture and rural areasNatdmal

CAP Strategic Plangll contribute horizontally to all CABbjectives and aim te- among others
modernise sector, increase sustainability and economic performance, and enhance quality of life in
rural area, including knowledge and innovation, and invesimin broadband infrastructure

Me mber St at e sResilieheecplans shoyd address challenges identified in the European
Semester, particularly the countgpecific recommendations and advance the green and digital
transitions. Private capital is foreseen to be leveraged for investments into digitastinfctures,
technologies, and skills under InvestEU as well. Digital Europe Programme complements this mix by
funding strategic deployment in support of the EU digital targets for 2030, bringing digital
technology to businesses, citizens and public adstrtions.

Most actions foreseen in the Digital Europe Programme requirgwestments from the public
and/or private sectors. The modes of theseinwestments are described in the relevant parts of the
various work programmes.




As far as possiblaufiding support from other EU instruments to actions in this WP is concerned,
alternating or cumulative funding may be considered, provided that such funding is in line with the
fund-specific regulations of the funding instruments in question, and in liite the objectives of

the relevant programmes. Relevant provisions of the Financial Regulation need to be reshécted

no circumstances the same costs shall be financed twice by the EU budget (prohibition of double
funding). Funding from cohesion polipyogrammes can fall under EU State aid rules when the
beneficiaries are undertakings. In such cases, the funding must be compatible with EU State aid
rules.

An alternating/sequenced funding occurs when each instrument finances a different part of the
operation/action, or finances successive parts. It requires a split of an operation/action in two
different parts. Separate grant agreements are required, applying the rules of the funding
instruments respectively. Coordination is required to avoid doublalifuly ensuring separation of
parts/activities. Expenditure used for a reimbursement request for one instrument shall not be
declared for support from another Fund or Union instrument. Activities financed under separate
instruments have to be clearly diffemtiated.

Cumulative funding means that actionreceives support from more than one fund, programme or
instrument (including both shared and directly managed funds). Two grant agreements are required,
applying the rules of each of the funding instrumeespectively. Upfront cordination is required

to avoid double funding by coordinating the funding rates which in combination cannot go over
100% of the eligible costs. A number of steps starting from preparation, through linking of actions,
grant signatires all the way to reporting and payments need to be followed. The Commission
Communication on Synergies between Horizon Europe and the ERDF progtamlaitasrates on

new opportunities to maximise synergies between Horizon Europe and the European Regional
Development Fund, including on cumulative funding. An example on how such cumulative funding is
applied to Digital Europe Programme and cohesion policy funds is outlined in the Annex 2 of the
Communication.

In the specific case of cumulative funding beem Digital Europe Programme and Recovery and
Resilience facility, the Section 3 of the Guidance document to Member Stamsfirms that
support from Digital Europe Programme can also be combined with the Recovery and Resilience
Facility, provided that sth support does not cover the same codor example by clearly
distinguishing what is to be covered by each funding soulgeEmber States shall ensure the
effective and efficient functioning of such synergies, through a consistent and harmonised approach
of all involved authorities and close coordination between all public actors is needed.

Below is an outline of actions for which cumulative funding could be considered. However, support
from multiple funding sources is in all cases subject to decisibrikeoauthorities managing the
funding instruments.

Table 2: First set of callsith a common deadline in 2023

12n particular the Article (191) Principle of naumulative award and prohibition of double funding.

13 Synergies between Horizon Europe and ERDF programmes (2022) https://resehirohovation.ec.europa.eu/news/a
researckandinnovatiornews/synergieguidanceout-202207-06_en

14 Commission staff working document guidance to Member States recovery and resilience plans SWD(2021) 12 final,
https://commission.europa.eu/system/files/2021document_travail_servicpartl_v2_en.pdf
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Area

Topics in the Work Programme

Digital Europe
Funding rate

Cloud to edge Highly Secure Collaborative Platform for Aeronautics { 50%
infrastructure Security Industry
Federated European I nfrastb50%
data
Data
Genome of Europe 50%
Digital Product Passport 50%
Al DevelopincCitiVerse 50%
Reinforcing Skills isemiconductors 50%
AdvancedDigital Skills
Cybersecurity Skills Academy 50%
Network of Safer internet Centres (SICs) 50%
Confidence in Digital
Transformation European Digital Media Observatory (EDM@ptional and| 75% for SME;{

multinational hubs

and 50% for al
other
beneficiaries

Accelerating the Best Us;
of Technologies

EU Energy Saving Reference Framework

50%

Table3: Secondset of callswith a common deadline in 2023

Area o Digital Europe
Topics in the Work Programme Fundingrate
Data Space for Cultural Heritage 50%

Data
Data Space for Tourism 50%
Specialised Education Programmes or Modules in | 50%

Advanced Digital Skills

Capacity Areas

Topics indicatively included in the list of calls with a common deadlig@24 are available under
Section 8.2.3 Indicative implementation calendar.

11



As part of the Path to Digital Decade policy progrartmthe Commission has introduced the
concept ofMulti-Country Projects (MCPs). MCPs are lagpde deployment and capacibyilding
projects for the digital transformation of the Union, facilitating the achievement of the Digital
Decade objectives and targétsThey channel coordinated investments betm the EU, Member
States and private stakeholders to, i.a. enable digital infrastructure projects that one single Member
State could not deploy on its own. They helop
industrial competitiveness in critical ¢Bnologies, as well as support an interconnected,
interoperable and secure Digital Single Market and address strategic vulnerabilities and
dependencies of the Union along the digital supply chain. This means that settimgM@R fits the
objectives of tle Digital Europe programme and provides additional incentives for Member States
and companies to work together to build p&uropean digital infrastructures. The initial Ron
exhaustive list of areas for MCPs as contained in the Decision on Path to tta¢ Dégiade policy
programme(DDPPIs listed in theAppendix4 of this WP.

A number of areas of MCPs, e.g., blockchain, genomics, dataspacestiog Bnd Experimenting
Facilities (EF3% are in the scope of the Digital Europe programme and are regeiunding under
the Digital Europe WP 202R. These are also included in this WP.

MCPs can be implemented by a number of dedicated mechanisms such as joint undertakings (JU),
Important Projects of Common European Interest (IPCEI), or the European Relsdiastructure
Consortia (ERIC). Some MCPs rely on implementation as spelled out in the Digital Europe Work
Programme, with no dedicated mechanism foreseen.

Table4: Multi Country Projects relevant for this Work Programme

MCPs relevant for this Work Topics in this Digital Europe Work Programme
Programme
EuropeanCommon datanfrastructure | 2.1.1 Cloud IPCEI Exploitation Office
and services 2.2.1 Data Spaces
2.2.3 Support for data for EU
Genomics 2.2.14.1Genome of Europe

Processors ansemiconductors chips | 2.3.1.1 Coordination of Al sectorial Testing and
Experimentation Facilities

Connected public administration 5.2.1 European Digital Government Ecosystem
5.2.2 Interoperable Europenteroperability for the public
sector

European Bldahain Services 5.1 Blockchain

Infrastructure

15 Decision (EU) 2022/2481 of the European Parliament and of the Council of 14 December 2022 establishing the Digital
Decade Policy Programme 2030 (Text with EEA relevariag)s://eurlex.europa.eu/eli/dec/2022/2481/0j

16 Digital Compassthe European way for the Digital Decade: https:fexreuropa.eu/legal
content/en/TXT/?uri=CELEX%3A52021DC0118

12
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Hightech partnerships for digital skill§ 4. Advanced Digital Skills
and specialized education

In order to facilitate the setp and enable speedy implementation of MCPs for which a specific set

of features is necessary, the Commission proposed, as part of the Path to the Digital Decade policy
programme, a new instrument, the European Digital Intftecture Consortium (EDIC). The legal
framework on EDICs is closely modelled on the existing and successful mechanism in the area of
research activities, namely the European Research Infrastructure Consortia (ERIC), focusing however
beyond research and irdducing further limited changes to increase flexibility in the
implementation, such as enabling private parties to participate in the EDIC as members, and making
sure projects remain open to all interested Member States.

Only the Member States may subram application to form an EDIC. In order to facilitate EDICs, the
Commission addressed the Member States with an initial call for expression of interest in EDICs to
understand the MS’ p | Thenisitial fcall rfor eW@d3sion af rintbresadd | C s .
conducted in the period oDecember to February 2023he analysis of submissions is currently
ongoing. The outcomes of the initial call for expression of interest will be discussed with the
Member States during the March meeting of the Digital Decaunrd® they will also be shared with

Digital Europe Programme Committee.

The actual setup of an EDIC, or EDW&snber Stateswill follow the procedure outlined in the Path

to the Digital Decade policy programme, as follows. The Member States appulyitige fsettingup

of an EDIC shall submit an application to the Commission. The Commission shall assess the
application, taking into account the general objectives of the DDPP, the goals of the MCPs, and
practical considerations related to the implementati of the MCP to be implemented by EDIC. The
Commission shall, taking into account the results of the assessment, adopt an implementing act
setting up the EDIC, or reject the application.

Where Member States progress sufficiently with their applicatiamsBDICs, this option should be
supported to the greatest extent possible, to attract further funding for lasgale MCPs. Once an

EDIC is formally established, it may make a proposal in response to a formal Call for proposals (like
any other proposer) gulying the rules contained in the relevant Call document. Depending on the
interest in specific EDICs shown by the Member States, an amendment to this WP could be made to
strengthen the link of an EDIC with any specific existing or new action.

Calls for proposals

The global budgetary envelope reserved for grants under this VIEBYRA27 million out of which
EURL78 million isfor 2023

The topics included in this WP which are implemented by grants will be calmtdingto the
following plan:

First set of calls
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Table5: List of topics in the first set of callwith a common deadline in 2028nder this Work

Programme
Area Indicative
Topics in the Work Programme budget in
million EUR
Cloud to edge Cloud IPCEI Exploitation Office 25
infrastructure Highly Secure Collaborative Platform for Aeronautics and
Security Industry
Federated European I nfrast
Genome of Europe 31
Digital Product Passport
Al Coordination of Al Sectorial Testing and Experimentation | 18
Facilities
DevelopingCitVerse
Reinforcing Skills isemiconductors
Adyanced Digital Cybersecurity Skills Academy
Skills
26
Boosting digital skills of young pupils, in particgjals
Confidence in Network of Safer internet Centres (SICs)
Digital _ IT System Supporting the Removal of Online Child Sexual
Transformation Abuse Material
32
European Digital Media Observato§{MO) nationaand
multinational hubs
EU Energy Saving Reference Framework
Other activities in support to the programme 2
TOTAL for the first set of calls 134

Second set of calls

Table6: List of topics in the second set of callsth a common deadline in 2028nder this Work
Programme indicatively includes:
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Area Topics in the Work Programme Indicative
budaet in

Data Space for Cultural Heritage

Data 12

Data Space for Tourism

Advanced Digital| Specialised Education Programmes dtodules in Key 32
Skills Capacity Areas

TOTAL for thesecondset of calls 44

The table with the list of indicative topics for 2024 is included under Section 8.2.3 on Indicative
implementation calendar.

Calls for tender
In addition to the calls for proposal, a set of actions will be implemented by procurement either
using Framework contracts or open calls for tenders.

The global budgetary envelope reserved for procurement under thiss/8B4 million EURout of
which 124 million EUR igor 2023.

Indirect management

The topics under Destination Earth will be implemented in indirect management, using annual
instalmentsto continue implementation of existingoatribution agreements withthe European
Space Agency (ESA), the European Centre for MeRamge Weather Forecasts (ECMWF), and the
European Organisation for tHexploitation of Meteorological Satellites (EUMETSAT)

The implementation of théncident Response Support aRdeparednss of Key sectors in the area
of cybersecurity will be entrusted to ENIS#d complemented by collaboration between the
Commission, CEFEU and ENISA ap-to-date and strategidevel situation analysis, risk scenarios
and overviews of the threat landscape

Moreover, the Investment Platform for Strategic Digital Technologies (see section 7) will also be
implemented in indirect management undéhe InvestEU programme, more specificalby, the
European Investment Fund (ElF)der the terms of theRegulation(EU) 2021/523 of the European
Parliament and of the CounclhgestEU Regulatigtf and the InvestEU Guarantee Agreement with
the EIB Group.

The global budgetary envelope reserved for indirect management under this WP irl20&8llion
EURout of which 90 million EURfisr 2023.

17 Regulation (EU) 2021/523 of the European Parliament and of the Council of 24 March 2021 establishing the InvestEU
Programme and amendiRggulation (EU) 2015/101(0J L 107, 26.3.2021, p. 389).
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1 High Performance Computing (HPC)

Specific Objective 1 on High Performance Computing will continue to be implemented by the
European HigiPerformance Computing Joint Undertaking (EuroHPC JU) in continuation of their
mission as previously described in the first WP.

Namely, the mission ofhe Joint Undertaking is: to develop, deploy, extend and maintain in the
Union a worldleading federated, secure and hypeosnnected supercomputing, quantum
computing, service and data infrastructure ecosystem; to support the development and uptake of
demard-oriented and usedriven innovative and competitive supercomputing systems based on a
supply chain that will ensure components, technologies and knowledge limiting the risk of
disruptions and the development of a wide range of applications optimisethéme systems; and,

to widen the use of that supercomputing infrastructure to a large number of public and private
users, and support the twin transition and the development of key skills for European science and
industry.

Dedicated work programmes for agties are prepared separately from this WP, as specified in the
EuroHPC legislatidtand in Article 4.2 of th&®egulation (EU) 2021/694

Indicative budget

The Digital Europe budget for actions implemented under this WP is indicatively EUR 60 nmillion fo
2023.

1.1 Destination Earth

The main components of the Destiton Earth (DestinEystem, developednder the WP 2021/22
are:

1. Core Service Platforma userfriendly entry point for DestinE users. The platform will provide
evidencebased decisioimaking bols, applications and services, based on an open, flexible, and
secure clouebased computing system. It will coordinate data, cloud and HPC infrastructures and
provide access to an increasing number of Digital Twins as they become gradually available via
related European Commission and/or national efforts. The platform will make available relevant
Al tools, extremescale data analytics and Eahistem monitoring, simulation and prediction
capabilities. At the same time, it will provide dedicated resourme®estinE users, allowing
them to customise the platform, integrate their own data and develop their own applications.
The procurement of the platform and the associated DestinE service operations is the
responsibility of the European Space Agency (ESA).

2. The Data Lake is the consolidation of 4psesting European data holdings from Copernicus, the
data holdings of the thredestinEimplementing entities (ESA, EUMETSAT and ECMWF) and
other sources, like the Internet of Things (IoT) and sectmnomic datalt will also integrate the

18 Joint Undertaking established by Council Regulation (EU) 2021/1173 of 13 July 2021 establishing the European High
Performance Computing Joint Undertakangd repealing Regulation (EU) 2018/1488) L 256, 19.7.2021, p-31).
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new data that will originate from the Digital Twins, creating a coherent anestaifling DestinE

data spaceDestinE is part of the Green Deal data space and as such, part of the overall data
spaces constellation, enabling eossfertilisation among the various fields and domains for the
various data space#t will provide access to the data needed for the Digital Twins and the Core
Service Platform operations and it will host user data, shared with the DestinE user community
while supporting neadata processing to maximize performance and service scalability. The
Data Lake will be operated by the European Organisation for the Exploitation of Meteorological
Satellites (EUMETSAT).

3. The Digital Twins digital replicas of the highly complex Earth systerase based on a seamless
fusion of realtime observations andhighrresolutionpredictive modelling in the thematic areas,
starting fromthe Weatherinduced and Geophysical Extremasd climate change adaptation.

The longterm goal is to integrate additional digital twins for a comprehensive digital twin of the
Earth. The digital twins of DestinE will provide users with tailored access teqndjty
knowledge for usespecific scend development for decision support. The first two Digital
Twins (Climate change adaptation, Extreme Events and Geohazardspleveloped by the
European Centre for MediwwRange Weather Forecasts (ECMWF).

Under this WP DestirE initiative will continue béng implemented through the Contribution
agreements with the three implementing entities (ESA, ECMWF, EUMEASAd¢rated access to
the EuroHPC Joint Undertaking infrastructure is plannedhfemperiodcovered bythe WP 2023/24,
as the respective Eurd*C JU systems become gradually available.

The description belowherefore covers the overall period of hWP 20284 despite the fact that
given the specific structure of this WP, only the 2@28t of the budget isndicated. The remaining
budgetfor this initiative will be availabla 2024.

Objective

The objective is taontinueimplemening the DestinE initiativén seamless continuity with the work
undertakenunder the WP 2021/22as provided for under the Contribution Agreements signed with
the implementing entities (ESA, ECMWF and EUMETSAT). ThedamNP 23/24s to continue the
service provisionupgrade the whole system framewaqrgrovide additional services to more users,
expand into further priority areas and topics of interastwell as starintegrating new Digital Twins.
In the meantime, any relevant input from the De&istrategic Advisory Board will be considered, as
appropriate.

Scope

Under the WP 2023/24, the DestinE initiative will be further implemented putimgphzsis on the

system activity to reinforce all aspects of the deployed solutions, from data flow to integration and
federation of external services as well as to theploymentof an additional range of services, tools

and applications (new, enhanced, vergson o f a |l | mai n cTdasgnolude nt s’ ser vi

1 Further development and evolution of the Core Platfoamd itsfull integration with the
Data Lake and the Digital TwihisAn additional range of services, tools and applications will
become availableThe activities for interoperability and technical alignment with new

19 Destination Earthhttps://digitalstrategy.ec.europa.eu/en/library/destinatanth
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Digital Twins (e.g. the Digital Twin Ocean) will staetvice provision will expand to more
user groups.

1 Expansion of the Data Lake by including additional data holdings and data sivoncewew
areas and fieldsand optimisation of the Data Lake Federation, including network and
connectivity aspects. A Data Lake service portfolio will be made available to the Digital
Twins and the Core Platform.

1 Upgrade and consolidation of the first tvidigital Twingweatherinduced and geophysical
extremes and climate change adaptatiar)d performanceptimisation ofthe Digital Twin
Engine including the building of interactive elements and transversal features, allowing the
service and support of fardisciplinary Digital Twins.

1 Pilotingthe interoperability between DestinE and the Digital Twin Ocean @T@)main
initiative under the EU Mission Restore our Ocean and Waters by?2030d possible,
other, Digital Twins, depending on their levehohturity and DestiEcompliance.

The WP 2023/24¢ontinues thefocus on the user interactivity aspects and on the user interaction
with the Destination Earth simulation capabilities (e.g.;d@mand Digital Twin production piloted
from the core platform, enhanced analysis capabilities as part of the Digital Twinelgngin
addition, it focuses on user feedback collection, and the definition and implementation of related
complementary operational services.

New use cases and user services identificatiwifi take place, supported by the respective
requirements elicitabn and implementation planning

Additional activities that may be carried ouhder WP 2023/24nclude:

1 Pilotingactivities related tahe federation of Member State relevant infrastructures and the
integration of Member State initiatives on Digital Twarsd development of a selection of
international partnerships and synergies (see section 2.2.1.1).

1 Application of a jointly agreed Quality Mapping framework (or similar).

1 Integration of Destination Earth with SIMPL

Synergies with relevant Horizon Europe areas are already in place, as a number of respective Horizon
Europe actions are already running, facilitating the development of new Digital Twins, while new
topics are planned for that purpose in the next Horizomdpe Work Programme. Also, there are
already well articulated synergies defined with the Copernicus programme and horizontal teams
among the respective Commission Services have already been formed for that pufpuse.
entrusted entities of DestinE and Gaopicus and the respective teams of DG CNECT and DG,DEFIS
systematically work togethein order to ensure programmatic, technical and operational alignment
(notably in terms of service portfolios, data access and integrated data managerasmell asd

avoid overlaps and double effort as Copernicus will serve as a major data source of .DestinE

20 EDITO-Infra (HORIZON-MISS-2021-OCEAN-IBA-01)

2L https://researclandinnovation.ec.europa.eu/funding/fundingportunities/fundingprogrammesand-opencalls/horizon
europe/etmissionshorizoneurope/restoreur-oceanandwaters_en

22 Simpl: cloudto-edge federations and data spaces made simes://digitatstrategy.ec.europa.eu/en/news/sitiplud
edgefederationsanddataspacesnadesimple
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Finally, the Commission collaborates with ESA, with support from the other implementing entities
ECWMF and EUMETSAT, to ensure maximum alignment between th®igi&h Twin Earth
Programme adopted by ESA in November 2022 and DestinE.

Deliverables

Core Platform(ESA):

1
1

1

Deployment of the Version 2 of the Core Platform Services

On-demand Digital Twin production from the core platform and integration of Digital Twin
commanding interfaces for edemand and interactive simulations

Additional range of services, tools and applications to become available

Data Lake (EUMETSAT):

1
1

Deployment of the Version 2 of the Data Lake Services

Additional data holdings and data sources new areas and fields to become part of the
federation

Optimisation of the Data Lake federation, including network and connectivity aspects,
including the complete entry in operation of optimised file transfers

Digital Twin Engine and the first twBigital Twins (ECMWF):

Depl oyment of the Version 2 of the Digital
Enhanced analysis capabilities as part of the Digital Twin Engirger®nd and interactive
workflows deployment, performance optimisatipnearreal time simulations

DT Engine integrating HPC capabilities and optimizing HPC resource allocation

Version 2 of the Extremes Digital Twin: The system will start integrating the required
capabilities for geophysical hazards (earthquakes, volcamigtions and tsunamis,
geomagnetic storms) and evolve the initial applications towards longer time scales and an
enhanced use of ensemble methods for uncertainty quantification. The supporting software
infrastructures will be scaled up and implementedass platforms.

Version 2 of ClimateChange AdaptatiorDigital Twin: The system will start integrating
advanced systems for initialisation (data assimilation), ensemble generation and the
definition of shortterm forcing (ENSO, volcanic eruptions) at unpoemted resolutions will

be implemented, including multlecadal prediction systems and enhanced operational
prediction capabilities.

The links and synergies to the existing products and services of the Copernicus Emergency
Management Service and the Copieus Climate Change Service will be further explored.

For both the weatherinduced and the climatechange adaptation twin, regions and
communities involved in the Mission on Adaptation to Climate Chartgdd provide in
coordination with the three DesiEimplementingentities, additional use cases, data and
testbeds for the development and implementation of these twins.

Type of action Contribution Agreement

Indicative budget EUR 60 million
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Indicative time

2024

Indicative duration of the action

Up to30 months

Type of beneficiaries

The implementing entities (ESA, ECMWF
EUMETSAT).

Implementation

Indirect management with ESA, ECMWF, EUMETS

Eligibility criteria

Participation restricted on the basis of Art 18.4 of t
Digital Europe Progmame Regulation eligibility
criteria  apply to candidates for procurement
contracts to be concluded by theimplementing
entities for the implementation of their respectiv
tasks.

The budgetdedicated to theimplementtion of the DestinE initiative under WP 2023/2/4uld
come partly from the 2023 budg€60M), with additional budgein 2024.
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2 Cloud, Data and Artificial Intelligence

Specific Objective 2 of the Digital Europe Programame ms t o r ei nf oOArtfioclal t h e
Intelligence (Al) capacities as a crucial driver for the digital transformation of the public and private
sectors. The EU Data Stratéggutlined the importance of building a thriving ecosystem of private
actors to generate economic and societalue from data, while preserving high privacy, security,
safety and ethical standards. It announced that the Commission will invest in a High Impact Project
that will fund infrastructures, dataharing tools, architectures and governance mechanisms for
thriving datasharing, Artificial Intelligence ecosystems and the next generation of cloud and edge
services. Specific Objectivén@s three mairwork strands:

1 Continuation of activities in the area ofoudto-edge infrastructureand serviceswith two
new topics foreseen for 2023. (Section 2.1)

1 The deployment of &ata for Elstrand with a focus on deploying sector@mmon data
spaces based on the above federated clotmtedge infrastructure and services that are
accessible to businesses and the pubkctor across the EU that were initiated in the first
WP. Alongside the continuation of these actions, this WP foresees further actions in the area
of Support for data in the EU, namely Open Data Portal, and new action to reinforce the
green agenda suchsdigital Product Passport. (Section 2.2)

1 The continuation of work oAl reference testing and experimentation facilitiesith a focus
on coordination of Al sectorial facilities that were established in the first WP (i.e. health,
smart communities, manufaaring, and agriculture). (Section 2.3)

Indicative budget
The budget for the topics included tinis chapter is EURL3 million for 2023 distributed as follows:

1 EUR 25 million for topics supporting the deployment of the cltmiddge infrastructure and
services in 2023;

1 EURS57 million for topics deploying the sectorial data spaces and the related support
activities in 2023, including actions on Digital Product Passport;

1 EUR31 million for topics implementing the sectorial Testing and Experimentation Facilities
in 2023 developinga VR/AR world for citieand virtual twins in healthcare.

For 2024anindicative list of topics is added under each of three work strands.

2.1 Cloudto-edgelnfrastructure and Services

23 Communication from the Commission, A Bpean strategy for data; COM/2020/66 final
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The 20212022 WP aimed at equipping Europe with wecldss interconnected (i.e., federated),
trusted, interoperable and sustainable clotmledge capabilities (infrastructures, platforms,
marketplaces, services and testing ae#perimentation facilities for edge Al). These targeted
infrastructures and services will also serve common data spaces and enable a swift uptake of
emerging technologies such as artificial intelligence, Blockchain, Internet of Things, High
Performance Qmputing and big data. This ambition magdised around three topics:-1 large-

scale modular and interoperable opaource smart European cloud-edge middleware platform.

2- large-scale pilot projects aiming at the deployment at scale of innovativeaswble, secure and
crossborder cloudto-edge based services applied in a set of wklisen application sectors- 3
deploy and operate an EU online marketplace for cloud and edge services. From the onset, this last
topic was intended to launch a finaally selfsustainable marketplace and the Commission will
therefore not further finance it. Conversely, the first and second topic will be pursued in 2024 (see at
the end of this section).

This 2023 WP sees two new topics that will complement the pastii@iinched in the 2022022
WP.

9 First, the Cloud IPCEI Exploitation Office will support the overall exploitation, dissemination,
monitoring, sustainability integration and governance of the activibégthe prenotified
Important Project of Common Europealnterest on Next Generation Cloud and Edge
Infrastructure and Services (IP@HS) via a Cloud IPCEI Exploitation Office to the benefits of
all interested Member States.

1 Second, addressing a narrow but strategic gap in European technological autonamy, th
development of a highly secure collaborative platform for the aeronautics and security
industry.

Cloud computing service providers fall within the scope of Directive (EU) 201661 148 European

Parliament and of the Counabncerning measures for agih common level of security of network

and information systemacross the UnioiNIS Directivéj. The revised NIS Directi®irective (EU)

2022/2555 of the European Parliament and of the Council (NIS 2 Diréctifd4 December 2022
includesamongother al so data centre service providers 1in
highlights the necessity for entities in its scope to address the cybersecurity risks stemming from an
entity’'s supply chain and i hesprevaledceaof incwents Wwhegg wi t h
entities have fallen victim to cybettacks compromising the security of their network and
information systems by exploiting vulnerabilities affecting third party products and
services. Consequently, the participation ithese calls is subject to article 12(Begulation (EU)
2021/694as further detailed irApperdix 3. This will contribute to mitigating the threats to network

and information systems used to provide essential services in key sectors and ensure the continuity

of such services when facing cybersecurity incidents, thus contributing to the Union's economy and
society to function effectively.

24 Directive (EU) 2016/1148 of the European Parliament and of the Council of 6 July 2016 concerning measures for a high
common level of security of network and information systems across the {@hidn194, 19.7.216, p. 330).

25 Directive (EU) 2022/2555 of the European Parliament and of the Council of 14 December 2022 on measures for a high
common level of cybersecurity across the Union, amending Regulation (EU) No 910/2014 and Directive (EU)
2018/1972, and repeag Directive (EU) 2016/1148 (NIS 2 DirectivépJ L 333, 27.12.2022, p. 8052).
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All eligible entities should include in their proposal on actions subject to article 12(6) evidence on
how they will addres the underlying security issues, including, wherever relevant, measures to
avoid falling under foreign jurisdiction obligations that are in conflict with EU rules, and how they
will deal with confidentiality of the information and include evidence of thegicurity expertise. All
selected entities implementing such actions shall have the obligation to prevent access by non
eligible third countries or by nealigible third country entities to classified and rolassified
sensitive information. When applibke, the persons involved in the actions subject to article 12(6)
will have national security clearance issued by a Member State.

2.1.1 Cloud IPCEI Exploitation Office

This action will support the overall coordination, monitoring, dissemination amtyterm
exploitation of the activities within the practified Important Project of Common European Interest

on Next Generation Cloud and Edge Infrastructure and Services-GRE}ia the saip of a Cloud

IPCEI Exploitation Offié@ The Of f iobjedivesis to disseminate the results of this IPCEI and
contribute to the exploitation and reise of its solutions including by those interested Member
States, companies and Research and Technology Organisations (RTOs) that will not be participating
in the PCELCIS.

The prenotified IPCECIS aims at developing and industrially deployifay the first time, a
fundamentally new, innovative, secure and sustainable data processing production process spanning
across the European Union. It will develop and dgoeakthrough technological cloud and edge
computing capabilities and very higldded valuedata processing industrial services.

Member States envisage to support the IRCE with State aid and to this end will notify their

individual projects under ta IPCEl Statdid Communicationt o t he Eur opeans Cor
Directorate General of Competition. The IPCEI Exploitation Office will not interfere with the
individual responsibility of the Member States or companies to implement the Commission decision

on the IPCECIS buwill regularly report on and monitor the progress set out ikth Co mmi ssi on’
decision orSate-aid.

The prenotified IPCECIS will contribute to existing European initiatives, in particular to the
European Green Dé&4l the European Ingstrial Strategsf, the Digital Compassand directly to the
implementation of the High Impact Project of the European Strategy for Data.

26 Action is subject to completion of the notifications process and assessment of the IPCEI compliance with the State Aid
rules. Prenotification by 12 Member States has takdace in April 2022.

27 A European Green Deahttps://commission.europa.eu/strateqdpolicy/priorities20192024/europeagreendeal_en

28 European industrial strategyhttps://commission.europa.eu/stratemgydpolicy/priorities2019-2024/europsit -digital-
age/europeaimdustrialstrategy_en

®Burope’ s Digital De c a d dttps:/abmmissionalropaieulstratemytpolicy/riorities2016 3 0
2024/europdit -digital-age/europesligital-decadedigital-targets2030_en

30 European data strategy https://commission.europa.eu/strateandpolicy/priorities 2013-2024/europsit -digital-
age/europeadatastrategy _en
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This action consists in providing at least the following core strategic and support activities via the
setup o a Cloud IPCEI Exploitation Office that will maximize the benefits and exploitation of the
developed IPCEI solutions towards all interested Member States, companies and RTOs:

1.

1

Management and Operations Activities:

Monitoring and reporting. This shouidclude: (i) the IPCEI project deliverablaacluding

the new solutions developed and industrially deployeleir impacts and timing, (ii) the key
performance indicators associated to each of the IRGEIproject spitbver activities; (iii)

the sustanability performance and security features of the integrated IPCEI project and; (iv)
macro-project! outcomes.

Where necessary, risk mitigation activities to guarantee effective and timely delivery and
reuse of all the IPCEIIS project deliverables.

The recessary ICT tools to the functioning and use of thenutified IPCECIS activities and
solutions, notably to (i) allow both IPCEI participants and-pamicipants to secure and
effectively collaborate and,; (ii) ensure external communication activities

Support the applications process and alignment of the assessment process of potential new
participants.

Sustainability Activities:

Support the development of the medinterm sustainability strategy, governance and
decisionmaking process of the pweotified IPCEI in close collaboration with the
governmental Authorities participating in the IPCHS and the European Commission.

Devebp joint approaches to ensure that project results stemming from the EECE(such
as opensource software technologies) will be maintained and regularly updated.

Dissemination and Exploitation Activities:

Support the prenotified IPCECIS main dissemation and exploitation activities to reach
scale beyond the IPCEI participants includingreparatoryactivities, organization, logistics
and content materials for each of its key events and meetings.

Foster transparency of the pmotified IPCECIS ativities and wide uptake of the new
innovative cloueto-edge solutions to be first industrially deployed by for example preparing
IPCELCIS communication materials, including social media content, to regularly and at large
scale communicate about the sta@nd content of the IPGEIS activities, projects and new
deployed solutions that all interested stakeholders have regular access to up to data
information.

The consortium could be structured around public or/and private organisations, used to conduct
complex and large coordination and management work with public authorities and private
organisations, to monitoring of technical deployments (notably security and sustainability aspects),

31 Macro-projects under the IPCEIIS aim to provide a deeper level of European integrationommonly achieve the
objectives of the integrated project, by delivering common results, products or services.
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and that are capable to demonstrate a good technical and policy staletding of the domain at
European level.

The Cloud IPCEI Exploitation Office should provide at minima:

1 Yearly activity management plans for the pretified IPCECIS, including key project
deliverables, milestones, risk mitigation measurasd a description of roles and
responsibilities in form of a RACinatrix. This should build on targeted and granular data
collection among IPCEI individual and magrojects in the context of the upcoming
requirements under the Digital Compass and thed®ery and Resilience Facility.

1 A dedicated Cloud IPCEI Exploitation Office website for dissemination purposes with wide
reach and a collaborative platform accessible to both IPCEI and non IPCEI participants.

1 A mediumterm sustainability roadmap and govexnce strategy for the praotified IPCEI.

1 Key events, meetings and summary reports of the General Assemblies, Board meetings and
industrial sessions to be made accessible in the Cloud IPCEI Exploitation Office website.

1 Build a dissemination anéxploitation strategy, yearly social media campaigns and the
corresponding content to support an active visibility and transparency of thenptified
IPCELIS activities and technological solutions first industrial deployed and their uptake
across allriterested stakeholders.

Type of action Coordination and support actiogrant

Indicative budget EUR 3 million

Indicativecall planning First set of calls

Indicative duration of the action 36 months

Implementation European Commission

Type ofbeneficiaries Public or/and private organisations

Security Call restricted on the basis of article 12(6) of t
Regulation (EU) 2021/694

In consistency with WP 242, this topic will be subject to article 12(®egulation (EU) 2021/694
because the ClauExploitation Office will, inter alia, manage security requirements of the new cloud
and edge solutions that will be developed under the IPCEI on Next Generation Cloud Infrastructure
and Services. Such information constitutes #pablic sensitive informabn about how the
deployment of future critical cloud and edge infrastructures and services will be made across the
Union from a technical security standpoint, notably in sensitive sectors such as defence, critical
infrastructures, or cybersecurity

82 RACI stands for Role, Accountability, Consulted and Informed.
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2.1.2 Highy Secure Collaborative Platform for Aeronautics and Security Industry

The objective is to develop a commercially viable highly secure -tlaseld collaborative platform
for the management of sensitive muttountry industrial initiatives in theaeronautics and security
sector, including civil security

This platform will allow the development of highly sensitive industrial projects, from design to
production. In particular, the platform should be able to support the development of products and
services financed under future calls of the European Defence Fund.

The need for a new platform derives from the very specific requirements from the aeronautics and
security sector. Over the years, the European industry in general has embraced severajmparadi
changes resulting from new ICT capabilities: collaborative platformsjesign, concurrent
engineering, decentralised and multiipplier collaboration, the virtualisation of software and
hardware, etc. But the aeronautics and security sector has onipraced such changes with
caution, if at all. This is due inter alia to different national standards for the classification of data,
complex useiaccess requirements or justified localisation obligations for data infrastructures,
typically on the grounds fopublic security. Such situation has become untenable and seriously
undermines the sector’s competitiveness against
international context that implies the multiplication of muftountry and multistakeholde s ’
projects.

The highly secure collaborative platform should:

i Allow the aeronautics and security sector to reach a similar level of
decentralised/distributed working along its supply chains as other sectors already enjoy
today (e.g. the automotiveextor).

1 Be cloudbased (i.e. operated from a highbgcure cloud infrastructure), as opposed to
require onpremise$® software deployment.

1 Provide for a broad range of secure and us@ndly collaborative tools including general
purpose collaboration tols (messaging, wikis, file sharing, videoconferencing, chat) as well
as more advanced tools (computassisted design, product lifecycle management, data
anal ysi s, ) .

1 Provide for a stack as deep as needed to cater for the specificities of the aeroredics
security sector, including where applicable at laaS and PaaS levels.

1 Cater for stateof-the-art security, interoperability, reversibility, sovereignty and
sustainability standards.

33 On-premise refers to data infrastructures that the user has to opettfte itse
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1 Allow for the concurrent management of different industrial programmathout the need
to duplicate the platform (for each programme/country/contractor/etc).

1 Be anchored in the security requirements specific to the aeronautics and security sector.

1 Cater at minima for the specific needsinformation classified at the levelf RESTRICTED
and equivalents (cf. equivalence table in Council Decision 2013/488/EU and Commission
Decision (EU, Euratom) 2015/444), and allowhad segregation to handle specific national
needs or requirementsTo the extent possible, the collaboratipéatform should provide
sufficient safeguards so that physical segregation of data is no longer required.

1 Incorporate, where appropriate, the outcome ofpassible process for defining &Ulevel
single set of rules and accreditation for data sharinp@aeronautic and security sector.

1 Allow for the evolution ovetime of the platform, given the very long industrial cycles
specific to the aeronautic and security sector (50+ years).

1 Allow for multicloud tenancy.

1 Be tested in quagieal situations, foexample by using it in a real-c@sign situation which,
in reality, does not imply particular confidentiality but where hard user access controls are
simulated.

The following items fall outside of the scope:
9 the provision of the hardware infrastructure tieploy and operate the platform

The consortium should be structured around private stakeholders (typically: software vendor, data
infrastructure providers, aeronautic and security stakeholders, cybersecurity stakeholders).
However, to maximise its impagtublic authorities, in particular Ministriegsponsiblefor national
security,home affairs anddr defence, should as well integrate the consortium. Higher education
entities, and research and technology organisations with demonstrated cooperationheithtiove
mentioned public/private stakeholders could also join the consortium where they can make a
distinct contribution to the development of the envisaged platform.

1 A commercially viable highlecure clouebased collaborative platform fahe management
of industrial programmes in the aeronautics and security sector.

1 The governance implications that the operations of such a platform would have on the
sector, notably how such platform can operate, be deployed, be accessed, and how projects
can be managed through their lifecycle.

1 A significant contribution to the discussions for an-IBtel single set of rules and
accreditation for data sharing in the aeronautic and security sector.

Type of action Simple grant
Indicative budget EUR 22 miltin
Indicativecall planning First set of calls
Indicative duration of the action 36 months
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Implementation European Commission

Type of beneficiaries Private companies, public authorities, high
education entities and research and technolg
organisations

Security Call restricted on the basis of article 12(6) of t
Regulation (EU) 2021/694

This topic will be subject to article 12(®egulation (EU) 2021/698ecause a project in the
aeronautics and security sectorigrinsicallylinkedto questions of security.

Actions in 2024

The topics under section 2.1 Clodd-edge Infrastructure and services that will be supported in
2024 include:

9 Cloud Federation / Smart Middleware for a European cloud federation and for the European
data spacegSimpl§*

Building on the work carried in the first WP, the objective will be to expand the depth and
breadth of the smart middleware as it was developed and deployed under the first WP. The
expected results aréo deliverthe enhanced opefsourcelargescale, modular, secure, energy
efficient and interoperable European clotm-edge smart middleware platform.

Indicative type of action: Procurement

Indicative type of implementation: European Commission

Type of beneficiaries: Not applicable

9 Large 8ale Pilots for cloudo-edge based service solans

The objective of this action is to launckw largescale pilots aiming at the deployment at scale
of innovative, sustainable, secure and crbssder cloudto-edge based services in new and
expanded environmentsThe Large scale pilots for cletmledge based service solutions are
expected to contibute to climate mitigation by supporting highly secured, low latency local edge
services running on green infrastructures that enable federated Al, which will track their
environmental performance, with a view to allowing an eneefficient and sustainale data
management

Indicative type of action: Simple grant

Indicative type of implementation: European Commission

Type of beneficiaries: As for similar the similar topic of WP 2U2P, the consortium should

work on sectorspecific usecases (e.g. ladth, mobility, public administrations, smart cities and

34 Simpl: cloudto-edge federations and data spaces made sintfgs:/digitatstrategy.ec.europa.eu/en/news/sitipluc
edgefederatons-anddataspacesnadesimple
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communities), provide for a large geographic coverage. It could be structured around a large
private organisation or research organisation and include relevant public entities.

1 Reference deploymentsf European clouekdge services (industrial 10T gd and Telco Edge
developments)

The objective of this action is fohése simultaneous deployments in real environmeistéead

fully interoperable next generation edge computing technologies for adaptin key
applications and sector®©ne or more pilots could be launched demonstratiegpected results)

the seamless integration and seamless interoperability of Industrial loT Edge with Telco Edge
developments into key application areas and sectors

Indicative type of action: Simple grant

Indicative type of implementation: European Commission

Type of beneficiaries: Private organisations with a proven expertise in Industrial IoT Edge or
Telco Edge developments.

2.2 Data for EU

To facilitate thedevelopment of the data markeand the general capitalisation of datahe
Commission is investing @ommon European data spacés strategic economic areas and areas of
public interest, such as health, the Green Deal and transprodtsecurity and law darcement The

data spaces bring together data, data infrastructures and governance structures in order to facilitate
secure data pooling and data sharing, a-pomdition for wider availability of data across the
economyand society

Under the WP 2022022, the basis was laid for the development of 12 data spaces in line with the
European data strategy. The work on the data spaces is accompanied by a review of the policy and
legislative framework for data access and use, with Data GovernanteAdta prposal for a Data

Act adopted on 23 February 20%2as well as the Implementing Act on Higilue dataset¥ under

the Open data directiv adopted on 22 December 2022.

To ensure the continuation of the work, this WP will provide funding for:

9 further development of individual data spaces
91 the development of the common platform for European open data covering datasets from
EU, national, local, regional and geo portals,

35 Regulation (EU) 2022/868 of the European Parliament and of the Council of 30 May 2022 on European data governance
and amending Regulation (EU) 2018/1724 (Data Governance , Adtjtps://eurlex.europa.eu/legal
content/EN/TXT/?uri=CELEX%3A32022R0868

36 Data Act: Proposal for a Regulation on harmonised rules on fair access to and use, dittdatédigitat
strategy.ec.europa.eu/en/library/datzproposairegulatiorharmoniseetulesfair-accessandusedata

7 https://digitatstrategy.ec.europa.eu/en/news/commissiefineshigh-value datasetde-madeavailablere-use
https://digitatstrategy.ec.europa.eu/en/news/commissiefineshigh-valuedatasetbe madeavailablere-use

38 Directive (EU) 2019/1024 of the European Parliament and of the Council of 20 June 2019 on open data ars thie re
public sector informatiofrecast) https://eutlex.europa.eu/legatontent/EN/TXT/?uri=CELEX%3A32019L1024
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1 anew action on Digital Product Passport.

Data Spaces will be subject to the risknwdlicious action by individuals, groups or regimes that will
attempt to compromise, distort or disclose data in the data infrastructures, thus compromising the
availability of the service and the integrity of the information/data used for/within that senv
Services based on data available through data spaces will become more and more essential for the
proper functioning of critical infrastructures. Any interruptions on the access to data will cause
disruptions and affect security or pubBafety.

Giventhat the data spaces will also provide a major source of data fdragéd applications and
development, their integrity and security is essential also for the secure and proper functioning of
systems aiming to process and exploit such data, includirg alzdlytics and Al systems.

The addition of unsecure elements by unauthorised users can undermine the security features of
other elements. Moreover, data spaces will be combined, aggregated, recomposed and in many
cases softwaralefined working on top of @ammon or overlapping infrastructures. If such data
spaces do not provide the same level of reassurance from the outset, the combined data will always
lead to the lowest common denominator for security, which will weaken the trust that organisations
have inthose data spaces. Furthermore, the exploitation and use of the data will often require
access to several data spaces, and the interlinking of access infrastructure will make the whole
dataspace ecosystem even more reliant on a common high level of tyecuri

In this context, the security risks should not be assessed separately sector by sector (or data space
by data space) but at a more general and systemic level. Some Dats gpkhde using common
infrastructures and tools, which means that securigks for one data space would also affect the
others. In addition, the utility that can be extracted from data (but also the risk related to abuse)
increases exponentially when data from different sources and sectors are combined.

As a consequence, some thie data spaces will be subject to the provisions of the article 12(6) of
the Regulation (EU) 2021/684 the specific grounds of public order and inner stability, protection
of data privacy and fight against fraudulent and deceptive practices. The regdsriivofold:

9 First, there is a need to have trustworthy operators developing and running these data
spaces so they can be protected from malicious attacks and be trusted by private and public
stakeholders to entrust their data.

1 Second, these topics Widreate an ecosystem of trust aiming to facilitate the reuse and take
up of the data covered, and thus economic growth. Having different and separate security
conditions for the abovementioned data spaces, and/or dividing each thematic data space
into more and less sensitive sections, with different operators and levels of interconnection,
would damage the ecosystem of trust as well as the desired take up with its positive
economic consequences, implying higher transaction and interoperability costs and
discourage, in particular, SMEs.

2.2.1. Data spaces
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2.2.1.1 Data Space for Cultural Heritage

This action will continue the deployment of an operational data space for cultural heritage. The
objective is to make more highuality content available, particulariyp 3D, foster reuse of digitised
cultural resources and provide more opportunities for the community to offer enriched services,
thanks to the use of advanced technologies.

It will build on the work launched under the previous WP, which consists of twk steainds. The

first work strand is the deployment of the data space for cultural heritage through procurement, of
which the objective is to set up and run the data space, building on the existing Europeana digital
service infrastructure platfornand, in ® far as possible, the smart clotwledge middleware
platform Simp°. Its continuation may be addressed under actions in 2024. The second work strand
consists of grants supporting cultural heritage institutions in making use of technologies and linking
up to the data space. It focuses on seizing the opportunities of advanced technologies for increasing
the quality, sustainability, use and reuse of the data, as well as building digital capacity in the cultural
sector by collaborating with existing and redew European, national and regional initiatives and
platforms.

Complementarity will be sought with the new European Collaborative Cloud for Cultural Heritage to
be developed under the Horizon Europe programme and Ei& Culture and Creativityoy
establising links to actions of these initiatives as appropri&dditional complementarities may be
sought with the actions in the new Work Plan for Culture 20036 Synergies with the New
European Bauhaus initiative are also encouraged.

The awardd projects will increase the offer of 3D and extended reality (XR) content in the common
European data space for cultural heritage and will help advance the digital transformation of the
cultural heritage institutions, as well as the reuse of such contether domains, such us tourism

or education.

1 Setting or extending the necessary frameworks and tools for the availability of advanced 3D and
XR data in the data space for cultural heritage, including khow references and knowledge
sharing

1 Colbborating with existing and relevant European national and regional initiatives and/or
platforms for 3D digitisation of museuartefacts monuments and sites, and XR application in
cultural heritage A particular attentiorwill be givento cultural heritage monuments and objects
at risk of war damage, natural disasters, gtc.

9 Enriching the offer of 3D and XR data in the data space

9 Offering online experiences for the public based on 3D and XR

39 Seehttps://digitatstrategy.ec.europa.eu/en/news/sitiplud-edgefederationsand-dataspacesnadesimple
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9 Fostering the reuse of cultural heritage XR @i3D data in important domains such as education,
social sciences and humanities, tourism and the wider cultural and creative sector.

1 Frameworks, tools, technologiestorage and processing capacitfes making advanced 3D and
XR data availde in the data space.

1 High quality 3D and XR content and documentation made available in the data space.

1 New highvalue datasets available for-ese, in particular 3D datasets, including for conducting
scientific research, preservation and restoratiparposes, reuse by the cultural and creative
sector and other domains such as education.

i Training and capacity building for cultural heritage institutions in making use of 3D and XR
technologies.

Type of action Simple grant

Indicative budget EUR 4million

Indicative calplanning Second set of calls

Indicative duration of the action 24 months

Implementation Executive agency HaDEA

Type of beneficiaries Cultural heritage organisations, 3D and XR techno
providers, academic and researchpartners,
stakeholders in creative sectors, education, touris
interested in reuse

2.2.1.2 Data Space for Tourism

The objective is to develop a trusted and secure common European data space for tourism, which

will provide the ecosystem with accesinformation, with an impact on productivity, greening and
sustainability, innovative business models and upskilling. It will give the possibility of aligning offers

to tourists’ expectations, adaptingaligainfiuiiof e pr or
tourists, and thus allow planning of resources more efficiently, and creating new business
opportunities.

The data space for tourism will be closely connected to other sectoral data spaces, such as the data
space for cultural heritage. Th&ork will build on the outcome of the two preparatory actions
selected in the previous WP.

Develop and deploy the data space and its infrastructure on the basis of the blueprint elaborated
under the preparatory action of the previous WP. Further@emge t he ecosystem’ s cc

35



ensure the interconnection with European, national and local initiafivesboth urban and rural
settings,as well as with other sectoral data spaces.

Develop pilot use cases for different data types and fields of desvitelated to tourism, for
example in the area of accommodation supply and demand data, combining data from public and
private providers in view of the upcoming Short Term Rental legislative inid&iwe a voluntary
basis.

The awarded project(s) willse, in so far as possible, the smart cldaeedge middleware platform
Simpt!, andwork in partnership with the Data Spaces Support Centre deployed under the fifét WP
in order to ensure alignment with the rest of the ecosystem of data spaces implemented with the
support of Digital Europe Programme. The joint work will target the definition of:

9 the data space reference architecture, building blocks and common toolboxes
1 the common standards, including semantic standards and interoperability protocols,
both domainspecific and crossutting;

9 The data governance models, business models and strategies for running data spaces.

Infrastructure for the Tourism&a Space.
Connections between relevant local and national data ecosystems and iniatitz) level
Establish connections with other sectoral data spaces

Guidance/training documents to involve stakeholders in sharing data.

= == =4 -4 -2

Exploitation of available da for better interconnection, exchange of information and re
use

1 Once the data space is operational, regular updates on usage data and troubleshooting.

Type of action Simple grant

Indicative budget EUR 8 million

Indicativecall planning Second sebf calls

Indicative duration of the action 36 months

Implementation Executive Agency HaDEA

Type of beneficiaries Public and private entities such as (but not limited
public administrations and/or governmental bodie
economic  actors/SMEs, relevant ssmciations,

40 Proposal for a REGULATION OF THE EUROPEAN PARLIAMENT AND OF THE COUNCIL on data collection and
sharing relating to sheterm accommodation rental services and amending Regulation (EU) 2018202240358
(COD)) https://singlemarketeconomy.ec.europa.aybstem/files/20221/COM_2022 571 1 EN_ACT partl_v7.pdf

41 Seehttps://digitatstrategy.ec.europa.eu/en/news/sitiplud-edgefederationsand dataspacesnadesimple

42 Project implementing the topic 2.2.2.1 from the Commission Decision C (2021) 7914 final, adopting the Main Digital
Europe Work Programme for 202D22
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alliances and NGOs, academia/universities/reseg
organisations, etc.).

2.2.1.3 Language Data Space

Following the initialisation of the Language Data Space (LDS) in the previous WP, which covers the
establishment of the institutionaCentre of Excellence for Language Technologies (CELT) and the
deployment of the LDS platform and marketplace, the objective is now to sustain the development
of its ecosystem. This entails (i) collecting, creating, sharing ansimg multilingual and mtimodal
language data and models, (ii) transferring and integrating the eLangTech portal (previously known
as the CEF Automated Translation Core Service Platform or eTranslation portal) into the LDS, and (iii)
fostering the creation of Al language techngjoservices which are necessary for the support and
promotion of the established ecosystem.

The migration of eLangTech to the LDS will ensure, on the one side, continuation, maintenance and
upgrade of the eLangTech tools and services and, on the othdr,dperational synchronisation,
together with higher uptake in the public and private sector and enhanced visibility of the LDS.

Language coverage will focus on the official languagealloEU Member States and affiliated
countries, and may extend to othesocially and economically relevant languages, to support the
E ur o p e anequality imclusios and accessibility efforts as well as its international market
competitiveness and commeial growth

The obijective is also to support the initiative taking into account the potential creation of a European
Digital Infrastructure Consortium (EDIC).

Aligned with the previous WP, support to the Language Data Space will be providedghhhvee
work strands.

The first work strand will involve making ndanguage datasetavailable, with a focus on inter
institutional ones, i.e., data from the Publications Office of the EU, collections of multilingual, aligned
and labelled translation mearies, and speech transcriptions from public conferences. This will
increase the availability of updated European test and training language datasets to foster the
creation, evaluation and deployment of multimodal language data models and services.

The seond work strand will implynergingthe eLangTech port&linto the LDS. In addition to the

online access, the eLangTech tools and services will be delivered through APIs and containers into
the LDS. Similarly, generic and domsyrecific eLangTech languagmdels will be made available

on the LDS platform. As a result, the eLangTech portal and the catalogue of European language
technologies services already integrated within

43 Cf. https://languagéools.ec.europa.eu/.
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base for wider deploymerdnd reuse, both in the private and public sector throughout EU Member
States andigital Europe Programrregffiliated countries.

The third work strand will focus on enhancing the quality arténding the rang®f the eLangTech

portal, i.e., automated traslation and speech technologies, anonymisation and other Natural
Language Processing (NLP) tools and use cases, etc., while covering a broader set of socially and
economically relevant languages.

The awarded project(s) willse in so far as possible tlsenart cloudto-edge middleware platform
Simpt4, andwork in partnership with the Data Spaces Support Centre deployed under the fifst WP
in order to ensure alignment with the rest of the ecosystem of data spaces implemented with the
support of Digital Eunge Programme. The joint work will target the definition of:

i the data space reference architecture, building blocks and common toolpoxes

1 the common standards, including semantic standards and interoperability protocols,
both domainspecific and crosscutig;

1 the data governance models, business models and strategies for running data spaces.

Strand 1:

1 Providing a revised list of new datasets to be made available;

9 Coordinating the collection, processing (e.g., adjustment of metadata, ftataatting and
standardisation, etc.), maintenance and legal clearance (data protection by default and by
design, licensing schemes, LDS governance scheme, etc.) of the-igdwmtifeed language
datasets;

1 Publishing the abowv&lentified language datasetsithe LDS in compliance with the LDS
technical architecture and infrastructure, including metadata standards, the blueprint, etc.

Strand 2:

1 Integrating the eLangTech portal into the LDS through online services, APIs and containers;

1 Making eLangTech lanage models available in the LDS, taking account of both technical (LDS
architecture and infrastructure building blocks) and legal aspects (data protection by default and
by design, licensing schemes, LDS governance scheme, etc.) necessary for thegoulylitiadi
LDS;

1 Through the LDS, promote and ease the takeof these language models amongst tDayital
Europe Programmstakeholders;

Strand 3:

1 Improving the quality of existing tools and services available through the eLangTech portal;

44 Seehttps://digitatstrategy.ec.europa.eu/en/news/sitiplud-edgefederationsand dataspacesnadesimple

45 Project implementing the topic 2.2.2.1 from the Commission Decision C(2021) 7914 final, adopting the Main Digital
Europe Work Programme for 202D22
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1 Making newstate-of-the-art Al-based language processing tools and services available in the
LDS;

1 Covering a wider range of socially and economically relevant languages, both the in the tools and
services;

1 Providing usesupport for the tools and services of teeéangTech portal via the LDS.

Type of action Procurement
Indicative budget EUR 5 million
Indicative time 2023

Indicative duration of the action 24 months
Implementation European Commission
Type of beneficiaries Not applicable

2.2.1.4 Health dataspace

Actions aim primarily to increase the amount of data related to health available for research,
innovation, public health policy and healthcare delivery and establish sustainable-bonaes
linkage of and access to interoperable health dataset®ss Europe. The actions will build on and
link to the genomics and cancer imaging data infrastructures to be deployed under the health data
space topics in theiBital Europe Programm@/P202122 (topics 2.2.1.7.1 and 2.2.1.7.2).

The first action to bewarded will support the deployment of a federated digital infrastructure for
secure crosborder access and distributed analysis of the health data available in the Intensive Care
Units for more precise and faster clinical decisinaking, diagnostics, éatments and predictive
medicine.

The secondaction to be awarded will support the creation of a higdlue reference dataset of
genomic data representative of European citizens to be hosted by and accessible via the federated
European genomic data infriascture to be deployed based on tHeigital Europe Programme/P
2021-22. Together with the genomic data and cancer imaging data infrastructures, both actions will
support the goals of the proposed regulation on the European Health Data’S(ae®S) by nking

more health data sets more easily available for researchers, innovators, policymakers and healthcare
professionals in Europe.

Both actions will build on and complement projects supported under the WP 2B21as well as
Horizon 2020, Horizon EuropEU4Health programme, and Recovery and Resilience Facility. The

46 Proposal for a Regulation of the European Parlianant of the Council on the European Health Data Space.
COM(2022)197finalhttps://eutlex.europa.eu/legadontent/EN/TXT/?uri=CELEX%3A52022PC0197
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actiors should take into account the outcomes developed by relevant research projects under
Horizon 2020 and Horizon Europe, and the work of the relevant Research Infrastructures.

These two ations are further described below.
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The action will establish and deploy a gaaropean federated infrastructure for Intensive Care

Unit s’ (I CU) data combined with g¢oordeeacaesstodCd) me c h ¢
datasets. The infrastructure shall primarily address data femute care, including data generated

from physiological monitors, laboratory investigations, imaging, clinical examination and
examination protocols, and therapeutics as well as from emerging omics technologies used during

the delivery of care. It shall beésed by clinicians, researchers and innovators with the ultimate aim

of more precise, faster and more effective clinical decisimking, diagnostics, treatments and

predictive medicine.This infrastructureshall allow for both observational and intervémal

research and innovation to occur at p&uropean level, also in preparation for possible future
pandemics.

The ICU data infrastructure shall be supported by advanced corresponding IT tools and capacities in
terms of data capture, processing, arsiy and visualisation, with inherent interoperability and
connectivity, enabling secure access to and distributed analysis of datasets, including Al use. In
addition, it should support the exchange of best practices with atfask approach for addresgin
emerging need, such as in case of a pandemic. Finally, it shall be supported by a corresponding
package for digital skills training and education as fit for the purpose for this scope.

The awarded action will support the deployment of the infrasture needed to link and explore
fragmented European databases of Intensive Care Units on acute care and telemedicine,
complemented by a solid governance and a clear and sustainable business model for gathering data,
models and best practice, and its exjphtion by public and private organisations towards clear
benefits for health communities and society. It will provide a harmonised approach for accessing
acute carerelated data and linking it with other health data sources enabling data discovery and re
use for researchers, innovators, clinicians, as well as Al and data tool developers. The action should
contribute to supporting decisiemaking and improving patient care in the ICUs, through better
shortterm prediction and earlier identification of cgil clinical status of patients, including for
infectious diseases. It will also facilitate chronic and inherent risk factor identification, including for
cancer. The action shall also establish a basis for data intensive computationatmasddltoolgor
decision support and risk prevention, towards a

The action shall address the interoperability requirements so that communication and exchange of
data and information within and between ICUs is fully enabled. Thegsapshall identify flexible
common data models, core sets of standardized data elements and anonymisation strategies, and be
in full compliance with the principles of GDPR, patient privacy, as well as accordance with the FAIR
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principle$’. The work shall é based on common data models, interoperability mechanisms,-intra
and interEU national collaborative exchange of data and knowledge including teleconsultations and
synoptic near realime sharing of clinical data to account for the urgency to treat withis medical
discipline. The action shall set up a federated infrastructure of ICU data in Europe which would
facilitate the development of shotierm predictive models, better decision support tools and model
(incl. Al)}based risk prevention tools hefg intensivists in their work.

The action is expected to engage with ICU centres and relevant stakeholders in all EU Member States
and regions with a view to increasing the representativeness of the ICU data souréessvibe
European population, tygs of diseases covered, and sufficient quantity and quality of data for
research and innovation. The action shall promote the effective implementation and evaluation of
datadriven systems in Intensive Carkmplementation should be ICU practitioneentred and
designed according to the needs of users, notably the health workforce providing the care in
practical terms and taking into account continuity of care. Incentives for use must be considered and
added value demonstrated in terms of process facilitatbr innovation and better outcomes.

The resulting data infrastructure should be aligned with the developments under the European
Health Data Space (EHDS). It should be-mperable with other building blocks and components of

the EHDS, and the federateEuropean infrastructures for genomics data and for cancer imaging
data. The work should build on and bring forward the results accomplished in relevant Horizon 2020
and Horizon Europe projects and the Digital Europe Programme. It shall engage andateaoxdtim

the relevant actions of the health cluster of the Digitizing European Industries (DEI) initiative, the
European Reference Networks and the ongoing cooperation of ICU Hubs between Member States
and regions with a view to establishing and fosterimgeroperability, harmonisation and
standardisation.

The awarded project(s) willse, in so far as possibliae smart cloudto-edge middleware platform
Simpf8, andhave to work in partnership with the Data Spaces Support Centre deployed under the
first WP in order to ensure alignment with the rest of the ecosystem of data spaces implemented
with the support of Digital Europe Programme. The joint work will target the definition of:

9 the data space reference architecture, building blocks and comtootboxes to be
used;

1 the common standards, including semantic standards and interoperability protocols,
both domainspecific and crossutting;

9 The data governance models, business models and strategies for running data spaces.

1 Deployment ofan interoperable and secure federated infrastructure for trusted ICU
datasets in the EU, and linked to Al resources, with established interoperable links to

4T Findable, accessible, interoperable, reusable. https://doi.org/10.1038/sdata.2016.18
48 See https://digitastrategy.ec.europa.eu/en/news/sitiplud-edgefederationsand-dataspacesnadesimple

49 Project implementing the topic 2.2.2.1 from the Commis$lecision C(2021) 7914 final, adopting the Main Digital
Europe Work Programme for 202D22

41



other federated European data infrastructures, such as on cantaging and

genomics.

1 Secure andhteroperable platform for aggregation of ICU datasets for secondary analysis
and development of toolsets on relevant datasets for different treatment types useful
for developing clinically relevant Al algorithms for specific use cases, including test and
training data sets (“atl as

1 Computational modelling tools for individual ICU patient pagiysiology simulation

and analysis using ICU related clinical information (including deesigport tools),
clinical consultationcollaboration and monitoring, that are fully interoperable.

9 Platform and mechanisms to exchange best clinical practice and adapted analysis and
training datasets, also in case of an emerging health threat event, such as a pandemic.

1 User Interface fronend module or system at the workforce level operational in
minimum four EU languages. Design development itreation with the workforce
with demonstrated improvement of provision of care: processes, documentation, quality
control including new, adaptedr@xtended ICU data sources including annotation, voice

recognition, integrated datasets.

1 A sustainable operational coordination and governance structure, open to the
involvement of new stakeholders, including capacity building measures necessary to
ensure the establishment, sustainable operation and successful uptake of the

infrastructurewith the ultimate aim to establish an entity undeuGpean law

9 A business model including an uptake strategy explaining the motivation and incentives
for all stakeholérs at the different levels (regional, national, European, global) to
support the data infrastructure towards its sustainability, including data controllers, data
users, service providers, healthcare workforce, systems and public authorities at large

and taking into account the role of SMEs in the deployment and the value chain;

1 A training and skills programme supporting the interdisciplinary nature of the subject
matter and enabling the sustainable development, integration and use with a strong
view to imovation, provision of citizenentred health and a better quality of life for

citizens and society.

of anonymized

Type of action

Simple grant

Indicative budget

EUR 8L million

Indicative call planning

First set of calls

Indicative duration of the action

42 months

Implementation

European Commission

Type of beneficiaries

Hospitals, governmental authorities, SMESs, IT solu
providers, universites and large resear
organisations

Security

Call restricted on the basis of article 12(6) of t

Regulation (EW}021/694
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In consistency with WP 222, thistopic will be subject to article 1®) of Regulation (EU) 2021/694
becauset will cover sensitive personal health data which in conjunction withasked applications
could potentially reveal sensitive infortian and impact on medical treatments that can be critical
for the EU' s security and public health.

2.2.1.4.2 Genome of Europe

This action will support the implementation of the Genome of Europe (GoE)-coultitry project

and contribute to achieving the objectives and lelegn ambition of the 1+Million Genomes
(1+MG) initiative. GoE aims to establish and launch a European me&ergenome database of
genetic variation obtained by whole genome sequencing (WGS) for at least 500,000 citizens based
on populationbased national reference genome collections, collectively representative of the
European population. GoE has the potential foster breakthrough advances in research,
innovation, disease prevention and healthcare delivery, widely spread across clinical disciplines,
beyond current use cases (disease areas). Moreover, creation of a reference database will allow
meaningful savigs in healthcare systems as it will enable data imputation and enrichment of
genotype information. A concerted genome sequencing effort is necessary to achieve a critical mass
of WGS data across Europe. By fostering it, this action is expected to bijmgeffiziencies due to
economies of scale and should enable all GOE countries to contribute with WGS data. It will also
ensure consistent application of agreed common data requirements and quality measures across all
national datasets, enabling the creati of a highvalue European reference dataset.

The obijective is also to support the initiative taking into account the potential creation of a European
Digital Infrastructure Consortium (EDIC).

The focus of the action is on whole genome sequencirgirical grade depth necessary for clinical
application. This can be achieved dnordinatedWGS sequencing expected to enable massive new
data collection in all GoE countries. WG8adfor the GoE must be generated following the 1+MG
Trust Framework thiabrings together a set of minimal recommendations to enable secure cross
border access to genomic data in Europe, in particular as regards ethical and legal aspects, data
standards, data quality and technical irdgperability. To this endsequencingpecifications should

follow the available 1+MG guidance aalignclosely with that initiative.

The biological samples needed to generate the data, i.e., to sequence the genomes, can either
originate from existing populatichased cohorts and national bioblks, or be collected from
participants recruited specifically for the national and European GoOE reference databases. The
participants willbe selected at the national level to be representative of the respective population
including a contribution of rekeant minorities. To ensure uniform approach, the exact inclusion and
selection principles need to be agreed at the European GoE level.

In parallel to data generating activities (WGS sequencing), the architecture, hardware and software
necessary to aggretm national reference databases into a European reference database (The
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Genome of Europe) need to be designed, developed and implemdntadoperation with the
Genomic Data Infrastructure (GDI) projeés well as newly generated GoE data, this shouldrens
effective integration of available national populatidased WGS collections established before or
independently of the GoE. The GoE database must be interoperable with and accessible through the
1+MG data infrastructure and equally aligned with therdpean Health Data Space (EHDS)
particular the infrastructure for secondary use of health data (HealthData@EU)

For data security reasons, sample transport, all WGS activities and genomic data transfer and
storage must take place within the territoof eligible countries.

The GoE project forms an integral part of 1+MG and GoE data will be accessible via the European
federated genomics data infrastructu(&DI)deployed under the Digital Europe topic DIGFRPARI-
CLOURAI01-FEIDSGENOMICS. Besidegbit a | Europe’s Data Spaces,
with the RRF support for the GoE muatiuntry project as stipulated in the national recovery and
resilience plans of several Member Stat€soperation with otherelevantEuropean initiativesand

due consideration of othegprojects and infrastructures, for example those funded under the Horizon
2020 and Horizon Europe research and innovation progranandghe EU4Health Programme (e.g.
Genomics for Public Healthyill be strongly recommended tbuild on and bring forward the

results as well as to ensueegood use o$ynergies and complementarities.

The awarded project willise, in so far as possible, the smart cldaeedge middleware platform
Simpt°, andhave to work in partnership with thBata Spaces Support Centre deployed under the
first WP in order to ensure alignment with the rest of the ecosystem of data spaces implemented
with the support of Digital Europe Programme. The joint work will target the definition of:

9 the data space ref@nce architecture, building blocks and common toolboxes;

1 the common standards, including semantic standards and interoperability protocols,
both domainspecific and crosscutting;

1 The data governance models, business models and strategies for runningpdets s

9 Joint or coordinated sequencing (WGS), as described under Scope.

1 New WGS data for a large number of representative European citizens, to be further
specified in the call document, generated in accordance with the guidance
specificationsand standards agreed within 1+MG (1+MG Trust Framework).

1 Integration of eligible populatiobased WGS data generated independently of the GoE
and made available to the project.

1 The Genome of Europe federated reference database established amcessible
through the federated European genomic data infrastructarel the European Health
Data Space (EHDSjrastructure for secondary usg health data(HealthData@EU)

50 Seehttps://digitatstrategy.ec.europa.eu/en/news/sitiplud-edgefederationsand dataspacesnadesimple

51 Project implementing the topic 2.2.2.1 from the Consinis Decision C(2021) 7914 final, adopting the Main Digital
Europe Work Programme for 202D22
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Type of action Simple gant

Indicative budget EUR 20 million

Indicativecall planning First set of calls

Indicative duration of the action 42 months

Implementation European Commission

Type of beneficiaries Public and private entities such as (but not limited t

public administrations (national, regional and lo
level), hospitals, research institutes, bioban
research agencies, research infrastructures;

Security Call restricted on the basis of artictE2(6) of the
Regulation (EU) 2021/694

This topicwill be subject to article 1®) of Regulation (EU) 2021/694 consistency with WP 21

22for the reasons already provided in section 2.2. In addition, the data space will cover sensitive
personal healthdata (such as individual sequenced genomes) which in conjunction wiiasét

applications could potentially reveal sensitive information and impact on medical treatments that

can be critical for the EU's security and public

2.2.2 Digital Product Pasep

The Digital Product Passport (DRPan information system that makes accessible on a rAeed

know basis data relevant to product sustainability along their value chairtse DPPis expected to

make an important contribution to climate mitigatidoy aiming to achieve sustainable and circular
systems in three key value chains by improving product sustainability, boosting material and energy
efficiency, enabling new business models and circular value extraction based on data sharing.

T Toembl e sharing of key product related info
sustainability and circularity, including those specified in Annex 1l of ESPR propasaks
all the relevant economic actors. Consequently, to accelerate the transitionirtular
economy, boosting material and energy efficiency, extending products lifetimes and
optimizing products design, manufacturing, use and end of life handling.

2In March 2022 the Commission adopted the “Ecodesign for
establishesDPP. Proposal for a REGULATION OFHE EUROPEAN PARLIAMENT AND OF THE COUNCIL
establishing a framework for setting ecodesign requirements for sustainable products and repealing Directive
2009/125/EC COM(2022) 142 findiitps://eurlex.europa.eu/legaiontent/EN/TXT/?uri=CELEX:52022PC0142

53 https://environment.ec.europa.eu/system/files/202Z0M_2022_ 142 1 EN_annexe_proposition_partl_v4.pdf
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1 To provide new business opportunities to economic actors through circular value retention
and optimisation (for example produeisa-service activities, improved repair, servicing,
remanufacturing, and recycling) based on improved access to data;

1 To help consumers in making sustainable choices; and

1 To allow authorities to verify compliancettvlegal obligations.

Support one Pilot action that will demonstrate in real setting and at scale DPPs in at least 2 value
chains (product categories) with a preference to those with long and complex supply chain and/or
challenging repair, refurehment and recycling. This DPP information system should rely on
international or European standards in the following areas: data carriers and unigue identifiers,
access rights management, Interoperability (technical, semantic, organisation) including data
exchange protocols and formats, data storage, data processing (introduction, modification, update),
data authentication, reliability, and integrity, data security and privathere possible, this will
consist in using the smart clodd-edge middleware fatform SimpPR* The access to information
included in the DPP should be ralependent (i.e., differentiated by stakeholder type). The full
interoperability of the same DPP information system among different supply chains should be one of
the characterists tested and proven by the pilot.

The pilot will build on the available results of the Coordination aqport action (CIRPASSas well

as other relevant initiatives. It will also consider the appropriateness of the latest tracking and
tracing technologies, internet of things systems, distributed ledger technologies, cybersecurity
methods and cloud technologies and infrastructu¢esch as GAIX).

A specific contribution is expected on demonstrating at large scale the feasibility of acquiring,
managing and securely sharing the data held or generated by operators such as supply chain actors,
manufacturers, resellers, repairers, ranufacturers, and recyclers, along these value chains for
which an access by other relevant stakeholders would have a major beneficial impact on circularity
and sustainability.

The reatlife deployment should validate and further improve protocols forgecand tailored
access for the relevant stakeholders. It should test in real life setting open digital solutions for
identification, tracking, mapping and sharing of product information along itscyibde, ensuring
interoperability across borders andveell-functioning EU Internal Market. This pilot will build on
existing open international and European stand&tdsith the aim to provide for a consistent
operational framework.

1 Deployed and validated at scale and real life setting DiBitatdluct Passports in at least two
value chains.

54 Seehttps://digitatstrategy.ec.europa.eu/en/news/sitlplud-edge federationsand-dataspacesnadesimple
55 CIRPASS https://cirpassproject.eu/
56 Link to indicative list of standards developed by StandICT project (official deliverable expected in January 2030
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1 Report on further needs for standardisation and specifications to ensure interoperability,
security and acceptance by all the stakeholders.

1 Recommendations based on the lessons learnt for the deploymenBP#f in other value

chains.

Type of action Simple grants

Indicative budget EUR 6 million

Indicativecall planning First set of calls

Indicative duration of the action 30 months

Implementation Executive agency HaDEA

Type of beneficiaries (Consortiaof) public entities, private entities includin
economic actors / SME, relevant associations
NGO, academia/universit

2.2.3 Support for Data for EU

2.2.3.1 Open Data Portal

The service data.europa.eu is the common platfdamEuropean open data covering datasets from

EU, national, local, regional and geo portals. The objective is to build and maintain this platform
which gives access to open data from EU, national, regional, local and geo portals. The service
data.europa.ewvill also continue to offer trainingourses courses and support for data providers in
making their data available as well as fostering the uptake of data reuse. Support will also be
provided for the sustainability of the Big Data Test Infrastructurel(BEbmponent. The main focus

will be to adapt the functionalities of the portal in order to facilitate discovery and access to data
through API.

The objective of this topic is to increase the easy availability, quality and usability of public sector
information in compliance with the requirement of the Open Data Directive, in order to boost the re
use and combination of open public dat®oth from European countries and from EU institutions
and bodies across the EU, for the development of informatiorogucts and services, including Al
applications.

1 Developing, maintaining and operating data.europa.eu

Goal: Development, maintenance, operation, evolution and hostinghn@ndancedmerged
secure, robust, and usdriendly parEuropean portal for the dimination of the content

of the data.europa.eu portal (including open data from Member States public
administrations and European Institutions, Bodies and Agencies), and enabling professionals
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and members of the general public to find, download, query aiglialise datasets of
interest and learn and feedback about public data resources; also enabling publishers to test
and improve (meta) data quality.

1 Fostering uptake on data supply, including through the support to the improvement of the
(meta) data quaty supply

Goal: Empowering and guiding Member States to understand see r s’ demand and
to collect and publish good quality fior-purpose public data resources complying with
appropriate regulatory, technological, and organisational requirements.

9 Fostering uptake of data rese

Goal is to facilitate an engaged community ofusers in the public and private sector that is
aware and knowledgeable of the public data resources potential and recognises and shapes
data.europa.eu as a single access ptinEuropean public data resources and as a hub for
research and learning.

Service contracts will maintain and further expand the Open Data infrastructure deployed since 2015
under the Connecting Europe Facility programme. Funding will be provaded f

1 Consolidation and expansion of the data.europa.eu Data Po6rtaincluding the
integration with the EU and Member States Open data and INSPIRE geoportals

1 Maintenance and further expansion of the Big Data Test Infrastructure (BDTI) Building
Block, inclding the possibility for the public sector to use it for testing Busitess
Government (B2G) data sharing collaborations for the public good.

These tools will contribute to Green deal applications and other common data spaces where
relevant, in providing test platform and tools for accessing multiple sources of data, data which the
data.europa.eu Portal, extended to include the High Value Datasets, will provide through a
harmonised singlentry point.

1 Enhancedversion of the data.europa.eportal, fully integrating the High Value Datasets
(HVD) made available by Member States according to the HVD RegW@23i138 of
21/12/2022.

i Operational new section on the data.europa.eu portal, including a dedicated catalogue
implementing a searchablasset list containing an overview of all available data resources
made available byMember Statesaccording to the Data Governance Act Regulation
2022/868 of 306/ 2022

1 Improved version of the Big Data Test Infrastructure, making available additionalfdools
Big Data analysis.

57 data.europa.eu gives access to open data from Europdianal, regional, and local open data portals, as well as EU
institutions, bodies and agencies open data.
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Type of action Procurement
Indicative budget EUR 6 million
Indicative time 2023

Indicative duration of the action 24 months
Implementation European Commission
Type of beneficiaries Not applicable

2.2.3.2 The European Singdecess Point (ESAP) for EU capital markets

The objective of this action is to build the fundaments of the European Single Access Point (ESAP), an
open data portal for sustainability information of companies and for information relevant for capital
markets.

Given the objectives of the Green Deablanf the Capital Markets Union Action Plan easy access to
information about the sustainability of companies and on their financial position and their
performance, is of key importance for investors, civil society and other stakeholders. Moreover,
making ifiormation about smaller and mediwsized companies easily available will help improve
their access to financing.

The Commission proposed at the end of 2021 a package of proposals for the establishment of the
ESAP? This open data portal will improve andmplify access to information that financial
institutions and other companies already have to make public on the basis of EU legislation. This
public information is currently not centrally available in tB&) butscattered across the Union and
Member Stats: much of the information is disclosed on the websites of financial institutions and
other companies; some of the information is available with supervisors in the Member States or with
the European Securities and Markets Authority (ESMA) and some of so-dgalled Officially
Appointed Mechanisms.

Under the Commi ssion’s proposals this public
European Single Access Point, which will be operated by the ESMA.

This action will contribute to the further develogent of broad and liquid capital markets to finance

the European economy, including for smaller and medgired companies and strengthen the EU
Single market. It will ensure that sustainability information is easily available, thereby supporting the
mobilisation of sustainable finance and helping achieve the objectives of the Green Deal. It will also
harmonise the regime on the digital use anduse of this public information. The project will take

into account the final outcome of the legislative processcluding as regards the scope of
application and the functionalities of ESAP.

58 COM(2021) 723 finalCOM(2021) 724 fingland COM(2021) 725 final
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In close cooperation with ESMA, the Commission will procure the necessary IT service contracts to
design and develop the technical infrastructure of the ESAP. Inptiase, and based on the
outcome of the negotiations of the ESAP pack3dke focus will be on:

1 Creating the infrastructure that ensures thdttet public information can be submitted by the
collection bodies under the ESAP Regulation to ESAP;

1 The developrant of theweb portal, search engine, download services and other data access
services;

Implement services/functionalities relevant for ESAP such as:

i data collection services, allowing, in line with the phasimgrovisions of the ESAP
package, the relevant collection bodies to submit data to ESAP;

9 data access services for the public as end users (web portal, search engine, download
services);

i data processing, data management, data quality processes, monitoring, security
services;

9 integration with relevant ESMA systems and services such as identity and access
management, file transfer, security monitoring;

1 advanced features such astranslation, notification services, or the application
programming interface;

9 support to collection bodiem the provision of information to ESAP.

Type of action Procurement
Indicative budget EUR3 million

Indicative time 2023

Indicative duration of the action 24 months
Implementation European Commission
Type of beneficiaries Not applicable

Actions in 2024

The topics under section 2.2 Data for EU that will be supported in 2i024ude:

5% The negotiations of the ESAP package are expected to be finalisediistthalf of 2023.
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1 Continuation of the action on Cultural Heritag&ée topic2.2.11)

The objective of this action is to extend the data space for the cultural heritage. The
development of the data space will include improved, decentralised aggregaimtution of

the licensing, the content(including 3D) and the metadata frameworks increased
multilingualism coverage; integratiorof requirements and framework from the datspaces
common servicesand creation or consolidation of links with other data spaces at European,
national, or local level. All those aspects will contribute to reach the-qighity datatargets for
2025, defined in th&kecommendation (EU) 2021/1970.

Indicative type of action: Procurement

Indicative type of implementation: European Commission

Type of beneficiariesPublic and private entities related to cultural heritage and digital
transformation.

1 Continuation of the action orLanguage Data Spa¢8ee topic2.2.13)

The objectiveof this action isthe development and implementation of new usases for the
Language Data Spawdth a focus orEuropeanndustries and more specifically SMBgscalng
up the deployment and use of the Language Datac&pa the collection, creation, sharing and
re-use of language data and modaeidthin the industres and SMEs, the goal is @stablisha
European industridanguagedata ecosystem.

Indicative type of action: Simple grant
Indicative type of implementatio: European Commission
Type of beneficiaries: Public and private entities

1 EuropeanGreenDealData Space

The objective of this action is to depltlye infrastructure for the Green Deal data space based

on the governance blueprint, the data scope and the implementation roadmap that were
defined in the project funded under the previous WP and will build on and be further enabled by
supporting a numbeof initiatives.The expected result is to havefdly operational Green Deal

Data Spaces which can connect to the various data spaces and share and reuse its data for/from
the private and public sector

Indicative type of action: Simple grant
Indicativetype of implementation: European Commission
Type of beneficiaries: Public and private entities

91 Data Space for Skills
The objective is to develop, sap and implement the secure and trusted data space, following
the recommendations of the preparatory action selected in the previous call. The data space will

support sharing and accessing skills data for various purp&ses, analytical and statistical
purposes to policy development or-tese in innovative applications.
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Indicative type of action: Simple grant

Indicative type of implementation: European Commission

Type of beneficiaries:Academic and research partners, fiob administrations and/or
governmental bodies, education and training providers, IT developers, private and public actors
(particularly in the area of job search and recruitment services as well as data sharing), trade
and industry associations and allcas

1 Energy Data Space

To achieve EU s ambitious goals in energy sect
decrease the net energy imports and improve energy efficiency, and to enable vibrant market of
energy services and new business mod#is, energy sector needs increased availability and
crosssector sharing of data, in a customegntric, secure and trustworthy manner and

therefore to ensure the deployment of a Common European energy data space.

The selected project(s) will put in conencial service the Common European energy data space
through the deployment use cases and corresponding data sets in at least half of the member
states. This actionwill contribute to decreasing greenhouse gas emissionsnbyimising the
utilisation of renewable energy, minimising the use of fossil fuel electricity generation
capacities, electrification of sectors traditionally relying on fossil fuels, improving energy
efficiency and local generation and use of renewable energy.

Indicative type of action Simple grant
Indicative type of implementation: European Commission
Type of beneficiaries: Public and private entities

91 Data Space for Manufacturing (deployment)

The goal of this action is to significantly scale up the deployment and use of the damépace
the two use cases supported under the previous WP, while at the same time expanding the use
and sustaining the development of a European industrial data ecosystem by reaching a
significant critical mass.

At the same time, it will broaden the scope tife dataspaces by including functionality
supporting manufacturing companies to meet the goals of the Green deal and move towards an
integrated Industrial Data Space through interoperability and integration with the Smart
middleware for the European Clok@deration,

Indicative type of action: Simple grant

Indicative type of implementation: European Commission

Type of beneficiaries: all entities, with a focus on manufacturing SMEs anrcapsd machine
tool industry, IT companies and integrators and rethindustry associations

9 Agricultural Data Space

Taking into consideration the work and recommendations of the preparatory action for the data
space in agriculture launched under the first WP in 2022, the action will develop and deploy an
operational data space for sharing agricultural data. €kpectedresultsof this actionare to
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develop a secure and trusted data space to enable the agriculture sector to transparently share
and access data, allowing for an increase in its economic and environmental performance.
Production data supplemented by publicheld data will present new opportunities for
monitoring and optimising the use of natural resources and will contribute to achieving the
objectives of the Green Deal and the Common Agricultural Policy.

Indicative type of action: Simple grant

Indicativetype of implementation: European Commission

Type of beneficiaries: Public and private entities such as (but not limited to) public
administrations and/or governmental bodies, economic actors (SMEs, large organisations),
relevant associations, academia/uargities/research organisations, etc

Supporting patients' access to their health datia the context of healthcare services for
citizensacross the EU

The objective is to foster patient s’ access
contributing to the proposed European Health Data Space. It will build on and scale up actions
under the EU4Health Programme atiae Digital Europe Programnie suppat the roll-out of
solutions enhancing p a t threught MyHealte@Et ehsath data t hei
infrastructure for primary use.

Indicative type of action: Simple grant
Indicative type of implementation: European Commission
Type of beneficiarieublic and private entities

Data space for public administration

Theobijectiveis to significantly scale up the Public Procurement Data Space that was prototyped
under the previous WP, enhance its analytics capabilities and integrate the Smart middleware
for the European Cloud Federatiolt.is expected thaiadditional Member Statesvill connect

their procurement data to tts data spacend that the data spacewill be connectedo other

data sourcesfor exampleto better support the Green deal.

Indicatiwe type of action: Procurement
Indicative type of implementation: European Commission
Type of beneficiaries: Not applicable

1 Continuation of the action on théeuropean Single Access Po{See topic 2.2.3.2.)

The objective of this action is to continuelaild and improve the European §la Access Point

by cmmpleting and improving of the acth supported by the DEP WP 2028pand the scope of
information to be accessible via ESAP in line with the phasipginsions of the ESAP package,
expand the serices andfunctionalities to be provided by the ESAP, such as possibly the
integration of Qualified Electronic Seals, interfaces for disabled persons, integration of a
complete set of metadata, extension of storage capacity, advanced notification services,
developmentof addedvalue access services amdline with the phasing in provisions of the
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ESAP packagexpand the scope of collection bodies supplying information to ESAP and
providing support to these collection bodies;

Indicative type of action: Bcurement
Indicative type of implementation: European Commission
Type of beneficiaries: Not applicable

2.3 Atrtificial Intelligence

Al can bring many benefits to the economy and society. Howeweenghe nature of Al as a
generatpurpose technology anthe ongoing efforts to address the risks it may pose for specific
fundamental rights through the proposed Al Act, it is important to continue to luplcdditional
capacity towards worlgtlass largescale reference sites for testing and experimentation Adf
powered solutions that will foster the deployment of trustworthy, secure, transferable and scalable
Al in Europe. This will also facilitate the respect of fundamental rights by minimising the risk of
erroneous or biased Adssisted decisions.

Many soldions prototyped or tested in labs have the potential to address the current needs for Al
based solutions. However, they often cannot be deployed due to the lack of testing in real (or
representative) environment as opposed to just virtual for proving tapability to efficiently
address the needs of the users, or due to the lack of certification against relevant existing standards
such as safety. In addition, market and posarket compliance assessment under tingcomingAl

Act are basic elements thate notin placeyet. The Testing and Experimentation Facilities (TEFs) are
expected to address those issues and to play a key role in the implementation of the proposed
regulatory framewaork for Al

TEFs will have strong connections and use -dpaces as nmah as possible and will interact with
parallel mechanisms as the-éwh-demand platform where relevant. Additionally, TEFs will naturally
develop fruitful exchanges with EDIHs, as they are potential both providers and consumers of their
services.

On top ofthe current planned sectorial TEFs (HeaMmanufacturing, AgrFood, Smart Cities and
Communitie$, the current work plan introduces additionadore horizontalactions. In particular, a
Coordination andsupport actiongrant, so a crossector perspectivean be applied to all existing
TEFs; and a future new TEF that will complement the current ones by building upon the experiences
of the sectorial TEFs and fill the gaps where a smart investment for the uptake of Al is needed.

Under this section, a separaect i on bui |l ding on the smart cC ommu
expand the capabilities of local digital twinBhe projects will introduce AR/V&hd metaverse
technology to allow citizens and ot hemspadsakehol o

2.3.1 Testing and Experimentation Facilities

2.3.1.1 Coordination of AectorialTesting and Experimentation Facilities
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The Coordination and support actiogrant will support the sectorial Testing and Experimentation
Facilities (TEFsyeated uner the Work Programme 2022022 (Health, Manufacturing, Agfiood,

Smart Cities and Communities) and the future new ones to be create uhdebDigital Europe
Programme to develop complementary crosEEF activities in providing Al services from a eross
sector perspective, to maximise the overall impact of TiBRkeir ambitions of achieving wordass
excellenceand help the sectorial TEFs to better link with relevant EU projects, initiatives and
stakeholders in the Al ecosystem of excellence. By bapstie reinforcing feedback loops, the CSA

wi || al so bolster the sectorial TEF's and the

Once the sectorial TEFs funded under the 2021 call are established, it is necessmmndioatethe

TEFs with other actions launchedthe Digital Europe Programm@n particular data spaces, the
edge Al TEF, the-Ah-demand platform, relevant cloud and HPC initiatives) and to develop a strong
ecosystem around the TEFs enabling a faster and growing adoption of Al technologies in the
Eurgean market.

1 The CSA will help develop synergies and exchanges between the TEFs, and with other
relevant projects, such as the European Digital Innovation Hubs (EDIHS), data spaces,
network of excellence research centresnd other actions fundecdk.g. under DEP and
Horizon Europ&, Aton-demand platform, and the community at large.

T It will establish strong links with Edge to Cloud and relevant HPC actions funded under
strategic objective 1 (EuroHPC JU), using when appropriate the SIMPL platfoam as
connector, and help TEFs to make the most out of all these resources and services.

9 It will support the running projects in allowing economies of scales regarding common
activities run by the individual networks (e.g., organization of events, accessmmaen
resources, mentoring and exchange mechanisms among TEFs, integration with 3rd party
services and other EU funded projects, etc.) and exchanges of best practices to reinforce and
optimize cooperation.

9 It will support TEFs to help companiasing theirservices tocomply with the Al Act. This
could be through regulatory sandboxes, standards, certifications, labelling schemes
research methodologies for the explainability of Al systeand collaboration with public
authorities, depending on what TEF theelves offer and what additional or complementary
support to the companies is needed.

91 It will support TEFs in their dissemination activities towards industry, users and public
administrations. Special attention should be on coordinating mentoring and tagnn
programmes for innovators in order to foster fair participation and potential expansion of
TEFs activities across Europe to complement and reinforce thgoimg TEFs. It should

60 European Network of Al Excellence Centre0201CT-48-2020 Networks of Al Excellence Centres
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contribute to the visibility of Al & robotics in Europe, building on tesbgies tested in TEFs
and targeting sectorial audiences, with a clear focus on real world applicability.

Support and coordination with regards to-fanding instruments, helping TEFs in common
approaches towards Member States including supamd exchage of best practices in the
implementation and reporting requirements imposed Istate-aid rules, contractual
requirements, interpretation of the Grant Agreements etc.

Act as facilitator for cooperation with the -Ah-demand platform. Foster contributiomdm
TEFs and channelling TEFs needs towards tbha-démand platform.

Facilitate coordination with the edge Al TEF. Solutions developed and tested in the former
could be later integrated and tested in the sectorial TEFs.

The CSA will establish the necegsasources to help and support TEFs in their coordinated
go-to-market approach, including but not limited to sustainability plans, sale strategies, price
lists, etc.

Facilitate exchanges with EDIHs and national competence centres, etc. to maximise the
opportunities offered e.g., to maximise the outreach to all regions across Europe).

Support the European Commission in the monitoring of existing TEFs, assessing progress and
providing recommendationdor their implementation and drawing lessons for poticy
making.

Targeted stakeholdersthe consortium should include a relevant representation of all the
sectorial TEFs selected from the 1st call of the Digital Europe Programme, to ensure that the
selected CSA optimally support their coordinatidimese organiions will besubject to

article 146) of Regulation (EU) 2021/694

Action plan organised along different domains: technological, business models, skills
development, dissemination, legal aspects, outreach, etc, to develop links and synergies with
EDIHs, data spaces, edge Al TEF, network of Al research excellence aadttes, Alon-
demand platform.

A catalogue of common resources and services across the TEFs.

Joint dissemination and communication plan with TEFs on their activities and services, to be
implemented within the project duration.

A specialised support unitot coordinate cefunding instruments, including regular
i nteractions wi t h Me mber State’ s admi ni str e
Agreements.

Technical mechanisms for a seamless exchange of assets with-timeD&mand platform.
Delivery of individal and targeted sectorial sections within the platform (distributed model).

56



1 A specialised business consultancy unit focussing on business aondrgoket strategy,
optimising TEBusinessustainability.

1 Periodic impact assessment and readpping: collection and analysis of the key
performance indicators (KPI) defined for the TEFs and sharing of good practices and lessons

learnt.
Type of action Coordination and support actiofgrant
Indicative budget EUR 3 million
Indicativecall planning Fird set of calls
Indicative duration of the action 48 months
Implementation European Commission
Type of beneficiaries All entities
Security Call restricted on the basis of article 12(6) of t
Regulation (EU) 2021/694

In consistency with WP 222 this topic will be subject to article 1®) of Regulation (EU)
2021/694or the following reasonsAland robotics qualify as critical technologies and dual use items
under article 2(1) of Council Regulation (EC) No 428/2009 and as factors that may béntaken
consideration by Member States or the Commission for screening foreign direct investment under
EU foreign investment regulation (EU 2019/452). In particular, the TEFs outputs, validated Al
solutions, ready to be deployed, will be made available to gme of users, including public
authorities, providing public services, or private sector, including those working in security sensitive
areas (energy, mobility, some security sensitive manufacturing sectors), or areas with an impact on
public order (e.ghealthcare, food supply chain) therefore the highest level of trust and security of
the TEF process and output must be ensured. Therefore, trust is an essential feature of the TEFs:
organizations runnin@nd coordinatingthe TEFs will have a big respoiilitip in validating the Al
products and solutions, including their security features and protection of fundamental right and EU
values, before their large diffusion. They will also have access to confidential information about the
solutions tested in theifacilities, some of which are likely to be related to the security or safety
aspects of the solutions; therefore they will have to be trusted by third parties, and must ensure
highest level of trust and security, which justifies the use of article 1B{@ddition, organisations
running and coordinatingthe TEFs will have access to sensitive public sector and private data,
including from the sensitive data spaces subject to the application of article 12(6), as well as to
business related data and Al atgbms, before they are eventually deployed to the market

2.3.2 DevelopingCitVerse
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The action wi || heWVepr seééef imeanwhaftort heeur o@iet ibui
¢ o0 mmu ndata infeastructure that is developed under WP262A and WP224. The objective is

to bring EU CitiVerse industry, including SMEs, together in developing the different layers of VR/AR
worlds useful forlocal authoritiesand citizens. The project(s) stemny from this action wiltake

into accountpotential EDIGn the field

The actioncould build on existinglocal digital twins expanding their capabilities. One or more
projects, led by the industry in cooperation with one or mooenenunities willintroduce VR/AR and
metaverse technology to allow citizens and other stakeholders to «navigate and interact» in their

ur ban spaces fr om b arences all tdeeway to digital asseehansenl AR e x p
overlays merging the physical and virtuahumunitiesinto a hybrid metropolis. This will create a

steady and immersive environment for citizens and businesses, a CitiVerse, that can be used for
virtual/real spatial planning, management or navigation while also enhancing the social,
architectural,green and cultural heritage dimensionlifing spaces

Use cases will span from hybrid systems to fildlgiged verses created with data coming from
various data sources, notably from the EU data spaces such as the smawdruitiesmmunitiesbut
alsofrom other public and private sources. European industry, including the wealth of European
SMEs active in technologies relevant for metaverses and in content creation, will contribute to its
development, taking the leadership in an area rich of posséslitThe action will contribute to the
ecosystem of SMEs and larger companies nurtured through the VR/AR Industrial Céaditidnat

the same time it can benefit from the mobilising and structuring actions of the Coalition as well as
from integrating thevalues and principles ahe New European Bauhadunitiative.®> The action
should also explore links and synergies with the Climnatgtral and smart cities Mission, and in
particular to selected Mission cities, when identifying use cases.

In particular, the action will:

9 Start developing the CitiVerse for citizens to offer them interoperable and sustainable
services.

91 Develop concrete CitiVerse use cases (and combinations of them) in the area of navigating in
a community, discovering its ast®such as culture, history, tourism and offering innovative
services related to tourism, entertainment, shopping, future development and urban
planning, etc., infrastructure management and sustainable mobility.

1 Encourage EU technology providers to intégraarious data sources together to develop
and train Al in a new specific CitiVerse context.

9 Activate a network of EU industrial partners, including SMEs, in Member States to provide
technology capacity for the CitiVerse. This network may be part of,irgedact with, the
VR/AR Industrial Coalition and/or tiNew European Bauhairstiative.

1 Identify building visualization solutions and muimensional models to implement
CitiVerse prototypes.

61 The Virtual and Augmented Reality Industrial Coalitiomitps:/digitatstrategy.ec.europa.eu/en/policies/virtaatt
augmentedeality-coalition

62 TheNew Eurmean Bauhaus: beautiful, sustainable, together. (europa.eu)
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https://new-european-bauhaus.europa.eu/index_en

1 Exploit the long tradition of Europe in cultural and medntent, involving European
content creators, in particular SMEs, in the design of engaging in immegsiierse
environments

1 Work towards recommendations for a robust, open and interoperable CitiVerse legal
framework compatible with EU values and laws

1 Include security by design and plan how CitiVerse applications and platforms can be used in
reallife contexts.

The action will result ione or moreprojects proposing varied use cases for the CitiVerse. Such
project(s) may be focusing o the same pilot areas envisaged by the EU Smart Communities data
space project (call 3 [DIGITA022CLOURAFO3-DSSMART}), although focus on other pilot areas

is also possible. The concept could also be built on the existing EU data infrastructure and
interconnected Local Digital Twins.

Theproject(s)should also propose a roadmap to expand CitiVerse solutions in Europe using Minimal
Interoperability Mechanisms (MIM)ompliant standards and EU technology solutions and make
recommendations for interopable and open CitiVerse platforms in line with EU values and policy
landscape.

Type of action Simplegrant

Indicative budget EUR 15 million

Indicativecall planning First set of calls

Indicative duration of the action 30 months

Implementation European Commission

Type of beneficiaries All entities

Security Call restricted on the basis of article 12(6) of t
Regulation (EU) 2021/694

This topic will be subject to article 12(6) of Regulation (EU) 2021/694 for the following reasons: The
Citiverse will help operating security and data critical sectors (energy supply and consumption, water
management, waste management, traffic informatietc). Furthermore, the tools and technologies
involved wil!/ have to handle sensitive data (in
including security by design. Moreover, the tools will be used in activities that are closely linked to

the functioning of the public sector and its interaction with citizens (they can have a role in local
elections, issuing advice to citizens in crisis situations etc).

Using article 12(6) will provide continuity with earlier actions. The actions under this taill
develop VR/AR tools that could further use the data space for smart communities, for which Article
12(6) was used in the previous WF24. The tools will also be used to complement the Local Digital

63 Funding & Tender Opportunitiebftps://ec.europa.eu/info/fundistgnders/opportunities/portal/screen/opportunities/topic
details/digital2022cloud-ai-03-ds-smart
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Twins for which the procurement of a Local Ddgitwin toolbox was called for with article 12(6) in
the previous WP 222.

2.3.3 Platform for advanced virtual human twin (VHT) models

A virtual human twin (VHT) is a computational model of human pathgiological processes at
different anatomical scales. VHTs hold enormous potential in health and care, namely by delivering
on personalised care from targeted prevention to tailored clinical pathways and supporting
healthcare professionals in virtual environments (e.g. from medical traboirsgirgical intervention
planning) and the metaverse. They can make a significant contribution to achieving the goals of the
European Health Union.

The main objective of this action is to develop a distributed platform making available to users (1) a
federated repository of VHTSs related resources, (2) a combined set of open source software toolkits,
and (3) access to computational services, enabling them to develop, test and integrate VHT models.
The software toolkits to access the platform repository aedvices will be deployed and hosted by
each user organisation or institution.

The platform will be used by researchers, developers, engineers, practitioners, innovators in the
health and care domain, including for professional training and educatfmgbses. It will provide
controlled and secure access to an environmensiofiulation and visualisation toolspen access

and proprietary data and model assets fadvanced modellingThe platform will be used for
developing, testing and integrating exigy and new VHT models, based on reference datasets,
other research outputs and user resources, and will be fully interoperable with augmented and
virtual reality environmentslts use will be based on access to computational services enabled by
strategicdigital capailities €.9.HPC, cloud, edge computing), with links tosuitabletesting and
experimentation facilitiege.g.the healthcareTEF for Aland other resources becoming available in
the context of the European Health Data Space.

Deliver a usefriendly, opensource, trusted, platform for bringing together VHT resources in
healthcare. It should be enterprisdass, secure, fully supported, scalable, making use of extant
infrastructure and services, catering for a large user base mplementing an agreed access rights
and IP policy to be elaborated in the action.

The platform will comprise of the following components:

1) the federated repository of data and VHT model assets;

2) an open source reference implementation access federatmr Wuilding and visualising
simulations; and
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3) an orchestrator of computational services for running these simulations on shared resources.

The action will, inter alia:

a) ensure the operation and maintenance of the repository, its full and trusted interojléyab
with the other software and service components developed under this action, and manage its
growth of tools and assets;

b) build a trusted access federator opsource software instance enabling simulations using
models and data available in the federdterepository, including a model and data
interoperability bridge and visualisation modules;

¢) design and build a trusted opesource orchestrator instance that makes use of compute,
storage and network services available for simulations in this federateidommvent; and

d) deploy visualisation, resource portfolio management, user customisation features and tools.

e) develop a suitable ethical, societal and legal governance framework for future, advanced VHT
models

f) support networking and awareness activities, imfthg on ethical and legal issues.

Platform design and implementation will have to address architectural, computational, and other
technical VHT model requirements (standards and/or-#e2ked for the interoperability bridge

module, other), ensuringtheglt f or m s ef fective utilisation. The
alia, also enable linking with and use of existing and future High Performance Computing (HPC),
storage, connectivity and other capacities available at EU level.

1 A trusted distributed platform accessible to a wide range of users providing access to data
and model resources, us#iiendly software and servicdgking VHTmodels and data and
enabling use casbased advanced muticale simulations of human pathahysiology;

1 Open source software and specifications for interoperable VHT models, interfaces, as well as
services supporting trusted resource federation, capaifléntegration and/or use as part
future simulationbased products, projects, augmented / virtual reality solutions and the

metaverse.
Type of action Procurement
Indicativeglobalbudget EUR 20 million (13 from 2023 budget)
Indicativecall planning First set of calls
Indicative duration of the action 24-36 months
Implementation European Commission
Type of beneficiaries All entities
Security Call restricted on the basis of article 12(6) of t
Regulation (EU) 2021/694
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This topic will besubject to article 12(6) of Regulation (EU) 2021/694 for the following reasopis

relates to security and trust as key requirements for the design, build, operation and use of this
infrastructure on the specific grounds of inner stability, fight agaiingudulent practices and

protection of data privacy. While in the first instance data are expected to comprise of reference,
anonymised or pseudonymised datasets, further head#tlated datasets may feed through this

pl atform at t he ingosjenctisn withhAddsed sdftware Bystensseoultpact on
advancements in medicine and healchealthandsecutith at car
andpotentially reveal sensitive patient information.

Actions in 2024

The topics under samn 2.3 Artificial Intelligence that will be supported in 2024 include:
9 Support for the Al Act (database)

The Al Act foresees the creation of a Eurepde system for registering staralone highrisk Al
applications in a public EWide database. Thiggistration will enable competent authorities,
users and other interested people to verify if the higék Al system complies with the
requirements laid down in the proposal and to exercise enhanced oversight over those Al
systems posing high risks tonfiamental rights. To feed this database, Al providers will be
obliged to provide meaningful information about their systems and the conformity assessment
carried out on those systems.

Indicative type of action: Procurement
Indicative type of implementatin: European Commission
Type of beneficiaries: Not applicable

9 Al sectorial Testing and Experimentation Facilities

This action will aim to cover horizontal areas not included in the four sectorial TEFs supported
under the first WP 2022022. It will seek tdncrease productivity and innovation capacity as
well as global competitiveness in these areas through the integration of-efatee-art Al and
robotics technologies.

Indicative type of action: Simple grant
Indicative type of implementation: Europe&@ommission
Type of beneficiaries: All Entities

1 Al-on-demand platform

The obijective of this action is farther strengthen the synergies between the Al Act (ecosystem
of trust) and ecosystems of excellence, and in particular thenddemand platform Forthis, a
further measure reinforcing the Adn-demand platform may be necessary to ensure continuity
of the current projects, and make sure it adapts to the latest development in two main fronts: 1)
the Implementation of the ARct and 2) the Digital and &en transitionby contributing to
supportdecarbonisation.
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Indicative type of action: Coordination and support actjpant
Indicative type of implementation: European Commission
Type of beneficiaries: All Entities

9 Towards connected Local Digital Twinstire EU

Building on both the data space for smart communities and the EU Local Digital Twin Toolbox
supported by the WP 20222, the objective will be to consolidate actions supported under in
2021-22 and move towards an ecosystem of connected Local Digitas across the EU.

Theexpected resulis to gain a critical mass of data and create links with other EU data space
infrastructure, the Local Digital Twin toolbox, deploying and testing the toolbox, adding more
complex Adbased services to the toolbofor addressing the needs of the digitally most
advanced cities.

Indicative type of action: Simple grant

Indicative type of implementation: European Commission

Type of beneficiaries: The consortium should include signatories of the-invegdeclaration,
representatives from the public sector at different levels (local, regional, national), industry (mix
of global IT service providers and innovative SMES), academia and civil society and citizens
associations.
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3 Cybersecurity

Cybersecurity iat the heart of the digital transformation of the European Union. The Digital Europe
Programme will continue to strengthen the capabilities of the Union to protect its citizens and
organisations aiming-amongst othersto improve the security of digital pducts and services
throughout the whole supply chain.

In accordance with the Annex 1 of tiRegulation (EU) 2021/694he activities funded in 2023 and
2024 will focus onsupporting the deployment & cybersecurity infrastructure,strengthen
cybersecurityuptake, specifically in sectors affected by the Cadpandemic and the effects of the
war in the Ukraine and the ensuing economic crisis sungport the implementation of relevant EU
legislation and political initiative®

The Cybersecurity activitiege specified in a dedicated WP 262324 which will be implemented
by the Cybersecurity Industrial, Technology and Research Competence Centré’>(BC&)e
Network of National Coordination Centr@dCCsas soon athe ECCC @perational, as providetbr
in the ECCC Regulation and in Article 6 Regjulation (EU) 2021/694

Actions in Cybersecurity WA232024will in particular:

9 support joint actions in order to create an advanced (state of the art) threat detection and
cyber incident analysis ecgstem by building capacities 8ecurity Operation Cemngs,

9 contribute to improving the prevention, detection, analysis and the capability to respond to
cyber threats and incidents by providing additional means to support preparedness, and
response to larg-scale cybersecurity incidents V@ybersecurity Emergency Mechanism,

9 support cybersecurity capacity building at national and, where relevant, regional and local
levels throughNational Coordination Centresvhich will aim at fostering crodsorder
cooperation and at the preparation of joint actions as defined in Regulation (EU)
2021/887.

This WP includes activities in the area of cybersecurity that will be implemented by the European
Commissiorandthat aim to strengthen preparedness of the key sectors and response actions across
the EU through a mechanism that will support the efforts of the Member States to improve the
capability to respond to cyber threats and incidents.

Indicative budget envelope
The indicative budget for the topics included in this chapter is HURilon.

The indicative budget to be implemented via the dedicated Cybersecurity WP is@willion in
2023 andeEUR272 millionoverall.

64 In particular The Cybersecurity Strategy, the NIS Directive, and its second revision (NIS 2), the Cybersecurity Act, the
Regulation on the European Cybersecurity Competence Centre (ECCC) and the Network of National Coordination Centres,
the cybersecuritlueprint and Joint Cybersecurity Unit Recommendation, the EU toolbox for 5G seandittye Proposal

for a Regulation on cybersecurity requirements for products with digital eler@npler resilience Act.

85 https://cybersecuritgentre.europa.eu/index_en
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3.1 IncidentResponseSupportandPreparedness foKey Sectors
Objective

This mechanism aims to complement and not duplicate efforts by Member States and those at
Union level to increase the level of protection and resilience to cyber threats, by assisting Member
States in their efforts to improve the capability to respond tgber threats and incidents by
providing them with knowledge anekpertise andncrease preparedness in key sectors.

Scope
Thesupport of incident responséexpost) shall include the following activities:

Gradual seup of an EUlevel cyber reserve witkervices from trusted private providers to provide
relevant services to mitigate the impact of serious incidents. Such services would support immediate
recovery and/or restore the functioning of essential services well as ideification and
preservatia of digital evidenceActions to set up the cyber reserve could include

9 Technical assistance with Incident management.

1 Information Security Incident Analysis and Crisis Communications as a retainer type of
service.

9 Artefact and Forensic Evidencellecton and aalysispreserving the chain of custody
9 Information Security Incident Coordination

1 Comprehensive reporting including scope, recommendations, remediation and findings

The provision opreparedness support servicdexante) shall include activities that complement

and reinforce the activities mentioned in 1.2.1, e.g., focussing on EU coordinated actions for
penetration testingFor penetration testing services the focus will be on entities in key sectors
identified in the Cancil Recommendation on a Unievide coordinated approach to strengthen the
resilience of critickinfrastructure (energy, digital infrastructure, transport and space). Those entities

wi || benefit from ENISA's support in this area.

This support will be eaplemented by strengthening of capabilities tevelop up-to-date and
strategiclevel situation analysis, risk scenarios and overviews of the threat landgbapegh
E N1 Saxtrirutionin the Cyber Analysis and Situation Centre.

Deliverables

1 EUlevel gber reserve with services from trusted private providers for incident response
91 Penetration tests in key sectors
1 E NI Sdxtrilsution tothe Cyber Analysis and SituatiGentre

Type of action Contribution agreement
Indicative Budget EUR @ million

Indicative time 2023

Indicative duration of the action 2 years
Implementation ENISA
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Type of Beneficiaries Not applicable

Security Action restricted on the basis of article 12(5) of tk
Regulation (EU) 2021/694

All actions under this topic aim aervices intended specifically for the use of defending against
criminal and/or politically motivated cyber threats, including in particular suppbin attacks. The
participation on noREU entities could lead to highly sensitive information about secuisks and
incidents being subject to legislation that obliges the 4kl parties to provide this information to
non-EU governments. Als neBU participants could be more susceptible to pressure fromEdn
governments to divulge such information.

In orcder to protect the essential security interests of the Union, the implementation actions under
this topic should depend on legal entities (e.g., providers) established or deemed to be established in
Member States and controlled by Member States or by nai®of Member States.

Participation to the calls funded under this topic will therefore be subject to the provisions of Article
12.5 of the Regulation (EU) 2021/694. Calls for proposals and calls for tenders shall be restricted to
legal entities establistd or deemed to be established in Member States and controlled by Member
States or by nationals of Member States. EEA EFTA countries are fully associated to the Digital
Europe Programme and benefit from a status equivalent to that of the Member States.

4 Advanced Digital Skills

The actions under Strategic Objective 4 aim at supporting the excellence of EU education and
training institutions in digital areas, including by encouraging their cooperation with research and
businesses. The goal is to improve ttapacity to nurture and attract digital talent, whilst fostering

an ecosystem that will help drive innovation and digital breakthroughs. These actions contribute to
reach the Digital decade target of 20 million ICT specialists employed in the econo@3p,nvRich
include promoting the access of women to this fielik well asincreasing the number of ICT
graduates and are in alignment with the Digital Education Action Plan (22@27%%. They can also
contribute, where applicable, to the Deep Tech Talmitiative®”, one of the flagship initiatives
under the New European Innovation Ageffdand complement the two proposals for a Council
Recommendation on digital education and skills to be published in April 2023

Strategic Objective 4 will focus on the fwlling main work strands in this WP:

66 Digital Education Action Plan (2022027) | EuropeaBducation Area (europa.eu)

87 The Deep Tech Talent initiative (https://www.eitdeeptechtalent.eu/) is run by the European Institute of Innovation and
Technology (EIT). It aims to train 1 million talents in deep tech areas (incl. Al, cybersecurity, Augrreaktiy,
blockchain) by 2025 and will be implemented both directly by the Knowledge and Innovation Communities (KICs) of the
EIT and through pledges from stakeholders.

68 The Commission adopted\iew European Innovation Agentaposition Europe at the forefront of the new wave of deep
tech innovation and staups. It will help Europe to develop new technologies to address the most pressing societal
challenges, rrd to bring them on the market. The New European Innovation Agenda is designed to position Europe as a
leading player on the global innovation scene.
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1 Building excellent consortia focusing on key emerging technologies, increasing synergies with
Erasmus+, European Universities Alliances and the Large Scale Partnerships (LSPs) under the Pact
for Skills, in particular & Digital Ecosystem Partnership, as well as their focus on the digital
transformation, also by ensuring full interoperability between the participating organisations.

T Actions in 2023 wil/l al so boost the usersodber of
advanced digital technol ogi es”, who are profe
users of digital technologies and/ or multipliers, e.g. advisors in a certain sectors. These are for
example medical doctors that can use artificidkliigence (Al) in order to improve diagnostics
techniques or architects able to harness the potential of extended and virtual reality for their
construction projects or enhance their production processes, farm advisors exploiting the
potential of precisio farming technologies or software experts with specific automotive
expertise.

1 Developing summer schools, bootcamps and other activities, such as specialised career days to
attract a wider audience to digital careerashereas specific activities for raigi awareness
targeting pupilsfrom the youngest age onwards will be kéjhese will need to be delivered in
partnerships by higher education institutions, vocational education and training providers or
research centres with organisations that are activ@riomoting digital and coding skills, as well
as attracting girls and women to digital careers

The patrticipation is open to all eligible entities as established by Article 18 of the Digital Europe
programme, in particular public sector as well as privagetor organizations including SMEs, higher
education institutions and NGOs.

The overall budget for the topics included in this chapter is EUR 58 million for 2023.

4.1 Specialised Education Programmes in Key Capacity Areas

Objective

This action aims at contributing to the target of 20 million ICT specialists in the economy by 2030, as
set in the Digital Decade Policy Programme. Gains from major EU investment cannot materialise if
there are not enough people to develop, deploy and ukgital technologies and applications.
Evidence from the Structured Dialogue on digital education and skills with Member States shows
that, while a number of activities are in place to equip people with general digital skills, only few
Member States devoteattention to the challenges related to advanced digital skills and ICT
specialists. Even in Member States that are digital frontrunners, there is a persistent shortage of
people able to develop and deploy key digital technologies. For example, over 7@8teqirises
looking for ICT specialists in thietherlands, Finland and Luxembodiogind it extremely difficult to

recruit thenf®. There also is a significant increase in the demand for professionals combining
sectoral knowledge with digital skills enalglithe use of digital solutions for specific business cases.
This is for example the case of employees in the manufacturing sector able to use automated
reality/virtual reality (AR/VR) tools to repair engines remotely, software developers and engineers

69 DESI 2022 https://digitatstrategy.ec.europa.eu/en/library/digitmlonomyandsocietyindexdesi202
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with specific automotive expertiseor professionals in green transition industries who are
increasingly relying on advanced digital technologies in the development of renewable energy or
clean and smart mobility solution§hese profiles can be referred to asers of advanced digital
technologies and they are crucial to enable the digitalisation of traditional industries from
agriculture and finance to manufacturing, automotive and medicine.

Looking at the related education offer, the 2022 JRC report shoassttie offer of specialised

education programme in Al, cybersecurity, HPC and data science has slightly improved in the EU 27,

in particular in AIl, where the number of Master
year. However, it remains lowehan in the US. For cybersecurity the UK alone continue to offer as

many programmes as the whole EU27

The actions in the skills pillar aims at tackling ttiallenge, while triggering a new way of delivering
these courses, building partnerships betwestademia, businesses and research across the EU.

Scope

The first c al | Bigitdl &uropeMagemmeer have supported theedevelopment of
excellent consortia delivering education programmes and ndiditiplinary courses in some of the

key digtal technologies addressed by tiiEgital Europgorogramme, mainly Al and cybersecufity

They also provided intettisciplinary opportunities and equipped with advanced digital skills
professionals in sectors such as health, agriculture or businesscallhim 2023 will build on the
experience of the first WR It will address the latest initiatives to support the development and
deployment of key digital skills and capacities in digital technology areas, such as Al, Internet of
Things, as other transr multi-disciplinary areas, and their applications in strategic sectors (e.g.
automotive industry).

Projects financed under this action are encouraged to build synergies with actions on technology
deployment supported by other pillars of the programme.isTimew call will also strengthen
synergies with Erasmus+, European Universities Alliances, and with the Deep Tech Talent Initiative,
as well as the Large Scale Partnerships under the Pact for Skills. It willlv@ssinent into related

digital solutions,equipment and infrastructure, with a special focus oreroperability of ICT
systems in higher education to facilitate a seamless joint delivery of opportunities and the attraction
of talent (both students and teaching staff).

As for previous calls, thehosen projectsshould design and deliver a tertiary degree education
programme(s)at ISCED LEVEL &r equivalent hereafter education programmesin digital areas

such as Al, data science, cybersecurity and augmented and virtual reality. Hidheation
institutions in consortia with relevant competence and excellence centres and industry will receive
funding to set up and strengthen excellent programmes and courses. Partners in these consortia will
be encouraged to share expertise, facilitistaff and learning materials. Intesectorial mobility
between Higher Education Institutions and the private sector is also encouraged.

0 https://publications.jrc.ec.europa.eu/repository/bitstream/JRC128844/JRC128844_01.pdf

"t Previous calls have addressed for example artificial intelligence, Blockchain, Cloud computing, Cybersecurity, Data,
Extended reality, Internet of Things, Microelectizs, Photonics, Quantum, Robotics.

72 List of projects from previous DIGITAL programme calls can be found onRheding and Tenders portéé.g.
DIGITAL -2021-SKILLS-01-SPECIALISED andDIGITAL -2022SKILLS-03-SPECIALISEDEDU).
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https://ec.europa.eu/info/funding-tenders/opportunities/portal/screen/opportunities/topic-details/digital-2022-skills-03-specialised-edu;callCode=null;freeTextSearchKeyword=DIGITAL-2022-SKILLS-03;matchWholeText=true;typeCodes=0,1,2,8;statusCodes=31094501,31094502,31094503;programmePeriod=null;programCcm2Id=null;programDivisionCode=null;focusAreaCode=null;destinationGroup=null;missionGroup=null;geographicalZonesCode=null;programmeDivisionProspect=null;startDateLte=null;startDateGte=null;crossCuttingPriorityCode=null;cpvCode=null;performanceOfDelivery=null;sortQuery=sortStatus;orderBy=asc;onlyTenders=false;topicListKey=topicSearchTablePageState

Deliverables

1 Consortiumof higher education institutions, vocational education and training institutions,
research orgaisations and businesses delivering advanced digital technology programmes
and multidisciplinary courses for users of advanced digital technologies.

9 Atleast supported to equip? fully interoperable higher education institutions per
consortium, e.g., Ensnational (virtual) campuses, shared equipment and libraries of
learning content, automatic recognition of ECTS for students.

1 Atleast 500 students supported with scholarships or other financial support measures.

1 As a separate deliverable this actiont&@ts acoordinated and support action which will

provide an analysis of skills need in key digital areas and continue to support the networking

among the organisations part of the digital consortia, building a brand of excellence.

Type of action

Lumpsum grant

Indicative budget

EUR 30 million

Indicativecall planning

Second set of calls

Indicative duration of the action

48 months

Implementation

Executive Agency HaDEA

Type of beneficiaries

Higher education institutions, vocational educati
and training institutions, research organisations a
businesses

Type of action

Coordination and support actiogrant

Indicative budget

EUR 2 million

Indicativecall planning

Second set of calls

Indicative duration of the action

48 months

Implementation

Executive Agency HaDEA

Type of beneficiaries

Higher education institutions, vocational educati
and training institutions, research organisations @
businesses

4.2  Reinforcing Skills semiconductors

Objective

The share of students choosing ICT and notabipiconductorgisciplines is too lowo satisfy the

demand required by thelabour market It is estimated that the BRIICS countries (including
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Indonesia) will produce threquarters of the global STEWtaduates by 2030 while Europe will be
lagging well behind with an 8% sh&eThe shortage of potential employees with specific knowledge
in semiconductorsand in particular the negligible share of students willing to undertake this field,
has many diffeent causes related to the low awareness of the impacs@&ficonductorsn the
soci ety and citizens’
employment conditions. The problem is acute, given the gap between the labour ndekeinds
and the unavailability of both technicians and highiel graduates, and it is even more exacerbated
by a stronggender imbalance.

The image ofsemiconductorsrelated jobs needs to be improved in this regard with a holistic
approach by industry ahacademia, jointly addressing:

1 The low avareness of the public, and particularly the younger generation, of the social
importance ofsemiconductorsaand its benefits for the whole society, i.e., for the green and
digital transition or the targets set by ¢hChips Act.

1 The awareness gap on future work commitments and employment conditions. It is well
known that studies are greatly influenced
secondary school and in their private lives, which can hardly providghinisito this high
tech sector.Starting from the very first classes in secondary schools is of the greatest
importance for targeting students interested to approach these disciplines, with particular
focus onfemale students.

1 The obstacles faced by compes, in particular SMEs given their limited means, to get the
required talents,by setting up initiatives to attract both technicians and graduates, and
bridge the gap between education and their labour demands.

i The need to provide updated academic curlicioth in theoretical knowledge and lab
experience on cutting edge topieghe high pace of advancements in the semiconductor
sector forces upgrades that are difficult to implement by private and public universities, and
liaison with industrial stakeholts is essential to access new technologies, launch
educational opportunities and increase their attractiveness to students.

1 The need of continuing vocational training to enhance employability, supporting personal
development and encouraging +eand upskiling. Technicians must be provided with
additional training during their lifelong careers to keep up to date with new technologies
and techniques.

Scope
Consortia can apply for one or both the actions described below.

l. Academic network

The proposed projeds required to develop a Europe&@miconductorsSkills Academya European
network of higher education institutionsnd relevant industries, including stamps and SMEs in
microelectronicsto address the above issues.

B“Education Indicators in Focus N°31” by the OECD, 2015.
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The Academy must strive for collective actions to increase the visibility and the attractiveness of
existing curricula already run by the members of the consortium. In particular, focus should be on
increasing the number of enrolled students coming frontwelary schools and ensuring the
availability, inhigher education institutioris cur rticpil@as a@addressing indust
ascutting-edge topics in the sector, for example Chip Design.

The Academy should address, for example:

1 the identification of relevant courses, jointly vetted with the industry partners, starting
from existing curricula, or from newly selected cuttiagge topics, which should
eventually lead to an automatic recognition of the European Credit Transfer System

(EOS) across universities, facilitating stu
recognition across Member States;
1 the upgrade of university laboratories for the delivery of the courses identified;
1 cooperation agreements resulting in hards experienes in industry and financed by
industry as part of the student curricula;
1 the involvementofstarups and SMEs as beneficiaries of
1 communication actions and initiatives aimed at the general public as well as specific

activities for tte promotion of studies irsemiconductorsin local areas, particularly
aimed at secondary school students.

1. Vocational training

The proposed project is requested to define a platform among Vocational and Educational Training
(VET) centres, industry, in padlar startups and SMEs, academia, and social partners to address
the need of continuing vocational training to enhance employability. Notably, the platform will
support innovative approaches to attract talents and/up-skill workforce for starups amd SMES,

for example, through:

1 the identification of relevant training contents, jointly vetted with the industry partners;

1 bootcamps on specifisemiconductorstopics vetted by and including stamps and
SMEs;

1 training curricula implying the involvemenfo SMEs as beneficiari ec
mobility;

1 recognition of specific hard and ssémiconductors/ET curricula across Europe;

1 addressing the gender dimension of employability in the sector;

1 apprenticeships in stamips and SMEs and online trainingdeessing employability for

migrants and immigrants.

Deliverables
Concerning the projects addressing the Academic network (point | in scope above)

1 Definition of the required curricula using the ECTS system with capacity for around 500
students/year across at least 5 Member States, for BSc and MSc levels.

1 A scholarship programme for selects@miconductorsstudents enrolled in the common
curriculum @ BSc and MSc levels.
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1 Onthe-job experiences for undergraduate students in companies involved in the
consortium.

1 Upgrade of laboratories used for the teaching activities delivered by the project.

Communication initiatives toward the public, includsarial media.

9 Local or regional programmes led by the industrial partner(s) to target secondary school
students, including for example a Summer/Winter School based on practical learning
activities, introductory seminars, visit to facilities etc.

=

Concerninghe projects addressing the Vocational training (point Il in scope above)

9 Bootcamps, workshops and career days dedicatedaimiconductors addressing staftips
and SMEs needs, at least one of them focusing on diversity and inclusivity.

91 Definition of VETurricula insemiconductorsand delivery of the relevant training courses
with capacity for around 1000 technicians involving at least 20-sfastand SMEs across at
least 5 Member States.

Type of action Simple grant

Indicative budget EUR 10 million

Indicativecall planning First set of calls

Indicative duration of the action 48 months

Implementation Executive Agency HaDEA

Type of beneficiaries Higher education institutions, vocational educati
and training institutions, research organisations a
businesses

4.3 Cybersecurity Skills Academy

Objective

Cybersecurity has become a growing concern for European citizens, businesses and public
authorities. In addition to skilled citizens, the EU needs a bigger pool of cybersecurity specialists to
protect businesses and public services in Europe and design the cybersecurity solutions of the
future. Currently, around 200,000 cybersecurity experts are missing in Europe. Recent legislative
initiatives such as NIS2 and the upcoming Cyber Resilience Act widlv@utmore pressure on
companies and public authorities to have access to cybersecurity specialists.

To address these challenges, the European Commission has already deployed many actions, in close
collaboration with relevant actors. However, actions andaurces are often perceived as scattered

and inaccessible. & Cybersecurity SkillsAcademy would constitute a European umbrella
integrating various activities with the objective of increasing their visibility, accessibility and impact.

Those activitiesvould align along common goals, key performance indicators and a joiped
communication strategy to seek greater impact.
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Scope

The Cybersecurity Skills Academy:; training programmes for SMEsystaahd the public sector

Funding will be available fohé implementation of new training opportunities or the scale of

successful ones with a special focus on the needs of SMEs and public administration in the area of
cybersecurity. Traininggs houl d take i nto account b u ditatm e s s e s’
access to cybersecurity talents for SMEs and stpstacross all sector§ o ensure the high levels of
cybersecurity necessary for digital public administratidhe Academy shouldcater for the

upskilling reskillingand interdisciplinary underandingof cybersecurityor civil servants

Consortia of organisations active in the domain of cybersecurity and universities or training
providers should devise and deliver the activities of the Academy. Activities should include, among
others, theidentification of relevant training courses, including bootcamps on specific cybersecurity
topics, jointly vetted with industrial partners that would enhance employability of trainees or
increase cybersecurity capabilities of public servants, communica@ions for promoting the
courses, etc. The involvement of the national cybersecurity competence centres could be foreseen
to address specific needs at national level, where significant variations exist as to the level of
cybersecurity readiness.

Settingup and operating the Cybersecurity Skills Academy

91 Definition of a set of clear KPIs to measure the impact of the different actions considered
under the scope of the Academy

1 Bringing together relevant players from all Member States for monitoring the sgbarity
skills landscape, following up its evolution and taking action to help Member States develop
specialised training programmes, in particular addressing cybersecurityugtarand SMEs
as well as public administrations to address the cybersecskitis gap

1 Exploring, defining and setting up an impactful scheme promoting the standardisation of
procedures for cybersecurity competence recognition and professional certification in the
European market

1 Promoting the development and the use of-tgpdate curricula in cybersecurity

1 Performing communication around this initiative, to engage stakeholders and to facilitate
the interactions between those stakeholders

1 Leveraging the Digital Skills & Jobs Platform to support the Academy and integrating the
exising best practices that will feed the Academy

Deliverables

9 Trainingcoursesto address the most idemand skills such a cybfarensics, cyber ranges,
malware analysis and Al for cybersecurity among others

1 Onthe-job training coursesand traineeships opptunities for startups and SMEs and for
public administrations in innovative companies in cybersecurity and cybersecurity
competence centres

1 Online training, user friendly and accessible to everyone in all languages

1 Scheme for establishing a cybersecurigpmpetence recognition and professional
certification in the European market
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1 KPIs framework and its monitoringncluding through measurable indicatoduring the
duration of the action

Type of action Simple grant

Indicative budget EUR 10 million

Indicativecall planning First set of calls

Indicative duration of the action 36 months

Implementation Executive Agency HaDEA

Type of beneficiaries Higher education institutions, vocational educati
and training institutions, public administratio
services, research organisations, businesses,
national cybersecurity competence centres

4.4  Boosting digital skills of young people, in particular girls

Objective

Students in digital and ICT disciplines represent a minority, in 2021 they were 4.3%talo
graduate$®. There is also a severe gender balance issue, with only 19% of ICT specialists and one in
three science, technology, engineering and/or mathematics (STEM) graduates being women. During
the Structured Dialogue for digital education andillsk Member States also report about
competition for the few pupils that have suitable profiles and interest in studying STEM disciplines at
university level.

In order to fill the significant shortage of sector specialists using advanced digital tedlescdmgl

ICT specialists, it is necessary to increase the pool of pupils who would be ultimately interested to
study STEM and ICT, with a special focus on girls and women who are vastly underrepresented in the
digital field Boosting the development of digi skills from an early age and in a continuous manner

is essential for influencing the level of digital skills of the EU population and the number of male and
female students that will consider studies and career in the ICT. Moreover, evidence shows that
pupils who are involved in the learning of coding or computational thinking from an early age are
more likely to continue studying ICT or digitalated fields and this has an impact for example on

the number of girls choosing this stuggth.”

In the blateral dialogues with Member States as part of the structured dialagudigital education

and skills many called for innovative approaches to attract young people, and especially girls as of
primary school(or even earlier) to digital careers and toreourage a minget shift in their
perception. This action will therefore include dedicated activities to encourage girls and women to
take part in digital studies.

74 DESI 2022 and data from the digital visualisation tool
75 Microsoft_girls_in_STEM_finaWhitepaper.pdf
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Scope

The aim of this action is to pilot actions to increase the number of students pursuing digital studies
and careers, with a special focus on increasing participation of girls. It will support joint actions
between leading technical higher education institutts, businesses and schools to promote digital
studies, through handen activities and challengeased projects. Another aim of this action is to
scaleup the EU Code Week initiative, putting it on stronger and broader footing, thus further
increasing & impact beyond the > 4 million people reached every year, among which almost half are
young women and girls.

For example, the actions will finance summer schools for-bigiool students on digital areas,
career days for people interested in digital, kvid view to encourage more gender diversity and
promote exchanges between higher education institutions and primary and secondary schools on
digital topics Digital Europe Programneonsortia already awarded under the first WP could also be
leveraged, witha view to give the possibilities to younger students to access the-efdtee-art
laboratories, experience the campus facilities and follow seminars from the most renowned experts
in Quantumcomputing Cybersecurity, Al, cloud, among others. Speciahtittn should be given to

the role of girls and women in the digital field, with a focus on debunking stereotypes and tackling
the selfefficacy and confidence gap.

This action is in line witAction 13 of theDigital Education Action Plan (202027), wheh aims to
enhance girls and women’s digital competences
Fests’®

Deliverables

9 Stronger cooperation between primary, secondary and VET schools and tertiary education
and research to increase the numberpfpils enrolling in digital studies aiming at gender
convergence. This will lead to the development of:

1 Summer schools
9 Specialised information and career days
1 Dissemination and outreach activities, such as EU Code Week

Type of action Coordination and spport actiongrant

Indicative budget EUR 6 million

Indicativecall planning First set of calls

Indicative duration of the action 24 months

Implementation Executive Agency HaDEA

Type of beneficiaries Technical universities, primary, secondary an(
vocational education and training organisations a

76 Digital Education Action Plan— Action 13 https:/education.ec.europa.eu/fodapics/digitateducation/action
plan/action13
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tertiary education and research organisations

Actions in 2024

The topics under chapter Advanced Digital Skills that may be supported in 2024 include:

1 Specialiseceducation programmes irkey capacity areas

Theseactiors will continue to increase and impravthe offer of education programmes and the
number of students specialised in key capacity ar@aslding on the experience of the previous
calls, trese actiors will address the latest initiatives to support the development and
deployment of key digital skills and capacities in digital technology areas, such as Al,
Cybersecurity, Extended reality, as other trans or multi-disciplinary areas, and their
applicaions in strategic sectorsThe ations will support the design and development of
excellent consortia delivering education programmes and nrai#giplinary coursesjointly
designed by universities from different Member States and associated countriethémgwith
excellence centres and businesses active in the domEiey will provide opportunities to
attract and retain the best talents worldwideboth students and teaching staff, by providing
financial support to students and equipping education ingiitns with related digital solutions,
equipment and infrastructure

Indicative type of actionLump sum grant

Indicative type of implementation: Executive agency HaDEA

Type of beneficiarieddigher education institutions, vocational education draining
institutions, research organisations and businesses.

9 Short term trainingscoursesin key capacity areas

Actions will target the digital skills development of people in the workforce, including workforce
in the private and public sector, but withparticular focus on SME staffhe EU has a significant
and systemic gap between market needs and what is offered in terms of skills related to
advanced digital technologie€onsidering the massive needs for reskilling and upskilling of the
EUworkforce, highquality and affordable opportunities need to be made available in digital
areas.The aim of this action is to give the possibility to the current workforce to access trainings
reflecting the latest developments in key capacity areas, suckybersecurity, Al and other
emerging technologiesThis action will build on the experience from the first WP awrgand

the existing offer of shortterm training courses for reskiling and upskilling.

Indicative type of actionSME support action
Indicative type of implementation: Executive agency HaDEA
Type of beneficiarief?ublic and private entitiegesearch and education institutions.

9 Digital skills and Jobs Platform

Digital Skills and Jobs Platform is the main point of information and serwicdsggital skills in
Europe. By providing additional funding, the Platform and the connected National Coalitions for
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digital skills will be able téurther develop andsignificantly improve the quality of content and
services they offer and become moreleeant for larger audiences, including for example
through interoperability with other relevant EU platforms such as Europ@iss. goal is to
expand the reach of the Platform and the National Coalitions to facilitate the active involvement
and contributionof further stakeholders of all relevant sectors at local, regional and national
level. The ultimate objective is to increase the level of digital skills across the European

population, boost the talent pool of digital experts and thus contribute to thgitBli Decade
targets.

Indicative type of action: Procurement
Indicative type of implementation: Executive agency HaDEA
Type of beneficiarieBusinesses, research and education institutions
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5 Accelerating the Best Use of Technologies

The roltout andbest use of digital capacities will focus on priority areas such as the support the
SMEs and public authorities in their digital transformation and will also provide resources to
activities started in previous programmes, for which the continuation of ifugpnés essential to avoid
disruption.

In 2023 the activities will be organised around five main strands:

9 Blockchain

1 Deployment of Public Services
1 Interoperable Europe

1 Justice and consumers

1 Confidence in digital transition

In addition, under this chapt the Digital Europe programme will also support the development of
consumerapplication addressing urgent needs in energy consumption.

Participation is open to all eligible entities as established by Article 18 of the Digital Europe
programme, in particlar public sector as well as private sector organisations, including SMEs, NGOs
and international organisations.

The overall budget for the topics includectiinis chapter is EUR 10&dllion for 2023.

5.1 Blockchain

Objective

The objective is tdurther develop, reinforce, pilot and deploy the European Blockchain Services
Infrastructure (EBSI) and its use cases, in cooperation with the European Blockchain Partnership
(EBPY regrouping all Member States, Norwaliechtenstein and Ukraine and potentially other
countries in future steps.

The period corresponds to a phase of expansion where the EBSI will implement at the same time a
version in production for full operation and exploitation of use cases; a versipredproduction as

a facility for services providers to pilot use cases before their upgrade into production; and an EBSI
lab for testing and preparing the integration of new solutions to reinforce EBSI overtime. This will
mobilise a high number of stakeli@rs and users leveraging the first EBSI production ready version
(starting to be exploited in production during the second semester of 2022) and will enrich the
initiative with new capacities for more demanding use cases.

7T The European Blockchain Partnership (EBP) currently regroups all Member States, Norway, Liechtenstein as member,
and Ukraine as olesver.

78



The objective is also to suppattie EBSinitiative, taking into account the potential creation of a
European Digital Infrastructure Consortium (EDIC), having the ambition of scaling up the EBSI and
the exploitation of its use cases, in synergy with other actions such as the impleinantétthe
European Blockchain regulatory sandbox and support to standardisation.

Scope
The funded activities will cover:

1 Support to the EBP and EBSI governance ammbésibleevolution towards an EDIChis is
provided through the Policy, Technicaldaother adhoc groups of the EBP working with the
Commission, taking into account the envisaged creation of an EDIC f&EEEBRand the
provision of transition measures. Activities will also address support to cooperation with
other initiatives (e.g., irthe context of international cooperation, of cooperation with
INATBZA, or other relevant initiatives);

T EBSI support services: These will include support to the uptake and operation of EBSI
(including helpdesk type activities3upport to standardisatioractivities; communication
and dissemination actions; support to acceptance and uptake by stakeholders and end
users; and support to any other specific actions like ethics or economic aspects that are
related to EBSI development and implementation;

1 EBSI Leg & Liability assessment and facilities: This will support the provision of services to
ensure that EBSI and its applications are designed and implemented in full compliance with
the EU regulatory framework; and that liability aspects are clarified waeoiting EBSI.

This work will be done in synergy with the EU regulatory sandbox activities;

1 Development and deployment of additional capacities, with potentially new protocols, new
nodes to provide for higher performances, meeting high standards ingesmsecurity,
privacy and data protection, interoperability and sustainability. This will concern the
implementation of different environments for production, ppeoduction, development
and testing, with the contribution of an increasing number of staltdérs in the EBSI
ecosystem;

1 Support to the development and implementation of more EBSI cross border use cases, in
line with EBP priorities, inoordination between EBP countries and the EC, with specific
development and deployment activities. These usses will exploit and require existing
and future capacities of EB8Iparticular focus would be to support the scale of the EBSI
trust model concerning verifiable credentials in multiple areas (education, social security,
mobility and others) it wouldoncerns as well track and trace applications in support of EU
policies.

Deliverables

Deliverables will include:

8 International Association for Trusted Blockchain Associatlutpé://inatba.org/
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1 Governance actions with the European Blockchain Partnership and the possible creation of a
European Digital Infrastructure Consortium (EDIC)

1 Updates of specifications, APIs, SW resources, tooling, documentation fof® EBSI
implementation of maintenance activities;

1 Strengthened EBSI support services for EBSI nodes operators and use cases actors;

1 Reinforcement of the EBSI ecosystems, withvreetors engaged in production and pilot
environments of EBSI through the EBSI early adopter programmes. Deliverables also include
also regular dedicated webinars, hackathon type of events, as well as promotion &

communication campaigns and the mobilisatiof stakeholders via multiple channels;

1 EBSI exploited as trust service for electronic ledgers.

Indicative budget EUR 10 million
Indicative time 2023

Indicative duration of the action

12-36 months

Implementation

European Commission

Type of beneficiaries

Not applicable

Action in 2024

The topic under section 5.1 Blockchain that may be supported in 2024 include continuation of EBSI

activities as described above

1 Continuation of operation and enhancement of EBSI capabilities and related support

services

This will concern the continuation and enhancement of EBSI capabilities and core activities to
continue the operation of EBSI networks (for testing, pilot-eduction and production) and

all the related support services, including technical, legal, operational and other services like
stakeholders management and communication activities. Deliverables will concern the

enhancement of EBSI capabilities for supporting more demanding use casthe andbilisation

of new stakeholders in the EBSI ecosystem.
Indicative type of action: Procurement

Indicative type of implementation: European Commission

Type of beneficiaries: Not applicable

7 They will be made available through the EBSI website and related repositatigsy//ec.europa.eu/digithuilding

blocks/wikis/display/EBSI/Home
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1 Continuation of projects exploiting EBSI capabilities and further support for use cases

This will concern a second batch of projects in support of cross border use cases exploiting EBSI
capabilities (The first batch is being launched via the Digitalfcarb s second cal | f o
via WP2022)Deliverables will concern the implementation of new use cases, mobilising new
stakeholdersn the EBSI ecosystem for the benefit of EU enterprises and citizens.

Indicative type of action: Simple grant

Indicatie type of implementation: HADEA

Type of beneficiaries: Private and public entities

5.2 Deployment of Public Services

The programme will advance the further digitalization of government and public administrations,
focusing on preparing a European Identiyd Trust Ecosystem, leveraging public procurement for
digitalisation and innovation, enhancing the interoperability of digital public service delivery, as well
as the digital transformation of justice.

5.2.1 European Digital Government Ecosystem

5.2.1.1 EuropearDigital Identity and Trust Ecosystem (Standards and Sample
Implementation)

Objective

The action aims to support the implementation of the European Digital identity and Trust Ecosystem
and manage the transition between the current and future frameworkpfementing or replacing

the current digital service infrastructure (elD) by the wallet framework. For this purpose, Member
States and other participants to the European Digital identity®iem shall be enabled to rely on

a set of specifications and ttsosupporting the implementation of the wallet, other identity means
and trust services.

Furthermore, in support of the new European Digi@déntity and Trust Ecosystem the following
digital service infrastructures for trust services in support of Eumopeross border digital

transactions will belefined, developed adjusted amdaintainedin cooperation with Member States
where necessarnyand appropriate for the purpose of supporting digital soluticasross policy

domai ns’ speci fiteropprabdityl®ydedsigny enabl i ng "in

1 The European Trust Services Ecosystem allowing companies, citizens and administrations to
validate European qualified trust service providexgpporting the governance of the elDAS
regulatory system

1 The elD component ensurifggal, organisational, semantic and technical interoperability for
digital operations that require crodsorder identity recognition as well as future frameworks
supplementing or replacing it.
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91 eDelivery as a standardmsed solution for safe and cryptogtapally secured data exchange
over the internet, which underpins much of the data exchange between Member States and/or
the Commission and Member States in multiple Domains.

9 eSignature maintaining the standartased approach for safe and cryptographicadecured
communication of intent in digital transactions. The library for electronic signatureuseé by
multiple European trust services leveraging the opportunities created by the eIDAS regulation.

1 eArchiving preserving data in an open, interopdealand sustainable way. In addition to
supporting actions from the previous WP, during this new period eArchiving will also review its
standards with stakeholders, create new specifications following the common data spaces
development, develop the curriaun of digital preservation skills to support capacity building,
establish an EU crodmrder network of digital preservation experts and deploy and promote
the new eArchiving certification initiative.

Scope

The action will cover the procurement of sengce support the implementation of the digital
service infrastructures and their governance for tharopean Digital identity Ecosysteffihis will
include advisory, technical and security consultancy services for digital identity and trust services,
solution design and implementation, interoperability and conformance tests, hosting and support
services as well as duc services.

Deliverables

For the European Digital Identity and Trust Ecosystem with a focus on eDelivery, eSignature, elD and
eArchiving:

1 Technical references, standards, components and solutions foEtiepean Digital Identity
and Trust Ecosystem

1 Updates of specifications, profiles, documentation and support and updated versions of
sample software implementation;

1 User manuals and releaseotes, implementation guidelines, governance and business
models

1 Stakeholder and community engagement strategies including communication via web pages
and social media for the promotion of the services;

Type of action Procurement
Indicative budget EUR20 million
Indicative time 2023

Indicative duration of the action 24 months
Implementation European Commission
Type of beneficiaries Not applicable
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5.2.1.2 Support to the implementation of the Once Only Technical System under the
Single Digital Gatewdgegulation
Objective

The objective of the topic is to support the implementation and launch of the Once Only Technical
System (OOTS) referred to in tBéngle Digital Gateway RegulatioieU) 2018/1724SDGR The
OOTS will enable the crebsrder automated exchange of evidence (documents and data) between
public administrations in the EU under the control of the user, effectivetyning an EU cross
domain and crossectorial data space where citizens and businesses will no longer have to supply
the same data to public authorities more than once.

The Commission adopted the technical specifications of the OOTS on 5 August 2022. These
specifications will have to be implemented by Member States. As a result, the OOTS will be a
distributed collection of systems enabling the sharing of information between the Online Portals of
Member States with the authentic data sources from all otheanhlber States. As such, supporting
Member States in adapting and connecting their portals with the OOTS is integral to the-iork
addition to creating the common services required for the mapping of evidence between Member
States and the identificationfahe appropriate data source in each Member State.

It is important to stress that businesses and citizens will continue to use the Online Portals of
Member States to launch administrative procedur@s. this end, the OOTS will create a general
purpose daa space for the public sector in Europe, which will be highly reusable and can be
expanded to additional sectors. In this line, the OOTS reuses and is tightly linked to the Building
Blocks funded by the Digital Europe Programme, in particular elD, eQeindreSignature. The use

of these Building Blocks is a specific requirement to the integration of Member States' systems into
the OOTS.

Scope

The action will build on the requirements stemming from the SDGR and its Commission
Implementing Regulation (E@P22/1463. The support will be provided using procurement and will
cover a range of activities enabling the development and launch of the OOTS and its core,
Commissiorprovided services, as well as services targeted to support Member States. These
different work strands can be described as the following:

Development of OOTS

91 Evolution of technical specifications set out in the Commission Implementing Regulation
(EV) 2022/1463;

1 Creation of the operational framework and operating model of the OOTS as sét the
Commission Implementing Regulati(iiU) 2022/1463

9 Creation of the Elide security framework of OOTS shared between Member States and
the Commission;

1 Support to the development effort of Member States up to thelige date of the OOTS with
a helpaesk, training, etc— special focus on compliance to security and interoperability
specifications of OOTS;
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1 Development and gtive of the OOTS Common Services to be provided by the Commission
to the Member States;

1 Identification and mapping of relevant ence in all Member States and moving it to ready
for exchange status;

1 Organisation of the sulgroups referred to in the Commission Implementing Regula(i€it)
2022/14630n the OOTS.

Outcome and deliverables

1 Refined Technical and Operational Specificajon

1 Operational framework and operating model of the OOTS;

1 UX Guidelines for eGov Portals and Preview Areas;

1 OOTS Security framework;

1 OOTS Testing Services;

1 OOTS Connectathon;

T OOTS Common Services;

1 Mapping of evidence among all Member States.
Type of action Procurement
Indicative budget 2023 7.5 million
Indicative time 2023
Indicative duration of the action 12 months
Implementation European Commission
Type of beneficiaries Not applicable

Support to the implementation of the Once Only Techn®atem under the Single Digital Gateway
Regulationis continued in 2024.

5.2.1.3 eProcurement and elnvoicing
Objective

With 13.6% of the GDP (around €2 trillion per
administration is unparalleled. Public buyeere therefore key to make purchases more
economically, ecologically, innovative and social. This action on digital procurement (eProcurement)
is therefore necessary to continue to make procurement and all its phases (planning, procurement,
ordering, invoiing and payment) more efficient. This action will:

9 Assess and support the implementation of digital public procurement in Member States
1 Enhance certain tools and initiatives like elnvoicing, eFamaseCertis

9 Support the overall interoperability in thgomain

1 Ensure alignment with EU key policies, like the Green Deal
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1 Monitor the overall development of Digital Procurement in the EU andBEdrcountries.

elnvoicingis a very important topic in the domain of digital procurement. The European elnvoicing
policy has started in 2014 with the adoption
public procurement”. Due t o tldaeto marketdéragmentatipn, o f
the Directive has foreseen the adoption of a common European Standard to allow the consolidation
of a Digital Single MarketSince 2014, almost 10 years after, the market situation for elnvoicing
changed substantially as elviging is now broadly used in B2B and B2G, in Europe and worldwide.
Two major developments changed the landscape: at EU level, the Member states developed fiscal
policies based on elnvoicing, in a AHearmonized manner. On the other hand, the European
stardard has known an international outspread, several governments having adopted a solution
based on the European standard with Singapore, Australia, Egypt, Malaysia, and others preparing to
do so too. In the light of these changes, the highkel objective 8EU level is the harmonization of
national policies and technical solutions:

f

Scope

Support the evolution of the EU elnvoicing standard, aiming to ensure alignment with other
European Commission policies on elnvoicing, especially the one developed by DG TAXUD in
the legislative proposal on 'VAT in the Digital Agéonditioned upon its adoption)
respectively on tax reporting;

Push for the harmonization of national policies to stimulate the tageof elnvoicing in
Europe and the deployment of interoperable ahdrmonized services and solutions in the
EU, taking into account the technical solution to be rolbed for VAT reporting and
technology developments in the financial supply chain.

Two working strands will be supported:

1.

T

ForeProcurement

Bilateralmeetings with Member States to assess and support them in the domain of Digital
Procurement

Workshops on topics like eForms and eCertis to enhance collaboration with Member States
Support the evolutive maintenance of the toolset used in public procurenterachieve
better interoperability (like eCertisand eForms).

Forelnvoicing

Monitor the evolution and ensure the harmonized update of the European elnvoicing
Standard. The European Standard and its updated versions are developed by CEN and are
subsequenty published by the Commission in the OJEU to form the basis of a European
Policy on elnvoicing. Technical updates are needed due to the technological evolution. On

80 Proposal for a COUNCIL DIRECTIVE amending Directive 2006/112/EC as regards VAT rules for the dggital
https://eutlex.europa.eu/legatontent/EN/TXT/?uri=CELEX%3A52022PC0701
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the other hand, alignment with other Commission policies under development is needed, as
currently with TAXUD policies

1 Support TAXUD with policy and technical expertise in developing a common European
elnvoicing solution for VAT reporting in the Member States

1 Support the buileup of digital capacities of the Member States for elnvoicing, wincturn,
will help their businesses access international markets, in a context where the European
standard or similar solutions are developed in different €l countries.

Deliverables

1. ForeProcurement

1 Updated documentation from all Member States on homdigital Procurement is
implemented

1 Documentation from Workshops

1 Enhanced toolset like eCertis, and eForms that will be more integrated.

2. Forelnvoicing

1 Publishing an updated European elnvoicing Standard, incorporating changes linked to all
recentdevelopments in the domain of elnvoicing.

1 Harmonization between EU policies, market (B2B) developments, technical solutions (which
will implement the European Standard) and the B2G aspect from the Directive 2014/55/EU
on electronic invoicing in publrocurement.

Indicative budget EUR 3 million
Indicative time 20232024

Indicative duration of the action 24 months
Implementation European Commission
Type of beneficiaries Not applicable

Actions in 2024

The topics under section 5.2.1 European Digital Government Ecosystem that may be supported in
2024 include:

1 Further improvement of the European Digital Identity Wallet

Objective is tawupportthe implementation of the European Digital identity and Trust Ecosystem
and manage the transition between the current and future frameworks supplementing or
replacing the current digital service infrastructure (elD) by the wallet framewArkong

expected results are technical references, standards, components and solutions for the
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European Digital Identity and Trust Ecosystempdates of specifications, profiles,
documentation and support and updated versions of sample software implementatier,
manuak and release notes, implementation guidelines, governance and business models and
stakeholder and community engagement strategies including communication via web pages and
social media for the promotion of the services;

Indicative type of action: Procuresnt
Indicative type of implementation: European Commission
Type of beneficiaries: Not applicable

9 Continuation of the LargeScale Pilots and further support for use cases

Expected outcome is to develop large scale pilots to test the deployment &ulmpean Digital
Identity Walllet in priority use cases, deploying the European Digital Identity Wallet in national
elD ecosystems by Member States. Successful implementation of the revised elDAS regulatory
framework by public and private sector service ders to exchange digital identity credentials

in several Member States.

Indicative type of actionSimple Grant

Indicative type of implementation: European Commission

Type of beneficiaries: Private persons, private companies, public bodies

Obijectiveof this action is tasupportthe implementation of the European Digital identity and
Trust Ecosystem and manage the transition between the current and future frameworks
supplementing or replacing the current digital service infrastructure (elD) by the wallet
framework.

5.2.2 Interoperable Europelnteroperability for the Public Sector

Europe has set the goal of 100% key digital public services online by 2030 as part of the digitalisation

of public services. This is one of the four pil
To reach this goal, the pace of digital trasrsfiation and delivery of digital public services needs to
increase. Digital public services that are interoperable, open and fair and that foster innovation, in

line with EU core values and standards are important instruments for creating the digita singl
market and ensuring a strengthened digital sovereignty. Interoperability of administrations,
processes, services and data plays a central role in this endeavour. It helps build resilient digital
public administrations that can deliver public services tfigan borders and sectors across the EU,
allowing to safely share data, stay connecgeul create innovative services

Thelnteroperable Europeactionaims to establish and support a renewed interoperability strategy
that will ensure the development of t@roperable transEuropean digital public services by
strengthening crosborder interoperability of network and information systems and solutions which
are used to provide or manage public services in the EU, establishing common rules and a
framework forcoordination of public sector interoperability. The current topic activities are based
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on the recommendation® expressed by th Expert Group on Interoperability of European Public

Service®, which paved the way for the proposal for a regulatioteroperable Europe A%

5.2.2.1 Interoperable Europe Policy Support

Under this WP, the European Commission will ensure theiself the various elements pointed out
in the interopeable Europe policy strategy.

The Interoperable Europe action will continue to deliver on the interoperability projects launched in
the first Digital Europe WP 202D22 and expand them.

Objective

The following objectives will be pursued:

1 Provide European public sector entities with commonly accepted and recommended cross

border and crossector interoperability, concepts, frameworks, solutions, services and
standards;

1 Ensure EU poliemaking is digitateady and interoperabkdy-default, facilitating policy

implementation, and improving access to and operation of public services;

Support Public sector policy makers, administrators and IT experts/practitioners with the

capacities and training on commonly accepted interoperability prinsjp®ncepts and

solutions/standards; and,

1 Support an effective structured cooperation to drive an interoperable, digital by default
approach in public administrations across Europe and support the implementation of the
European Interoperability Framewodnd preparatory actions for thinteroperable Europe
Act;

Scope

The Interoperable Europe action will focus on the following areas:

1

Interoperable Europe oversight: this work strand will support the governance of the
Interoperable Europe action. The curtepolicy framework of notbinding interoperability
cooperation, around the voluntariguropean Interoperaibty Framework (EIF¥ is no longer fit

for addressing the needs of Member States practitioners and policymakers. Therefore, the
innovative framework put forward in the proposal for a regulatiotihe Interoperable Europe
Act - is very much needed to mowe gear up in terms of coordination and implementation on
the ground. Interoperability activities funded undeigital Europe Programmaill:

81 https://ec.europa.eu/transparency/exoeopsregister/core/api/front/expertGroupAddtitionallinfo/43164/download

82

Interoperability of European Public Services (E03714)ttps://ec.europa.eu/transparency/exgeolps

register/screen/expegroups/consult?lang=en&grouplD=3714

83 Interoperable Europe Adbttps:/commission.europa.eu/publications/interoperablepeactproposal_en
84European Interoperability Framework (EIF)

https://joinup.ec.europa.eultaxtion/nifo-nationatinteroperabilityframeworkobservatory/europeanteroperability

frameworkdetail
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0 Support the structured cooperation mechanism proposed by the Interoperable Europe
Act, as well as existing struces (e.g.|nteroperability expert group

0o Engage Member States, at all levels of administratidre right mechanisms should be
implemented to enable continuous feedback from Member States and to ensure that
the solutions delivered rightly address their evolving needs.

1 Interoperable Europe Catalogue: Interoperability is an enabler of digital transtoyn in
European public administrations. To do so one needs a catalogue of reusable solutions, technical
specifications and standards to assist public administrations with implementation of
interoperability on the ground as well as a methodology and gjuids focused on increasing
reusability of public sector digital solutions.

1 Interoperable Europe Competency Hub: expanding the pgiglatorinteroperability knowledge
base and its various aspects, such as innovation, adoption of open source, capddihg
policy, and modernisation of public services are an essential element to support the practical
implementation of the Interoperable Europe policy, through all interoperability layers by
conducting studiesassessing R&l results, including from HoriZ920 and Horizon Europe
identifying best practices, running observatories as well as monitoring activities.

1 Semantic interoperability: it is paramount to ensure seamless data flows across domains and
borders. New major EU digitalisation policies like Data Governance and Data Act and the
high value datasets will need support to agree on common semantic interoperability
specifications to ensure data portability and reusabilifjhe Interoperable Europe action will
provideconsultancy and expertidge the Data Spaces Support Centre and specific sectorial
dataspaces to ensure a minimum level of semantic harmonisation across sebtersber
States also need to develop strong data semantic capabilities to implement national and EU
digitalisation policies.

1 Digital Ready Polidylaking: this work area aims to strengthen links between patiaking and
the digital implementation of suchqgticies as well as to promote the needed cultural shift
towards multidisciplinary teamwork-t h u s mo v e ahead Europe’ s di
Creation and running of théigitatready policy making communifyof stakeholders from the
European, national, regional or local administrations as well as from academia, businesses or the
general public.

1 Space for innovation: emerging digitakchnologies are transforming society in an
unprecedented way and enable further innovation in the shape of new products and services
but also in terms of new ways of interaction when it comes to public services. It is essential to
better understand andlevelop knowledge around the challenges posed by these technologies,
identify best practices as well as pitfalls. Part of the challenges posed by emerging technologies,
interoperability issues are a key challenge which need to be addressed at an eaglyosta@id
further fragmentation and allow an easy and effective sharing and reuse of solutions.

Deliverables

85 Digital-ready Policymaking https:/joinup.ec.europa.eu/collection/bettegislationsmoothesimplementation/digital
readypolicymaking
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Blueprint evision of the European Interoperability Framework as the main reference
instrument for ensuring public sector interoperability;

An Interoperability assessment methodology, as well as a process to run mandatory
Interoperability assessments, as well as updated and improved assessment tools;

New effective and aligned monitoring method to check interoperability uptake, impact
and gaps;

Futher development of monitoring and reporting activities on digital public
administration and interoperability (National Interoperability Framework Observéipry
factsheets and state of play reports, according to the new policy;

A catalogue of reusableteroperability solutions aligned with the business needs of the
new Interoperable Europe policy;

Development of tools for the analysis of requirements, design of services, assessment of
standards and specifications as well as services for interoperabdiligation and
conformance testing;

Further development of the Joinup collaborative platform by reinforcing it into a
comprehensive catalogue to gather essential information on the existing and future
interoperability products, which could be clustered bype of issues occurring at
national/local level;

Further development of theDpen Source Observatory Knowledge Ceftveth new
thematic areas;

Further deelopment of the Interoperable Europe Acadetfhwp offer additional training
activities;

Semantic interoperability (SEMIC assets) integration into horizontal actions such as data
spaces and high value datasets, Once Only Technical System, EBSI, Europiass and
European Learning Model etc. thus making them part of the corresponding
infrastructure;

Reports and studies on how emerging technologies conjunction with semantic
models— can be used to improve digital service delivery and run proof of conceps (
Artificial intelligence, Natural Language Processing, chatbots);

Further development of theDbservatory of Digital Innovative Public Senités.g.,
landscaping actities, exchanging best practices and knowledge, and provide policy
recommendations to Member States).

86 National Interoperabity Framework Observatoryhttps:/joinup.ec.europa.eu/collection/nifationatinteroperability

frameworkobservatory
Source ObservatoryKnowledge Centre https://joinup.ec.europa.eu/collection/opssurceobservatory
osor/knowledgeentre
88 Interoperable Europe Academy, https://joinup.empa.eu/collection/digitaskills-public-sector/solution/interoperable
europeacademy

89 Observatory of Digital Innovative Public Servica#tps://joinup.ec.europa.eu/coltem/innovativepublic-services
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Type of action Procurement
Indicative budget EUR 21.fillion
Indicative time 2023

Indicative duration of the action 18 to 24 months
Implementation European Commission
Type of beneficiaries Not applicable

The hteroperable Europe policy suppddpic is continued in 2024.

Action in 2024

The topics under section 5.2.2 Interoperable Europe that may be supported in 2024 include:

1 Interoperable Europe: GovTech Incubator

An EU Framework partnership agreement (FPA) was established to support an EU GovTech
Incubator for 4 years. As part of the previous wprkgramme a first specific Grant Agreement

will implement actions during therkt two years. The main objective will be to implement the
action plan established in the FPAhe expected results would be establishimpovative
interoperability solutions and lessons learned from experimentation.

Indicative type of action: Specific Grant Agreement
Indicative type of implementation: European Commission
Type of beneficiaries: All beneficiaries

5.2.3 TransEuropean Services for Telematics between Administrations (TESTA)

Objective

This action aims to ense continuity of the TEST#g communication network services until its
migration to the next generation, the Ed¢cured Paituropean backbone network.

Scope

This action covers the delivery of core services, and the core backbone to serve the 27 EU Member
States, 2 EFTA Countries and 2 acceding Countries as well all European Institutions and European
Agencies and Joint Undertakings.

Deliverables
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Secure and reliable communication network services (TE8YAddressed to the 27 EU Member
States, 2 EFT8ountries and 2 acceding Countries as well all European Institutions and European
Agencies and Joint Undertakings.

Type of action Procurement
Indicative Budget for 2023 EUR 8 million
Indicative time 2023

Indicative duration of the action 24 months
Implementation European Commission

Support to TESTA is continued in 2024.

5.2.4 Justice and Consumers

In the area of justice and consumer protection, the activities foreseen for 2023 and 2024thader
Digital Europe Programmewill primarily focus on ensuring the continued development,
maintenance, operation and overall sustainability of all sectoral IT solutions developed/maintained
in the period 2023120220r in previous years.

5.2.4.1 Core EU Justice and Consumers IT Systems

Objective

For 2023, the objective under this topic is to continue ensuring the maintenance and evolutive
development of the core EU IT systems in the justice and consumers area. In particular, this would
cover the maintenance of the-Bvidence Digital ERange System (eEDES), the European Central
Platform (ECP) which includes the Business Registers Interconnectiorf’(BRISShe Beneficial
Ownership Registers Interconnection System (BORTS}ystems, the ODR system, and the crypto
tool used in the contet of European elections (actions already financed under WP-2022).

Scope

% Directive 2012/17/EU, now codified in Directive 2017/1132, requires the Commission to operate BRIS. The system
provides two main functionalities: the exchange of messages between business registers relatelol@rossnches
and crossborder operations, and the provision of company information through BRIS for the users of the European e
Justice Portal. Directive (EU) 2019/1151 and Directive (EU) 2019/2121 require BRIS to provide additional company
information free 6 charge (e.g., on crodsrder operations), and to allow further exchanges of information between
registers, e.g. on crod®rder conversions and divisions.

91 Directive (EU) 2015/849, as amended by Directive (EU) 2018/843, requires the Commission, asch@BR1 to ensure
the EUwide interconnection of national beneficial ownership registers for corporate and other legal entities; Central
registers should be interconnected via the European Central Platform and certain types of information contained there
should be accessible to members of the general public. Due to unforeseeable delays the date for the interconnection of
national beneficial ownership registers for corporate and other legal entities has been extended until 31 October 2021.
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The eEDES platform would be maintained and supported in 2023 with regard to the use cases it
already enables (digital exchange of European Investigation Orders (EIOs) and Megah
Assistance (MLA) requests and documents). Moreover, as the eEDES system will become the de
facto userfacing component in the comprehensive digitalisation of 23 cbmssger procedures in

the area of EU civil, commercial and criminal mafiefs.g.the European Arrest WarranEuropean
Payment Order and othgrhorizontal requirements and improvements to the system in that context

will also fall within the scope of this action. In 2023, the specifications for extending the eEDES
platform to new leghinstruments in criminal matters should be started.

Secondly, financingom the Digital Europe Programnveill ensure the sustainability of the ECP in
2023. In particular, the programme will ensure the operation and evolutive maintenance of the ECP,
which includes the BRIS and BORIS IT systems. Among the new functionalities that will be introduced
for BRIS, are those required by new Directives, e.g., on Company Law (Directive (EU) 2819/1151
and Directive (EU) 2019/21%) and on antimoney laundering (Déctive (EU) 2015/849. Funding

will also cover the design, development, testing and maintenance of a decentralised payment
system for BRIS and further communication and stakeholder engagement activities, where needed.

The ODR digital service infrastru@uand ODR functionalities will be maintained to facilitate
consumer redress and dispute resolution.

The EP Crypto tool will be maintained and supported in 2023. The tool will be subject to test
campaigns and updates in the view of preparation of the redetimt will be used in the 2024
European Parliament elections.

Deliverables

1 Analytical and design activities;

1 Operational management, corrective and evolutive maintenance;

9 Stakeholder management and outreach activities;

1 Software outputs and source code;

1 Implementation documentation (e.g. interface specifications, data models, use cases,
architectural documents..);

9 Other project artefacts;

1 Enduser documentation and support.

Type of action Procurement
Indicative budget EUR 4 million
92Cf.subtopic “Digitalisation of judicial cooperation in civil, ¢

9 Directive (EU) 2019/1151 of the European Parliament and of the Council of 20 June 2019 amending Directive (EU)
2017/1132 as regards the use of digital tools and pres@ssompany lawdJ L 186, 11.7.2019, p. 8004).

94 Directive (EU) 2019/2121 of the European Parliament and of the Council of 27 November 2019 amending Directive (EU)
2017/1132 as regards crdssrder conversions, mergers and divisi¢@s L 321, 12.12@19, p. 144).

9 Directive (EU) 2015/849 of the European Parliament and of the Council of 20 May 2015 on the prevention of the use of
the financial system for the purposes of money laundering or terrorist financing, amending Regulation (EU) No 648/2012
of the European Parliament and of the Council, and repealing Directive 2005/60/EC of the European Parliament and of
the Council and Commission Directive 2006/70/8% L 141, 5.6.2015, p. 7317).
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Indicative time 2023

Indicative duration of the action 12 months
Implementation European Commission
Type of beneficiaries Individuals, businesses (including SMEs), pu

authorities (including members of the judiciary), leg
practitioners, and public and private dise
resolution bodies.

5.2.4.2 Digitalisation of Service of Documents and Taking of Evidence in Civil and
Commercial Matters

Objective

The obijective is to ensure the development of the decentralised IT system established in the context
of Service of Documerffsand Taking of Evidentdrecast) regulations (action started under WR 21
22).

Scope

Complete the development of a first version of the system (focussed on critical functionality and
main workflows) for the Member States to provide feedback on, and adctmmnthe upcoming
change requests and system improvements during 2023, with the goal of having a mature system
ready by the end of 2024.

Deliverables

1 Software outputs and source code;

1 Implementation documentation (e.g. interface specifications, data nedede cases,
architectural documents..);

9 Other project artefacts;

1 Enduser documentation and support.

Type of action Procurement

Indicative budget EUR 1 million

Indicative time 2023

Indicative duration of the action 12 months

Implementation EuropeanCommission

Type of beneficiaries Individuals, businesses (including SMEs), pu

9% Regulation (EU) 2020/1784 of the European Parliament ankeo€ouncil of 25 November 2020 on the service in the
Member States of judicial and extrajudicial documents in civil or commercial matters (service of documents) (recast).

97 Regulation (EU) 2020/1783 of the European Parliament and of the Council of 2Bb&Ev2020 on cooperation between
the courts of the Member States in the taking of evidence in civil or commercial matters (taking of evidence) (recast).
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authorities (including members of the judiciary),
well as other legal practitioners.

5.2.4.3 Digitalisation of Judicial Cooperation in Civil, Commercial and Criminal
Matters

Objective

The objective of the 1 December 2021 Commission proposal on the digitalisation of judicial
cooperation and access to justice in crbssder civil, commercial and criminal mattétss to
improve the efficiency of crodsorder judicial cooperation and remove barriers to access to justice
in a crosshorder context. Inter alia, this will be achieved by: 1) mandating the use of digital
communication channel between competent national taarities and 2) enabling electronic
communication between natural/legal persons and the competent authoritise digitalisation of
judicial cooperation procedures will be implemented progressively, starting with the digitalisation of
a first batch of ize legal acts in civil, commercial and criminal matfer§he Commission will
develop a reference implementation software (based on eEDES) for the procedures under these five
legal acts, which Member States may choose to deploy instead of developingotireinational
backend systems.

Scope

The Commission will adopt the first Implementing act establishing a decentralised IT system for the
exchange of communication between competent authorities falling under the scope of the five legal

acts mentioned abaw. In this context, in 2023 the programme will finance the elaboration of
stakeholder and technical requirements (including on interoperability), setting up the architectural
blueprint of the decentralised IT system (including the reference implementataftware) and
commence software development activities toward:
will also include the definition of a common interface for the payment of statutory court fees and

the necessary adaptations on the Europeadustce Portal, which will serve as an-Eyel access

point allowing citizens and businesses to file claims and communicate with judicial and other
competent authorities.

98 Proposal for a REGULATION OF THE EUROPEAN PARLIAMENT AND OF THE COUNCIL on the digitalisation of
judicial cooperation and access to justice in ctmmsler civil, commercial and criminal matters, and amending certain
acts in the field of judicial cooperation COM(2021) 759 finalhttps://eurlex.europa.eu/legal
content/EN/TXT/?uri=CELEX%3A52021PC0759

9 These concern the digitalisation of the following instruments: Regulation (EC) No 1896/2(h@6fropean Parliament
and of the Council of 12 December 2006 creating a European order for payment procedure, Regulation (EC) No
861/2007 of the European Parliament and of the Council of 11 July 2007 establishing a European Small Claims
Procedure,Councl Framework Decision 2002/584/JHA of 13 June 2002 on the European arrest warrant and the
surrender procedures between Member St&teancil Framework Decision 2008/909/JHA of 27 November 2008 on the
application of the principle of mutual recognition tag@ments in criminal matters imposing custodial sentences or
measures involving deprivation of liberty for the purpose of their enforcement in the European Union and Directive
2014/41/EU of the European Parliament and of the Council of 3 April 2014 regdhdirEuropean Investigation Order
in criminal matters.
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Deliverables

1 In the context of the preparatory work for the first implementing act, aivg the five
instruments mentioned abovedefined technical requirements and specifications, including
information security objectives and standards;

1 Reference implementation software supporting the five judicial procedures mentioned
above);

1 Definition d a common interface for electronic payment of fees in the context of the Small
Claims and European order for payment procedures on the Europdastiee Portal.

Indicative budget EUR 0.7 million

Indicative time 2023

Indicative duration of the action 12 months

Implementation European Commission

Type of beneficiaries Individuals, businesses (including SMEs), pu
authorities (including members of the judiciary),
well as other legal practitioners.

5.2.4.4 Common Platfon for Online Investigations and Law Enforcement (EU elLab)
Objective

Provide for the maintenance of the EU elLab central platform and support activities to consumer
protection and product safety market surveillance authorities (action started under \WRR1

Scope

The scope of action in 2023 would be on:

a) Ensuring access to eLab of all participating authorities (onboarding started in 2022);

b) Maintenance of the secure, performant and usgendly infrastructure, allowing detection of
malpractices andollection of evidence to the highest level of integrity;

c) Tools (commercial and open source) to streamline the investigative process -angdpétt to
detecting malpractices online.

Deliverables

1 Deployment of licenced commercial tools or oggvurce tods, customisation outputand
custom development, where approprigte

9 Other project artefacts;

1 Enduser documentation and support.
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Type of action Procurement
Indicative budget EUR 0.9 million
Indicative time 2023

Indicative duration of the action 12 months
Implementation European Commission
Type of beneficiaries Not applicable
Actionsin 2024

The actions under section 52 Justice and Consumers in 2024 may include:

1 Continuation of the work on the activities listed under 5.2.4 Justice and @misin the
Work Programme for 2023.

1 Another objective is to start thdevelopment ofthe Joint Investigation Teams collaboration
platform (JITs CPyonditioned upon the adoptiorof the Commission proposal for a
Regulation establishing a collaboration platform to support the functioning of joint
investigation teams and amending Regulation (EU) 2018/728s this system will be
developed by etLISA, a contribution agreement with thfegency would be required. The
key activities to be carried out in 2024 would concern the analysis and design phases of the
project;

1 With regard to the EP crypto tool, them is thatthe File Exchange Service be updated
meet the needs of the 2024 ERections, and support to Member States provided during the
electoral period;

T In the field of consumer protection and dispute resolution, one action and objective is the
introduction of additional online consumer redresBinctionalities for consumers, trads
and alternative dispute resolution (ADR) entities from 2024 forward, basedl rewision of
the EU legislative framework with the aim to improve the enforcement of the consumer law
(2023 Commission Work Programitie

Indicative type of action: Procureant and contribution agreement with eulSA

Indicative type of implementation: European Commission ant|SA

Type of beneficiaries: Individuals, businesses (including SMESs), public authorities (including
members of the judiciary), legal practitioners, &ell as public and private dispute resolution
bodies.

100 proposal for a REGULATION OF THE EUROPEAN PARLIAMENT AND OF THE COUNCIL establishing a
collaboration platform to support the functioning of Joint Investigation Teams and amending Regulation UjZ8)1
, COM(2021) 756 finalhttps://eutlex.europa.eu/legal
content/EN/TXT/?uri=CELEX%3A52021PC0756&qid=1671103025366

101 Commission work programmed23 https://commission.europa.eu/stratapcuments/commissiework-
programme/commissiework-programme2023_en
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5.3 Confidence in Digital Transformation

5.3.1 Safer Internet

Making the internet a safer environment for children and young people is a priority of the EU. Since
2012 theBetter Internet for KidgBIK strategy has played a key role in influencing child online
protection and empowerment at European, national and international lelUké updated strategy

for a better internet for kids (BIK+), adopted in May 282 2will ensure that children are protected,
respected and empowered online in the new Digital Decade.

The EU cdunded network of Safer Internet Centres (SICs) and thefuBtled portal
betterinternetforkids.eu, the hub for child online safety, are key for the implementation of BIK+ in
the Member Statesrad at European level.

Children create, play and interact online from an eyeunger age, using digital technologies for
education, entertainment, social contact and participation in society.

Besides opportunities, harmful and illegal content, condudntacts and consumer risks are
frequently present for children online. Digital services, from social media to interactive games, can
expose children to risks such as unsuitable content, bullying, grooming, child sexual abuse,
radicalisation or privacy vialions. The COVIR9 pandemic highlighted the benefits of digital
technology but also the crucial need for digital skills and competences including media literacy for all
children.

Children can actively use technology to express themselves and influemceottd around them.
Children should be listened to more and included in the development and evaluation of digital
products and services and digital policies.

5.3.1.1 Network of Safer Internet Centres (SICs)
Objective

The objective of the topic is to continue soipport national SICs which may be composed of one or
more NGOs, government bodies/agencies, private sector organisations in providing online safety
information, educational resources, public awareness tools and counselling and reporting services
(through dedicated helplines and hotlines) for young people, teachers, and parents. The activities
performed by the SICs will help minors to tackle online risks and to become -iteth¢e, resilient,

digital citizens, and will allow citizens to anonymously répmline child sexual abuse material
(CSAM).

To reach all children, the Safer Internet Centres will pay particular attention to children with special
or specific needs, including those from disadvantaged and vulnerable backgrounds.

102 COMMUNICATION FROM THE COMMISSION TO THE EUROPEAN PARLIAMENT, THE COUNCIL, THE
EUROPEAN ECONOMIC AND SOCIAL COMMITTEE AND THE COMMITTEE OF TH REGIONS A Digital
Decade for children and youth: the new European strategy for a better internet for kids, (Bttgs)/eur
lex.europa.eu/legaiontent/EN/TXT/?uri=CONR022:212:FIN
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Scope

The funding wilensure the continuation of the wedlstablished European network of national SICs,
by enabling the awarded consortia to provide at least:

1 A centre for raising awareness among children, parents/carers, teachers and educators as
well as other relevant prefssionals working with children about online opportunities and
risks for the under 18s. The focus will be to identify and address:

o0 specific and general emerging risks (e.g. new apps and games, but also Al, virtual,
augmented and extended reality, the intet of things and other technological
changes raising new social and ethical challenges that impact children)

o issues such as mental and physical health risks related to the use of technologies
(e.g. seHharm, cyberbullying, risky online challenges, potion of eating
disorders);

o risks facing children as young consumers (euglges to spend moneywggressive
marketing strategies, lootboxes) on whispecific attention will be paid.

1 A helpline to give advice and support to parents and children on igsleged to children's
use of digital technologies and services; to strengthen support to victims of cyberbullying,
closer cooperation with the nation&hild Helplinel16111 service is required.

1 A hotline for tackling CSAM (i.e., receiving, analysing, arocessing reports of such
material). Closer cooperation with law enforcement and the private sector should be further
explored in the context of the EU strategy for a more effective fight against child sexual
abuse and the proposed new legislation.

1 A yauth panel to engage directly with children from different demographic groups, including
the organisation of regular youth participation activities, allowing them to express their
views and pool their knowledge and experience of using online technologiksjuate
turnover and an open selection of participants is required.

SICs shall strengthen their support to children in vulnerable situations (such as children with
disabilities, children from a minority, racial or ethnic background, refugee childredrexhiin care,
LGBTQI+ children, as well as children from a disadvantagedesmmziomic background, who all may
face additional challenges in the digital environment). For example, to address the digital divide,
they should offer norformal education andraining to these groups and communities.

In addition, SICs will:

T support the monitoring of the i mpacbeingf t he
in cooperation with the BIK platform,

1 support the implementation of relevant EU strategies,

1 promote the distribution of relevant online training modules (MOOCSs) for teachers
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1 expand the role of BIK Youth Ambassadors and BIK Youth Panels to supped-peer

activities at national, regional and local level

provide trustworthy resources for andarry out campaigns targeting children, parents,
carers and teachers, educators and other relevant contacts working with children (e.g. sports

coaches, club l eaders). Training on children
initiatives to crat e a stronger awareness that chil dr
offline, as stipulated by UN General Comment No(2502 1) on chil dren’”s r

to the digital environment (CRC/C/GC/25)

Deliverables

National SICs as a os®p-shop for eliable and agappropriate information.

Digital literacy in Member States and associated countries in formal and informal education
settings(e.g., youth participation activities, workshops, classroom visits, competitions, peer
to peer activities).

Suppot to parents, carers, teachers, educators and other professionals working with
children to better understand the risks and opportunities of children accessing digital
content and services (e.g., information sessions, train the trainers programmes, and onli
and offline material).

Timely information to local, national, and European actors on emerging risks through the
helpline service

Access to resources and services by public authorities, including law enforcement agencies,
and exchanges with hotline awyals to develop better preventive measures and to remove
online child sexual abuse material (CSAM)

Increased cooperation of the private sector with the SICs, including those recognised in the

future as “trusted flaggers” to assist the
harmful and illegal content.

Type of action Simple grant

Indicative budget EUR 1@ million

Indicativecall planning

First set of calls

Indicative duration of the action

18 months

Implementation

Executive Agency HaDEA

Type of beneficiaries

All entities

5.3.1.2
(CSAM)°

Objective

The obijective of this topic is to tackle the dissemination of online child sexual abuse material (CSAM)
through the maintenance of an IT system that enables the cooperation of the network of INHOPE

hotlines, thus contributing to the swift removal of sutlegal material.

IT system supporting the removal of online childadebuse material
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Scope

The funding will cover the maintenance of the IT tool that supports the -béfate reporting
functionalities of the hotlines hosted by the SICs. The tool facilitates also the collaboration with law
enforcement agencies and relevaprivate sector stakeholders (e.g., hosting digital services). The
tool must enable a secure environment for gathering, checking, and sharing reports of potential
CSAM to support the hotlines' capability and capacity to analyse, identify, and removiletad i
online content.

Outcomes and deliverables

The funding will deliver an operational IT tool supporting the INHOPE hotlines to identify, track, and
remove CSAM.

Type of action Coordination andsupport action grant (100% funding
rate) to identified beneficiary according to Financ
Regulation article 195 (f). INHOPE is the ¢
organisation in the EU that has the competence
manage the IT tool which is used by the natio
hotlines (supported by DIGITAL grant®) handle
reports of potential online child sexual abuse mate
(CSAM) . Legal name -aTha
International Associ at
Spuistraat 139F, 1012 SV Amsterdam,
Netherlands

Indicative budget EUR 0,5 million

Indicatve call planning First set of calls

Indicative duration of the action 24 months

Implementation European Commission

Type of beneficiaries Identified beneficiary INHOPE
Action in 2024

Thetopics unde section 5.3.1 Safer Internet in 2024 mayclude:

9 Better Internet for Kids (BIK) platformg EU coordination

Action will continue to coordinate and support at EU level the national child online safety
activities of the Safer Internet Centres (SICs) through a central hub: the Better Internet for
Kids platform. The platform will continue to provide access to a set of online tools, resources
and services for the general public and for professionals dealing with child online safety.

Indicative type of action: Procurement
Indicative type ofmplementation: European Commission
Type of beneficiaries: All entities
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5.3.2 European Digital Media Observatory

Objective

The European Digital Media Observatory (EDMO) has been created with the aim of supporting an
independent multidisciplinary community ttackle the phenomenon of disinformation. EDMO is
composed of a central platform and governance which support and coordinate the work of the
EDMO national/multinational hubs.

The objective of this topic is to finance the work of independent national /matitbnal hubs for
analysis of digital media ecosystems in order to ensure the coverage of geographical areas covered
by the EDMO hubs for which the funding is ending at the end of 2023 and in 2024.

A national/multinational hub involves organisations aetim one or several Member State(s), that

will provide specific knowledge of local information environments so as to strengthen the detection
and analysis of disinformation campaigns, improve public awareness, and design effective responses
relevant for naional audiences. The activities of the hubs should be independent from any public
authority.

These national/multinational centres will focus their activities on emerging digital media
vulnerabilities and disinformation campaigns, which are of speciavaal®e within the territory
and/or linguistic area in which they will operate. Multinational hubs will cover more than one
Member State with similar media ecosystems within an EU region

Scope
Support will be provided to:

1 Support the operations of an indepdent national or multinational hubs pulling together a
national/multinational multidisciplinary community composed of academic researchers,
fact-checkers, opessource investigation organisations, media practitioners and other
relevant stakeholders in ot to create a network capable of quickly detecting and
analysing disinformation campaigns, as well as producing content to support national and
local media and inform about regarding emerging harmful disinformation campaigns. They
will work in cooperatio with EDMO and contribute to its activities providing fabecks,
media literacy materials, scientific articles, surveys on disinformation trends, situational
analyses and assessments of onl i ne-relpgiddat f or m:¢
harms.

1 Detect, analyse, and disclose disinformation campaigns at national, multinational and EU
level, and their impact on society and democracy. To this end hubs will analyse relevant
actors, vectors, tools, methods, dissemination dynamics, and targets offodisition
campaigns in coordination with EDMO. Hubs will monitor the evolution of disinformation
related harms on relevant audiences. Each hub  will also support a regular assessment of
the impact of relevant disinformation campaigns on society and deatimcprocesses, as
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well as the effectiveness of the policies set out by online platforms to counter various
disinformation phenomena. In addition, the hubs will actively participate to the EDMO joint
activities of factchecking and research and promptlyact to EDMO requests linked to
emerging disinformation issues.

1 Create tailormade media literacy campaigns for the covered territory or linguistic area.

Hubs will leverage on the exchange of good practices and materials coordinated by EDMO

and contribute b the EDMO repositories with newly created educational and training

materials.

T Cooperate

A

t h

nati onal authorities for
digital media ecosystem in the territory or linguistic area covered by the proposal. In
particular, they will provide relevant insights which might help competent national
authorities, including the audiwisual regulator(s), monitoring the implementation of the

Strengthened Code of Practice on Disinformation by its signatories.

Deliverables

1 At the end of the actions, a network of existing and newly established research hubs will be

active across the EU under the coordination of EDMO.

1 Networks of experts and organisations linked to the hubs will be part of a European
multidisciplinary community which will actively detect, analyse and expose disinformation

campaigns in Europe.

1 Each hub will have produced or contribute to at least 1G@-¢hecks, 20 investigations and

reports on disinformation campaigns and shared them through EDMO.

1 Each hub will have established at least 10 tai@de media literacy programs in Member

States and produced reports (at least 1 per year) regarding thdemgmtation and
effectiveness of online platforms policies to tackle disinformation.

Type of action

SME support grant (75%-6oending rate for SMEs an
50% for all the other beneficiaries)

Indicative budget

EUR 10 million

Indicativecall planning

Firstset of calls

Indicative duration of the action

30-36 months

Implementation

Executive Agency HaDEA

Type of beneficiaries

European factheckers and academic researchg
working on disinformation as well as the meo

practitioners, media literacgxperts, IT experts
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5.4 EU Energy Saving Reference Framework

Objective

The current context Russia's invasion of Ukraine and the accompanying high inflatompels us

to accelerate the energy transition and save energy to ensure a sustainable,ntesiinel fair
economy. This entails making better use of the data that is generated all along the energy supply
chain and to exploit the potential of digital technologies to reduce demand, eliminate wastage and
reduce energy bills.

Smart meters and smartp@s enable consumers to reduce and optimise their energy consumption
and cut their energy bills. They provide greater consumer awareness and opportunities to monitor
and control in real time the energy consumption of their appliances. Across the Européam, U
however, the functionality and availability of such meters and apps remain very fragmented.

The Digitalisation of Energdction Pan adopted on 18 October 20¥2 sets outfor the European
Commission, working with Member States, to develop a comBmpean reference framework,
including an opersource reference implementation, for a consunag@plication that allows for
voluntary reductions in energy consumption and therdlgyp reduce energy costs.

Scope

The scope of this action is to develapd deployan EU Energy saving Reference Framework as a key
tool to conserve electricity when there is an anticipated shortage of energy supply. Alerts are to be
based on energy gemnation data and real time energy consumption. Clear messages ageitie
consumers to adopt the right measures to ensure a good energy supply for all. For example,
following an alert, consumers can voluntarily reduce their electricity consumption anatkiper
contribute to avoiding possible power blackouts.

Deliverables

1 An EU Energy saving Reference Framework that should lead to a standardised reference
application thatwill be developed in close collaboration with energy providers and will draw
from applicationsand services already available in the market.

1 The deployment of the EU Energy saving Reference Framework across thénliose
collaboration with energy providers.

Type of action Simple grant
Indicative budget EUR 5 million
Indicativecall planning First set of calls
Indicative duration of the action 24 months

103 Communication from the Commission to the European Parliament, the Council, the European Economic and Social
Committee and the Committee of the Regions Digitalising the energy syditimaction plan, COM/2022/552 final,
https://energy.ec.europa.eu/communicatiligitalising-energysystemeu-actionplancom20225522_en
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Implementation

European Commission

Type of beneficiaries

Private entities
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6 Programme Support Actions
6.1 Support to Dissemination and Exploitation (D&E)

Objective

Maximisethe impact of the Digital Europe Programmeand the take up of its results through a
Disseminatiorand Exploitation(D&E)conceptualand operationalframework, includingthe delivery
of anumberof practicalactions.

Scope

The action wiladdress, at least, the following dimensions:

1 the overall programme, its Specific Objectives (SO) and areas therein, down to topics and
projects where appropriate;

the capacity building and use strands of Digital Europe Programme;
the different stakehalers;
the stages of the project lifecycle and the reporting obligations;

== =4 4 -

coordination within EU and beyond when relevant, taking into account the policy priorities and
initiatives;
o0 between projects of Digital Europe Programmes and other programmes (e.g
Horizon Europe);
o within Digital Europe Programme itself, identifying and exploiting
complementarities of projects among SO and topics;
0 between Digital Europe Programme and EU member states national/regional
programmes;

o of the different programme implmenting bodies, e.g. European Commission,
Health and Digital Executive Agency (HaDEA), JU and similar bodies.

The action will consider means that can help delivering its objective, including the pertinence of
leveraging already existing tools, e.g. of atlieJ programmes like Horizon Europle action will
consider innovative approaches to D&E and how to improve the uptake of Digital Europe
Programme results beyond the entities directly involved in the projects

Deliverables

1 A conceptual and operationflamework for D&E taking into account the elements mentioned
under ®“scope” and offering solid methodol ogi ca

1 A proposal for a set of actions to be implemented by the different stakeholders and a plan to
deliver on the frameworkwith monitoring and evaluation metrics.

1 The implementation of relevant actions aiming at e.g. supporting and complementing
individual projects efforts in their D&E activities.
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I The analysis of possible means and tools to support the delivery of theark, including a
proposal for the functionalities of the Digital Europe Programme Results Platform (see the
Digital Europe Programnidodel Grant Agreement Art. 17 and its Annex 5) in the light of the
Horizon Europe Results Platform.

Type of action Coadination and support actiogrant
Indicativebudget EUR 0.3 million

Indicativecall planning First set of calls

Indicative duration of the action 24 months

Implementation European Commission

Type of beneficiaries All entities

6.2 Supporting the Network of National Contact Points (NCPSs)

Objective

This action will support the coordination between different National Contact Points (NCPs) for the
Digital Europe Programme, the preparation and execution of actions that maximise awa@mds
the impact of the programme and the losigrm dissemination and exploitation of results.

The selected project will provide support for all specific objectives of Digital Europe Programme.
Scope

Proposals will contribute to the development of a sfieciNCPs network for Digital Europe
Programme.

Proposals should facilitate trammational ceoperation amongst NCPs, encouraging cilossier
activities, sharing good practices and raising the general standard of support to programme
applicants. The constum will facilitate participation of new players in the programme.

The selected proposals will provide adapted support for Digital Europe Programme communication
(including info days), dissemination and exploitation activities, including, for instanee, th
preparation of material and organisation of events.

Special attention should be given to enhancing the competence of NCPs, including helping less
experienced NCPs rapidly acquire the kdmaw built up in other countries. Where relevant,
synergies shoulte sought with existing networks to organise matchmaking activities.

Deliverables

The action is expected to contribute to the following outcomes:
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1 Improved and professionalised NCP services across Europe, supporting access to Digital
Europe Programme callowering the entry barriers for newcomers, and raising the average
guality of proposals submitted;

1 Robust NCP support services across Europe that are adapted to specific objectives of Digital
Europe Programme, including;

0 more participation of new playeiis the programme;

0 matchmaking activities to connect potential participants from widening countries
with emerging consortia in this thematic area using a variety of tools;

o dissemination of information about security and ownership control rules in Digital
Europe Programme for applicants.

Type of action Coordination andupport action grant
Indicative Budget EUR 2 million

Indicativecall planning First set of calls

Indicative duration of the action 24 months

Implementation EuropeanCommission

Type of beneficiaries All entities

6.3 Information Systesifor the Digital Services Act and Digital Markets Act

Objective

The Digital Services Act (DSA) is a recent flagship regulatory initiative of the European Union aimed
at providing acoherent regulatory framework for online intermediaries, including online platforms
(such as social media sites, search engines, or online marketplaces) operating in the EU, in view of
ensuring safe online environment where fundamental rights of userspaséected. The Digital
Markets Act(DMA)represents the other side of the same coin. The DMA aims to restore and ensure
contestability in digital markets by addressing problematic and unfair practices by large digital
gatekeepersThe objective of this action is the development and operation of an IT system that will
support the enforcement of the DShd DMA

Scope

Anintegral part of the DSAenforcementframeworkis an easyto use,reliable and securel T system
that would suppot the time-critical, day-to-day cooperationand exchangeof information between
Digital ServicesCoordinators(DSCs)the Commissionand the Board (composed of all DSCs and
chaired bythe Commission)Iin addition, the Commissionneedsto developa transpaency hub
coveringonline platforms CaseHandlingto facilitate investigationsby the Commissioncovering
Very Large Online Platforms (VLOPspand Very Large Online Search Enginet@SHsas well as
cooperationand exchangeof the information with the DSCswhere relevant, and a Data Science
moduleto gatherdataandinsights.

With regardto DMA, an enforcementframeworkcasehandling supportedby the CASE@ESystem,
to facilitate investgationsby the Commissioncomplementedby a strongregistryand a datascience

108



moduleto gatherdata and insights,will be crucialto ensurethe succesof the implementationof

the DMA.

Deliverables

The main deliverables of the project are tfidlowing modules:

- Collaboration enabling secure communication via messaging, notifications and documents
exchange, as well as collaboration between Member States, the Commission and the Board to

ensure effective enforcement of the Digital Services Act

- Transparency hubcovering reporting obligations for online platforms

- Case Handlingfacilitating investigations by the Commission covefimgthe DSAVery Large
Online Platforms (VLOPs) and Very Large Online Search Engines (\én@S&sthe DMA
gatekeepers leveraging the corporate case management solution, CASE@EC

- Data Sciencefacilitating the gathering, research, and analysis of available data, and supporting

monitoring obligations

Type of action

Procurement for the DSAco-financed with the fe to
be leveraged on Very Large Online Platforms)

Indicative budget

EUR B million

Indicative time

2023 and 2024

Indicative duration of the action

Each procurement less than 12 months

Implementation

European Commission

Type of beneficiaries:

Member States, including Digital  Servic
Coordinators and other competent authorities
national competition authorities  European
Commission, European Board for Digital Services
online platforms that operate in the EU

6.4 Other Support Actions

Other programme supporactions withindicative budget of EUR 13 milliam 2023 are aimedat
maximising the impact of the EU intervention and will be implemented through procuresaht
other means Horizontal actions will cover costs including prepamtievaluation, monitoring and

studies. An amount of funding will be set aside to cover awareness and dissemination as it is crucial
to effectively communicate about the value and benefits of the Digital Europe Programme. As an

indicative listother progranme support actions funded under this VifRy cover:

1. External expertise:
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The use of appointed independent experts for the evaluation of the project proposals and
where appropriate, the monitoring of running projects.

The use of individual independent exfse to advise on, or support, the design and
implementation of the underpinning policy.

Studies, Events and publications

Events, disseminatioof Programme results etc.

Publications

Communication e.g., about calls and Digital Europe Programme results
Studies

. Other

Support for he continuous operation of the IT systend/or evolutionof the central
gatewaybased orfor the EU Digital COVID Certificatandards and specifications.

Service Level Agreement between the European Commission and CERT thagirfor
contribution to the Cyber Analysis and Situation centre fgrto-date and strategidevel
situation analysis, risk scenarios and overviews of the threat landscape
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7 Financial Instruments

7.1 Investment Platform for Strategic Digital Technologies

The obijective is to continue with the implementation of the Investment Platform for Strategic Digital
Technologies under the InvestEU program. The Investment Platform will provide improved
dedicated financial support to innovative digital staggs and SMEs at all stages of their
development (early stage and scalp phases) through equity and quajuity by combining
funding from Digital Europe Programme with InvestEU guarantee. It will provide improved financing
for strategic digital technologies, wita special focus on cybersecurity. The platform aims to (i) pool
financial resources from the European Commission (through the Digital Europe Programme,
InvestEU programme and other EU programmes), International Financial Institutions, including the
European Investment Bank, the European Investment Fund, the European Bank for Reconstruction
and Development and the Member States through financing from National Promotional Banks, as
well as seek synergies, including exchange of good practises, and comeitgenith the EIC Fund

of the European Innovation Council; (ii) leverage EC funding to enable additional investments from
private investors and; (iii) provide efficient risk sharing mechanisms between different investors. The
platform will include an Inv&@ment Support Programme: (i) to raise awareness among investors
about companies and project promoters; (ii) carry out a series of market consultations with a broad
range of stakeholders from the strategic digital technology ecosystem, governments aatk priv
investors; and (iii) facilitate the matainaking between project promoters, innovative SMEs, start
ups and private investors. The Investment Support Programme will build up on the advisory services
on strategic digital technologies carried out by tmwdstEU Advisory Hub included in the Digital
Europe Programme WP 202022.

Type of action Financial Instrument

Indicative budget EUR 10 million

Indicative duration of the action 2 years

Implementation Indirect management with the European Investme
Fund

111



8 Implementation

This Work Programme uses two main implementation modes: direct management (procurement
and grants), as well as indirect managemg@untribution agreementEuropean investment fund

The different nature and specificities of the actions indicated in the previous chapters require
distinctive implementation measures. Each of these will therefore be achieved through various
implementation modes.

Proposers are strongly encouraged to fallgreen public procurement principles and take account
of life cycle cost§“

The implementation of grants is articulated through different types of actions that are indicated for
each topic. More details on each type of action are describepperdix 2.

8.1 Procurement

Procurement actions will be carried out in compliance with the applicable EU public procurement
rules. The procedures will be implemented either through direct calls for tenders or by using existing

framework contracts. IT development and puoement activities will be carried out in compliance
with European Commi ssion’s applicable | T governa

8.2 Grants
8.2.1 Evaluation process

The evaluation of proposals will be based on the principles of transparency and equal treatment. It
will be carried ot by the Commission services and an Executive Agency with the assistance of
independent experts.

Admissibility conditions

Proposals must be submitted before the call deadtmgl only through the means specified in the
call for proposals. The calkadline is a deadline for receipt of proposals.

Proposals must be complete and contain all parts and mandatory annexes and supporting
documents specified in the call for proposals. Incomplete proposals may be considered as
inadmissible.

Eligibility criteria

Proposals will be eligible if they are submitted by entities and/or consortiums compliant with the

requirements set out in this Work Programme and the relevealt for proposalsOnly proposals
meeting the requirements of the eligibility criteria inetftall for proposals will be evaluated further.

Exclusion criteria

Applicants which are subject to EU administrative sanctions (i.e. exclusion or financial penalty
decision}® might be excluded from participation. Specific exclusion criteria will be listéide call
for proposals.

Financial and operational capacity

104 http://ec.europa.eu/environment/gpp/index_en.htm
105 See Aticle 136 of EU Financial Regulatiod018/1046
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Each individual applicant must have stable and sufficient resources as well as thédwoand
gualification to successfully implement the projects and contribute their share. Organisations
participating in several projects must have sufficient capacity to implement all these projects.
Applicants must demonstrate their financial and operational capacity to carry out the proposed
action.

Award criteria

The three sets of criteria are listed Apperdix 1 of this Work ProgrammeEach of the eligible
proposals will be evaluated against the award criteria. Proposals responding to a specific topic as
defined in the previous chapters of this Work Programme will be evaluated both individually and
comparatively. The comparative assessment of proposals will cover all proposals responding to the
same topic.

Proposals that achieve a score greater than or equal to the threshold will be ranked within the
objective. These rankings will determine the orderpoibrity for funding. Following evaluation of
award criteria, the Commission establishes a Selection Decision taking into account the scores and
ranking of the proposals, the programme priorities and the available budget.

The coordinators of all submittegroposals will be informed in writing about the outcome of the
evaluation for their proposal(s).

8.2.2 Selection of independent experts for evaluation and reviews

The Commission and the Executive Agency will select independent experts to assist with the
evaluation of proposals and with the review of project results as well as for other purposes where
specific expertise might be required for implementation of the Programme. Experts are invited to
register themselves on the Funding & Tender P#&alr updat their profile in the database with

their expertise in the areas funded by the Digital Europe Programme. Experts will be selected from
this list on the basis of their ability to perform the tasks assigned to them, taking into account the
thematic requirenents of the topic, and with consideration of geographical and gender balance as
well as the requirement to prevent and manage (potential) conflicts of interest.

8.2.3 Indicative implementation calendar

The indicative calendar for the implementation of the GabEurope calls for proposals in 2023 and
2024 is shown in the table below. Threets of calls with a common deadline are planned to deliver
the topics of this Work Programme. Topics are bundled into calls as specified in the respective call
document. The table below does not prevent the opening of additional calls if needed. More
information about these calls will be available on:

https://ec.europa.eu/info/funding[1]tenders/opportunities/portal/screen/home

Table8: Call timeline for topics in this WorRrogramme

106 http://ec.europa.eu/research/participants/portal/desktop/en/experts/index.html
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First set of calls of WH Second set of calls W| Third set of calls of W

Milestones 20232024 with 20232024 with 20232024 with
common deadline common deadline common deadline

Call Opening'®’ Q22023 Q32023 Q22024

Deadlinefor

submissioni® Q3 2023 Q1-2024 Q3 2024

Evaluation Q42023 Q1-2024 Q4-2024

Information to

applicants on the Q42023 Q2-2024 Q42024

outcome of the call

Signature of contracts Q1/Q22024 Q3/Q42024 Q1/Q22025

Topics that will be included in the first and the second are listed in t&béesl 6

Third set of calls

Table9: List of topics in thethird set of callswith a common deadline in 2024nder this Work
Programme indicatively includes:

Area Topics in the Work Programme

Cloud to edge Large Scale Pilots for Cletatedge Based Service Solutions

infrastructure

Reference Deployments of European Cledde Services

Green Deal Data Space

Data Space for Skills

Language Data Space

Energy Data Space

Data spaces
Data Space for Manufacturing (deployment)

Agricultural Data Space

Data Space for Public Administration

107 The DirectorGeneral responsible for the call may delay the publication and opening of the call by up to three months.
108The DirectorGeneral responsible for the call may delay this deadline by up to three months.
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Supporting patients' access to theirhealth data in the context of
healthcare servicefor citizens across the EU

Al Al sectorial Testing and Experimentation Facilities

Alon-demand platform

Towards connected Local Digital Twins in the EU

Advanced Digital Skills Short Term Trainings

Specialised Education Programmes in Key Capacity Area
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9 Appendices

9.1 Apperdix1 ¢ Award criteria for the calls for proposals

Proposals are evaluated and scored against award criteria set out for each topic in the call
document. The general award critefar the Digital Europe calls are as follows:

1. Relevance:

1 Alignment with the objectives and activities as described in the call for proposals

1 Contribution to longterm policy objectives, relevant policies and strategies, and synergies
with activities atturopean and national level

1 Extent to which the project would reinforce and secure the digital technology supply chain in
the EU*

1 Extent to which the project can overcome financial obstacles such as the lack of market
finance*

* This might not be applicablto all topics
2. Implementation

1 Maturity of the project

1 Soundness of the implementation plan and efficient use of resources

1 Capacity of the applicants, and when applicable the consortium as a whole, to carry out the
proposed work

3. Impact

1 Extent to whch the project will achieve the expected outcomes and deliverables referred to
in the call for proposals and, when relevant, the plans to disseminate and communicate
project achievements

1 Extent to which the project will strengthen competitiveness anddpimportant benefits for
society

1 Extent to which the project addresses environmental sustainability and the European Green
Deal goals, in terms of direct effects and/or in awareness of environmental effects*

*This might not be applicable to all topiesid in only exceptional occasions and for duly justified
reasons may not be evaluated (see specific topic conditions in the call for proposals).
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9.2 AppendiX ¢ Types of action to be implemented through grants

The descriptions below of the types of actidnsbe implemented through grants under the Digital
Europe Programme is indicative and should help the (potential) applicants to understand the
expectation in each type of action. The call for proposal will define the objectives and scope of the
action inmore detail.

Description: The Simple Grants are used by a large variety of topics and can cover most activities.
The consortium will mostly use personnel costs to implement action tasks, activities with third
parties (subcontracting, finaradisupport, purchase) are possible but should be limited.

Funding rate’50% of total eligible costs for all beneficiaries.

Description: Type of action primarily consisting of activities directly aiming at supporting SMEs
involved in bilding up and the deployment of the digital capacities. This type of action can also be
used if an SME needs to be in the consortium and make investments to access the digital capacities.
Funding rate’50% of total eligible costs except for SMEs wherata of 75% applies.

Description: Smallgrantswith the primary goal to promote cooperation and/or provide support to

EU policies. Activities can include coordination between different actors for accompanying measures
such as standardisation, dissemination, awaremessing and communication, networking,
coordination or support services, policy dialogues and mutual learning exercises and studies,
including design studies for new infrastructure. CSA may also includplementary activities of
strategic planning, networking and coordination between programmes in different countries.

Funding rate 100% of eligible costs.

Description: Grants where most of the costs consist of buying goods or smrsi and/or
subcontracting tasks. Contrary to the grants for procurement of advanced capacities (PAC grants)
(see below) for thesethere are no specific procurement rules (i.e. usual rules for purchase apply),
nor is there a | i nmist/ etnd i‘td cemst’r.a cPteirmg nanwetl h ocroisttis
of action; they are used to manage the grant, coordinate between the beneficiaries and prepare the
procurement.

Funding rate: 5@ of total eligible costs for all beneficiaries.

Description: Grants where awarded only to beneficiaries that drec ont r actiesn@ aut ho
contractingentitess as defined in the EU public prfcur eme

109 Directive 2014/24/EU of the Europeanriament and of the Council of 26 February 2014 on public procurement and
repealing Directive 2004/18/E(@J L 94, 28.3.2014, p. 6342).
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2014/25/EU and 2009/81/EE&Y) aiming at buying in innovative digital goods and services (i.e.
novel technologies on the way to commercialisation but not yet broadly available).

Funding rate 50% of total eligible costs.

Description: Grantswith a particur focus onproviding financial support to third partiesThe
majority of the grant will be distributed via financial support to third parties with special provisions
in the grant agreement, maximum amounts to third parties, multiple-fimancing and repuding
obligations.

Annex 5 of the model grant agreements foresees specific rules for this type of action regarding
conflict of interest, the principles of transparency, rdiscrimination and sound financial
management as well as the selection procedurd ariteria.

In order to assure the efinancing obligation in the programme, the support to third parties should
only cover 50% of thirgharty costs.

Funding rate:100% of eligible costs for the consortium;fa@ancing of 50% of total eligible costs by
the supported third party.

FPAs:

Description:An FPA establishes a letegm cooperation mehanism between the granting authority

and the beneficiaries of grants. The FPA specifies the common objectives (action plan), the
procedure for awarding specific grants and the rights and obligations of each party under the specific
agreements. The speitfgrants are awarded via identified beneficiary actions (with or without
competition).

Funding rateno funding for FPA.
SGAs:

110 Directive 2014/25/EU of the European Parliament and of the Council of 26 February 2014 on procurement by entities
operating in the water, energy, transport and postal services sectors and repealing Directive 200217 84 28.3.2014,
p. 243-374); Cortracting authorities

1. For the purpose of this Directive ‘contracting authorit
public law or associations formed by one or more such authorities or one or more such bodies governiddy.publ

2. ‘Regional authorities?’ incl udes aekhhustigely intNUTSi ltande2s aso f t he
referred to in Regulation (EC) No 1059/2003 of the European Parliament and of the Council.

3. Local a u t h bauthortitiess of the adninistrativé enits fallihg under NUTS 3 and smaller administrative

units, as referred to in Regulation (EC) No 1059/2003.

4 . Bodies governed by public law’ means bodies that have al

(a)they are esiblished for the specific purpose of meeting needs in the general interest, not having an industrial or
commercial character;
(b)they have legal personality; and
(c)they are financed, for the most part, by the State, regional or local authoritiextbebpodies governed by public law;
or are subject to management supervision by those authorities or bodies; or which have an administrative, managerial or
supervisory board, more than half of whose members are appointed by the State, regional cthtwitieésawor by other
bodies governed by public law.
111 Directive 2009/81/EC of the European Parliament and of the Council of 13 July 2009 on the coordination of procedures
for the award of certain works contracts, supply contracts and service contraotgiagting authorities or entities in the
fields of defence and security, and amending Directives 2004/17/EC and 2004(08/EQ16, 20.8.2009, p. 7636).
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Description: The SGAs are linked to an FPA and implement the action plan or part of the action plan.
They are awarded via anwuation to submit a proposal (identified beneficiary action). The
coordinator of the FPA has to be the coordinator of each SGA signed under the FPA and will always
take to role of interlocutor with the granting authority. All the other partners of the FERA
participate in any SGA. There is no limit to the amount of SGAs signed under one FPA.

Funding rate’50% of total eligible costs.

Description: Lump Sum Grants reimburse a general lump sum for the entire project and the
consortium as a wihle. The lump sum is fixed -@xte (at the latest at grant signature). The granting

authority defines a methodology for calculating the amount of the lump sum. There is an overall
amount , i . e., the |l ump sum wil | digibleecosts.tTlhee b e ne
beneficiaries do not need to report actual costs, they just need to claim the lump sum once the work

is done. If the action is not properly implemented only part of the lump sum will be paid.

Funding rate50% of total eligible costs.
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9.3 Apperdix 3 ¢ Implementation of Article 12(5) and 12(6)

As indicated in this document and detailed in the call document, for duly justified security reason,
legal entities established in associated countfigand legal entities that are established in the
Union but are controlled from third countries can be excluded from actions falling under section 3 of
this Work Programmer, with respect to actions under section 2 of this Work Progranmmay be
eligible toparticipate** only if they comply with the requirements/conditions indicated below.

EEA EFTA countries are fully associated to the Digital Europe Programme and benefit from a status
equivalent to that of the Member States. Other formally associated aiemtan participate under
conditions described below.

The assessment of the foreign contislpart of the eligibility criteriaFor this, participants will be
requested to fill in a selissessment questionnaire to determine their control status dupraposal
submission. They will also be requested to submit supporting documents in order for the
Commission to determine that the entities are not controlfenim a third country.

Entities controlledfrom a third country and entities from associated coties can participate in
topics whereArticle 12(6) applies, provided that they comply with certain conditions set out below.
Those participants will be asked for guarantees approved by the eligible country in which they are
established. The validity of tee guarantees will be later assessed by the European Commission.

Conditions for foreign controlled entities

The applicants that are established in the Union but are controlled from third counares the
applicans established in an associated countrhall be required to provide information
demonstrating that:

@control over t he appl i cant '-nsaking procpse rlisariote str
exercised in a manner that restrains or restricts in any way its ability to perform and
complete the action;

(b) the access by nowligible third countries or by nealigible third country entities to
classified and nowrlassified sensitive informatidt relating to the action will be prevented;

(c) the persons involved in the action will have national security clearascedsby a Member
State where appropriate;

(d) the results of the action shall remain within the beneficiary and shall not be subject to
control or restrictions by nowligible third countries or other noeligible third country
entities during the action andf a specified period after its completion.

112 participation is further limited to associated countries that meet specific conditions. ém trche eligible, a third
country must béormally associatetb Digital Europe Programmend meet specific conditiorgsligibility depending on
the outcome of the assessment of replies to the questionnaire provided by relevant associated counttitisese mee
specific conditionsat the time of signature of the grant agreement

113 See Article 12(5) and 12(6) of tiegulation (EU) 2021/694

114 Commission Decision 2015/444/EC, Euratom of 13 March 2015 on the security rules for protecting EU classified
information (OJ L 72, 17.3.2015, p. 53).
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(e) For the topic data space for security and law enforcement, other entities will also have to
prove that they will only perform specific and clearly defined tasks.

(f) For applicants established in the EU and controlled frothiral country and establisheth
Associated Countries thdlhey are not subject toexport restrictions to EU Member States
on results, technologies, services and products developed under the prfojeat least 4
years after the end of the actiom order to ensure the security of supply

More information about the procedure, the conditions and the guarantees will be detailed in the call
documents and the online manual in the EU Funding & Ternmtetal.

Procurement actions will also be subject to these restrictighsicles12(5) and 146)) and, when
applying Article 12(6), will use the same conditions as calls for proposals (a, b, d and e). More
information will be published in the Funding anentlers portal and in the procurementlated
document.
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9.4 Apperdix4 ¢ The initial list of areas of activity for Mu@iountry projects, as
per Path to the Digital Decade Policy Programme Annex

Nonexhaustive areas of activity:

@) European common datafrastructure and services;

(b) Endowing the Union with the next generation of p@wer trusted processors;

(© Developing the pafturopean deployment of 5G corridors;

(d) Acquiring supercomputers and quantum computers, connected with the EuroHPC,;

(e) Developing and deploying an ultsecure quantum and spadmmsed communication
infrastructures;

) Deploying a network of security operations centres;

(9) Connected public administration;

(h) European blockchain services infrastructure;

0] European digitainnovation hubs;

()] Highdech partnerships for digital skills through the Pact for Skills;

K Skills and training in cybersecurity;

o Other projects which meet all the criteria of Article 12 of this Decision and which become

necessary to the achiewgent of the objectives of the Digital Decade policy programme over time
due to emerging social, economic or environmental developments.
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9.5 Appendixs - Abbreviations andcronyms

Abbreviation/ Acronym

Definition

1+MG
ADR

Al

API

B2G
BDTI
BIK
BORIS
BRIICS
BRIS
BSc
CAP
CEF
CELT
CIRPASS
CSA
CSAM
D&E
DDPP
DEI
DestinE
DIGITAL
DIGITAL
DMA
DoEAP
DPP
DSA
DSCs
DTO
EBP
EBSI
ECCC
ECMWF
ECP
ECTS
EDIC
EDIHs
EDMO

EEA EFTA

eEDES
EFTA

1+Million Genomes initiative

AlternativeDispute Rsolution

Artificial Intelligence
ApplicationProgrammingriterface
Businesgo-Government

Big Data Test Infrastructure

Better Internet for Kids

The Beneficial Ownership Registers Interconnection System
Brazil, Russia, India, Indonesia, China, and South Africa
The Business Registers Interconnection
Bachelor of Science

The Common Agricultural Policy

The Connectingurope Facility

Centre of Excellence for Language Technologies
The Ecosystem Digital Product Passport
Coordination and @port Action grant

Online Child &ualAbuseMaterial

Dissemination and Exploitation

TheDigital Decade #icy Programme

The Digitizing European Industries initiative
Destination Earth

The Digital Europe Programme

The Digital Europe Programme

The Digital Markets Act

The Digitalisation dEnergy Action l&n

Digital Product Passport

The Digital Services Act

Digital Services Coordinators

Digital Twin Ocean

The European Blockchain Partnership

The European Blockchain Services Infrastructure
TheEuropean Cybersecurity Competence Centre
The European Centre for MediuRange Weather Forecasts
The European Central Platform

The European Credit Transfer System

The European Digital Infrastructure Consortium
EuropearDigital Innovation Hubs

European Digital Media Observatory
European Economic Area and the European Free Trade Association countries
(Iceland, Liechtenstein, and Norway)

e-Evidence Digital Exchange System
The European FreBrade Association
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EHDS
elD
elDAS
EIF
EIT
eLab
ENISA
ENSO
ERDF
ERIC
ESA
ESAP
ESAs
ESMA
ESPD
ESPR
ESTEAM

eu-LISA

EUMETSAT
EuroHPC JU
EuroQCI
FPA

GDP

GDPR

GoE
HaDEA
HPC

HVD

ICT

ICU
INHOPE

loT

IP

IPCEI

IPCELCIS

ISCED
JITs CP
JRC

Ju

KPI
LDS
LSPs
MCPs
MLA

The European Health Data Space

European Digital identity

Electroric Identification, Authentication and trust Services

European Interoperability Framework

European Institute of Innovation & Technology

Common Platform for Online Investigations and Law Enforcement
The European Union Agency for Cybersecurity

The El Nifisouthern Oscillation

The European Regional Development Fund

The European Research Infrastructure Consortia

The European Space Agency

The European Single Access Point

European Supervisory Authorities

The European Securities and Markets Authority

The European single procurement document

Ecodesign for Sustainable ProduRisgulation

Entrepreneurship, Science, Technology, Engineering, Arts and Mathematics
The European Union Agency for the Operational Management of {Sugje
IT Systems in the Area of Freedom, Security and Justice

The Europea®rganisation for the Exploitation of Meteorological Satellites
The European High Performance Computing Joint Undertaking

The European Quantum Communication Infrastructure

Framework Partnershipgkeement

Gross DomesticrBduct

The General Data Protection Regulation

The Genome of Europe

European Health and Digital Executive Agency

HighPerformance Computing

High Value Datasets

Information and Communicationgthnology

IntensiveCare Unit

International Association of Internet Hotlines

Internet of Things

Intellectual Property

Important Projects of Common European Interest

Important Project of Common European Interest on Next Generation
Cloud and Edge Infrastructure and Services

The International Standard Classification of Education
The Joint Ingstigation TeamsdllaborationPlatform

The Joint Research Centre

JointUndertaking

Key Performancentlicators

Language Data Space

Large Scale Partnerships

Multi-Country Projects

Mutual Legal Assistance
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MOOCs
MSc
NCAs
NCCs
NCPs
NIS Directive
NIS2 Directive
NLP tools
OAM
ODR
OO0TSs
RACI
RTOs
SEMIC
SIC
SICs
SIMPL
SLA
SMEs
SOs
STEM
TEFs
TESTA
UX

VAT
VET
VHT
VLOPs
VLOSEs
VR/AR
WGS
WP

XR

Massive Open Online Courses

Master of Science

National Competent Authorities

The Network of National Coordinati@entres
National Contact Points

The Directive onegurity of Network and mformation Systems
Revised NIS Directive

Natural Language Processing tools

Officially Appointed Mechanisms

Online Dispute Resolution

Once Only Technical System

Role, Accountability, Consulted and Informed
Research and Technology Organisations
Semantic interoperability community

Safer Internet Centre

Network of Safer internet Centres

Smart Middleware for a European cloud federation and for the European data ¢
Servicd_evel reement

Smadl and Mediumsized Bterprises

Specific Objectives

Science, &chnobgy, EBgineering, andMathematics
Testing ad Experimentations Facilities
TransEuropean Services for Telematics between Administrations
User experience

Value Added Tax

Vocational and Educational Training

Virtual HumanTwin

Very Large Online Platforms

Very Large Online Search Engines

Virtual Reality andAugmented Rality

Whole Genome &juencing

Work Programme

Extended reality
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